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1 Introduction

There has been a lot of discussions towards evolving a 3GPP- WLAN interworking reference architecture. The reference model illustrate the relationship between the various networks that may be involved in 3GPP System – WLAN interworking. Both the roaming as well as the non-roaming scenarios will have to be considered for such a reference architecture. Identifying the interface points both within the 3GPP system as well as within a WLAN deployment scenario is important for an interworking model.

In this contribution we suggest that the Inter Access Point Protocol (IAPP) [1] be used as the WLAN side interworking end point. 

2 The Inter Access Point Protocol (IAPP) 

The Inter-Access Point Protocol (IAPP) [1] is the protocol that provides the necessary capabilities to achieve Access Point (AP) interoperability within a WLAN Distribution System (DS). It also describes the use of the RADIUS Protocol. The following figure shows the WLAN Access Point (AP) architecture with the IAPP.
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WLAN AP Architecture with IAPP

The IAPP entity is capable of finding and using a RADIUS server to:

· register as part of an ESS (Extended Service Set)

· look up the IP addresses of other APs in the ESS when given their BSSIDs

· obtain security information to protect the content of certain IAPP packets.

Additionally, the IAPP supports the following functions:
· DS Services, as defined in ISO/IEC 8802-11:1999

· Address mapping of wireless medium addresses of APs (their BSSID) to DS network layer addresses (IP addresses)

· Evolution of the IAPP through multiple versions

· Formation of a DS

· Maintenance of the DS

· Enforcement of the restriction of ISO/IEC 8802-11:1999 that a station may have only a single association at any given time

· Transfer of station context information between APs

All the IAPP transactions can make use of the security schemes employed over the distribution system medium (DSM).

3 IAPP considerations for a WLAN-UMTS interworking architecture

Though IAPP has evolved as a WLAN distribution system mechanism, we feel that the same can be used as the WLAN side interworking entity. The following figure illustrates the use of IAPP within the WLAN distribution system.
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4 Conclusions

In this contribution we suggest that IAPP be identified as the WLAN side interface end point. If this contribution is accepted SASKEN offers to work towards the additional details and expand the scope of the use of IAPP to cover roaming and non roaming issues in WLAN- 3GPP interworking.
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