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Introduction

The possible solutions for publishing presence information have been discussed at previous SA2 meetings in detail. This contribution proposes to adopt an HTTP-based data transport  solution for publishing. Additionaly, this contribution proposes to introduce the capability of partial presence publishing.

Considerations

The possible mechanisms for publishing presence information to the Presence server has been debated in the IETF. In practice, two options have been proposed: a new SIP method, or use of a separate protocol, such as HTTP.

The current understanding in IETF is that uploading presence information has been left as out of the scope of 'SIP Extensions for Presence' specifications. 

At the same time, it is clear that there are semantical problems with respect to bundling presence publishing with any existing IMS SIP request, e.g. SIP REGISTER. 

In general, presence information upload can be seen as simple data transfer. As such, using a data transport oriented mechanism for the presence supplier side (Pe interfaces) seems to be the right architectural choice. As a widely used and commonly deployed solution, HTTP is perfectly suitable for this purpose.

5.2.1 Upon publishing the presence information, the presentity may not want to publish the full set of presence information, but rather only the information that has changed since the most recent publishing. This also allows multiple Presence User Agents associated with the same presentity to partialy publish presence information. 

5.2.2 The partial publishing capability is seen as an inherent feature of the Pe interfaces. Additionaly, this capability is seen especialy useful from the wireless perspective on Peu, as it saves resources on the air interface.

Proposal

Based on the considerations above we propose the following additions to [TS 23.141]:

********************************** First set of changes ************************************************

4.2.1
Reference point Presence User Agent – Presence Server (Peu)
This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information. 

Peu shall provide mechanisms for the Presence User Agent to manage access rules.  
Peu shall provide mechanisms for the Presence User Agent to supply only a certain subset of the presentity's presence information to the Presence Server. This subset may be a single Presence Tuple, or a set of multiple Presence Tuples. It shall also be possible for the Presence User Agent to supply the complete presence document over Peu.
The functionalities on this interface shall be carried out using a single, generic, data-transport-oriented mechanism, e.g. HTTP. 
The Peu interface shall provide security mechanisms comparable to the level of security provided for IMS access by using e.g. TLS/AKA. 
4.2.2
Reference point Network Agent – Presence Server (Pen)
This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations to the size of the presence information.

Pen shall provide mechanisms for the Network Agent to manage access rules.  

Pen shall provide mechanisms for the Network Agent to supply only a certain subset of the presentity's presence information to the Presence Server. This subset may be a single Presence Tuple, or a set of multiple Presence Tuples.

The functionalities on this interface shall be carried out using a single, generic, data-transport-oriented mechanism, e.g. HTTP. 
This interface shall allow the Presence Server to request and cancel the request for presence information and associated updates from the Network Agent.

4.2.3
Reference point External Agent – Presence Server (Pex)
This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information.  

Pex shall provide mechanisms for the External Agent to supply only a certain subset of the presentity's presence information to the Presence Server. This subset may be a single Presence Tuple, or a set of multiple Presence Tuples.

The functionalities on this interface shall be carried out using a single, generic, data-transport-oriented mechanism,e.g. HTTP.   
Presence information obtained from an external network by the External Agent is transferred across the Pex reference point to the Presence Server.

********************************** Second set of changes *******************************************

5.1 Presence Server

The Presence Server resides in the presentity's home network.

The Presence Server shall manage presence information that is uploaded by the User / Network agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow users to fetch and subscribe for receiving presence information. 

The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

The Presence Server shall support SIP-based communications with the Incoming Presence Proxy.
The Presence Server shall support HTTP-based generic data-transport-oriented communications with the User Agent, Network Agent, External Agent across the Peu, Pen, Pex interfaces, respectively.
In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

The Presence Server may also support authorization and security mechanisms that is based on asking permission from the User agent on a case-by-case basis.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.

********************************** Third set of changes *******************************************

5.2.3 Presence User Agent

· The Presence User Agent element provides the following functionality:

· The Presence User Agent collects Presence information associated with a Presentity representing a Principal.

· The Presence User Agent assembles the Presence information in the format defined for the Peu interface.

· The Presence User Agent sends the Presence information to the Presence Server element over the Peu interface.

· The Presence User Agent shall be capable of managing the Access Rules.

· The Presence User Agent shall be capable of controling what Presence Tuples are published by the Network Agent and the External Agent. 
· The Presence User Agent shall handle any necessary interworking required to support terminals that do not support the Peu reference point.

From a conceptual view, the Presence User Agent (PUA) element resides between the presence server and the user’s equipment as illustrated in the reference architecture in figure 1. In reality, a Presence User Agent may be located in the user’s terminal or within a network entity. 
Where the PUA is located in a terminal, the terminal shall support the Peu interface to the presence server as illustrated in Figure 4 below. 
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Figure 4. Terminal based Presence User Agent

Where the PUA is located within the network, the particular network entity shall support the Peu interface to the presence server as illustrated in Figure 5. In such a case an additional functionality may be required to resolve the location of the presence server associated with the presentity. 

In this case, the interface between the terminal and the Presence User agent is outside of the scope of standardisation of the presence service.
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Figure 5. Network based Presence User Agent

********************************** Fourth set of changes *******************************************

A.1
Detailed information flows
A.1.1
Overview of flows used
The messages used in this section are representative and are not meant to indicate any particular protocol as this is outside the scope of this document. In this section the following messages have been used:

SubscribePres: 
This is a request by a watcher to obtain presence information about a presentity. The message may be used to either request the current presence information or to subscribe to updates of presence information for a particular time period. This flow may also be used to un-subscribe to periodic updates. The request needs to convey the presence related events that that the watcher is be interested in. A presence server may accept or deny such a request. 

MsgAck: 
This is a generic message acknowledgement for the message flows. It may be used to indicate a positive or negative acknowledgement. In the latter case, the message may convey an indication for the rejection.

Query: 
This message is used by a Presentity presence proxy to request the HSS/HLR to provide the necessary information to locate a presence server that is associated with a presentity. 

Resp:
This message is the reply by the HSS/HLR to provide the required information to the Query message above.

NotifyPresUp:
This message is used to notify a watcher of updates to a presentitiy’s presence information.  The watcher would have either requested the current presence information or had previously subscribed to periodic updates. The message may contain the presence information or a pointer to the information.

PresUpdateMsg: This message is used by a Presence user agent, the Network agent, and the External agent to provide the presentity’s presence information to the Presence Server. This message shall be capable of conveying the complete set of presence information associated with a presentity. This message shall also be capable of conveying a subset (certain tuple(s)) of the presence information associated with the presentity. The message may contain the presence information or a pointer to the information.  (Note: there are similarities with the NotifyPreseUp message listed above since they both convey presence information. However for simplicity, different message names are used).

********************************** Fifth set of changes *******************************************

A.1.3.x
Supplying presence information to the Presence Server

The flow in Figure X below demonstrates the generic mechanism for publishing of presence information to the Presence Server. This flow is applicable for all types of agents, i.e. the Presence user agent, the Network agent, and the External agent use the same procedure for supplying presence information.
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Figure X – Supplying presence information to the Presence Server
1. The agent (Presence user agent, or Network agent, or External agent) creates or updates the presentity's presence information. 

2. The presence information is sent to the Presence Server. The data sent can either contain the full set of presence information that the certain agent is capable of supplying, or it may alternatively contain only certain tuples. A feasible mode of operation is to send only those tuples which have been changed or newly created since the latest upload procedure.

3. Mutual authentication and authorization between the agent and the Presence Server may take place at this point.
Note: The Presence Server may need access to authentication and authorization data of the Presence user agent from the presentity's home network (HSS).
4. After succesful authentication and authorization, the Presence Server acknowledges the publishing request.
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