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1 Introduction and background
This contribution proposes an architecture for WLAN - 3GPP system interworking to support “scenario 2” described in TR 22.934. The proposed architecture also allows evolution to support further scenarios etc in later releases. 
SA1 has decided to develop the service requirements for “scenario 2” in their specifications for Release 6. 
The objective with scenario 2 is summarised in the following extract from TR 22.934:
Scenario 2 - 3GPP system based Access Control and Charging
This is the scenario where authentication, authorization and accounting are provided by the 3GPP system. The security level of these functions applied to WLAN is in line with that of the 3GPP system. This ensures that the user does not see significant difference in the way he is granted access. This may also provide means for operator to charge access in a consistent manner over the two platforms. 

Reusing the 3GPP system access control principles allows for additional benefits seen from a user and 3GPP system operator standpoint. First of all the 3GPP system operator may easily convert the subscribers within his existing 3GPP system customer base to becoming WLAN-3GPP system subscribers with a minimum effort both for the subscriber and the operator. In addition the maintenance of the subscriber may also be simplified. No requirements are put upon the set of services to be offered in the WLAN part beyond those inherently offered by being addressable in an IP network.

2 Service and Architecture Requirements
The intent with this contribution is not to discuss the service and architecture requirements as such but these are included in order to highlight some main drivers and requirements for scenario 2. 
Service Requirement:

· Enable 3GPP operators to offer WLAN IP connectivity to their subscribers including 3GPP based authentication, authorisation and charging. Roaming between different WLAN providers shall be possible. 
Architecture Requirements:

· Hierarchical roaming shall be supported i.e. roaming between WLAN radio accesses shall not require an operator to negotiate separately with each individual WLAN NW provider but rather the 3GPP operators shall be able to reuse the existing roaming relations to other 3GPP operators and also use their roaming agreements with WLAN providers.  
· Already deployed WLAN enabled equipment shall be possible to use with no or minimal updates.

· Online and offline charging shall be supported

3 Proposed Architecture
3.1 Reference model
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Figure 1, Reference model for interworking between WLAN and 3GPP systems.
Note: The internals of the WLAN access network is considered to be out of scope of 3GPP standardisation. 3GPP can however put requirements and offer reference points to support e.g. authentication, authorisation and accounting.
3.2 Functional Elements
3.2.1 WLAN AAAh
The WLAN home AAA is a function in the home 3GPP NW that supports the Authentication, authorisation and storage and transfer of user profiles for WLAN. It also supports online charging control and data collection.  
3.2.2 WLAN AAAf
The WLAN foreign AAA is a function in the visited 3GPP that supports control of roaming agreements, relaying of authentication and authorisation data. It also supports relay of user and online charging data. 
If the protocols on the Wr and the Wx reference point are different the WLAN AAAf also provides protocol interworking.

If the visited 3GPP NW is the same NW as the home the WLAN AAAf and WLAN AAAh can be collapsed to one entity. 
3.2.3 WLAN UE

The WLAN UE is the complete WLAN terminal including applications, termination of WLAN radio protocols, Authentication, etc.
3.2.4 HSS/AuC
In this context the HSS/AuC provides normal AuC functions e.g. support of Authentication.
3.2.5 SMS-C

In this context the SMS-C provides support for authentication of legacy WLAN equipment.
3.3 Reference points

3.3.1 Wx Reference point
The Wx Reference point is used when roaming and it supports:

· Authentication

· Authorisation
· Transfer of WLAN user data
· Online Charging
3.3.2 Wr Reference point
The Wr Reference point supports:

· Authentication

· Authorisation

· Transfer of WLAN user data

· Online Charging
4 Proposal

It is proposed that Chapter 3 of this contribution is agreed and placed in an appropriate section of the new S2 WLAN TR.
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