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1. Introduction

The Nokia contribution S2-020630, presented at the SA2#23, discussed the protocol selection for handling of large amount of Presence information. Finally the contribution proposed that all Presence information published by the presentity should use HTTP.

This paper aims to discuss some of the issues with using SIP and HTTP to transfer Presence information from a Presentity and finally proposes that both options should be allowed on the Peu.

2. Discussion

Presence information will be supplied as XML documents. That is, the Presence information may easily be carried in HTTP, SIP or any other text based protocol. The size of the Presence information sent from the Presentity to the PS will vary and depend on the attributes defined, which attribute values the user updates and how many watchers the access rules are set-up for. Currently the TR does not define that many attributes, but attributes may be added later and at product development. However, the size of the Presence information sent from the Presentity is most of the times going to be updates of the current information i.e. small.

The Nokia paper S2-020630 stated that large amount of data should not be transported using SIP on the control plane using a signalling PDP context, but also pointed out that it is possible as TCP is a mandatory transport protocol for SIP. A signalling PDP context will most likely not reserve any resources until messages are received and then by using a high priority. If the assumption that most of the Presence information sent are small then it should be no problem to send this using SIP on the signalling PDP context.

An IMS UE will use an always-on approach when IMS registered as to be able to receive terminating sessions. When registered the UE already has been authenticated by the operator and a Security Associations is in use from the UE and a PDP context exists. It would be very beneficial for an IMS UE to be able to use the existing Security Association and PDP context to update the PS with Presence information. If the IMS UE should use HTTP then a new PDP context would need to be set-up each time the IMS UE wants to update the presence information in the PS, if not yet an additional PDP context is to be kept the whole time. Also, some additional roundtrip of messages would be needed to set-up a new security association. It is also still open if a new “primary” PDP context would be needed for the HTTP transport (e.g. due to IP version, binding of medias in secondary PDP contexts, charging etc.). 

If the Presence information to be sent most of the times is small, then the authentication overhead will be significant compared to re-using the IMS SIP signalling. Based on the size of the information and on its capabilities the UE would then take the decision on how to transport the Presence Information to the Presence Server.

23.228 define the possibility to receive and send information from the UE, most likely it will be implemented by using the SIP MESSAGE message. The same message could be used to transport the Presence information. The used destinations address (SIP URI) in the SIP MESSAGE would have the same value as the HTTP URI used to post the HTTP message. 

3. Proposal

Based on the discussion above it is proposed that following additions are made to TR 23.841 v1.0.0:

4.1.1 Reference point User Agent – Presence Server (Peu)

This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information.

Peu shall provide mechanisms for the User Agent to manage access rules.  

In order to provide the functionalities required on this interface, both the HTTP and the SIP protocols or a combination of them may be used. Also, different transport protocols (i.e. UDP or TCP) may be used if small or large amount of data is to be transported.
Note: The security solution for the non-IMS, i.e. HTTP, content transport is FFS.
4.1.2 Reference point Network Agent – Presence Server (Pen)

