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1 Introduction

The purpose of this document is to discuss the information needed by the RNC to provide UEP for a VoIP flow (speech data using AMR-NB or AMR-WB codec) it receives over Iu interface.
2 Discussion

For CS UEP, the RNC receives  session-specific information (called “lookup table” hereafter) at call establishment. This “lookup table” provides a unique relationship between a RFCI that will be contained in each received packet and the associated AMR payload bit arrangement. 

When the RNC receives a DL PDU, it uses this “lookup table” to apply UEP. The use of this lookup table is possible as the content of the DL PDU payload is well defined to allow differentiation of set of bits having different error sensitivity.

Schematically:
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For PS domain, the RNC receives the following voice IP Packet structure:

· IP Header: IPv6 is considered as IPv6 has been mandated for IMS but the same would apply in case of IPv4

· UDP/UDP-lite header (according to IETF, transport of AMR (i.e., RTP) is over UDP/IP but UDP-lite could be used)

· RTP Header (RTP is used to carry real-time data)

· RTP Payload containing:
· a variable payload header containing in particular a Table Of Content (ToC) field describing the format of data (AMR 12.2...). The ToC content is variable (depends of the mode of operation selected for RTP: Bandwidth Efficient mode or Octet-Aligned mode).

· the bits of speech data (i.e. AMR payload). According to IETF, bits of speech data are arranged in order of decreasing sensitivity to that UEP can be applied. Nevertheless, arrangement of speech data differs according to RTP payload mode: in octet aligned mode bits of different frames are grouped by class (Class A bits are grouped) while this is not the case with bandwidth efficient (the frames are consecutives).
2.1 Use of the ToC field to provide UEP

The ToC field of the RTP Payload header indicates the AMR mode in use in the current packet (FT filed of the ToC indicates the Frame Type: 0 --> AMR 4.75 mode, ..., 7 --> AMR 12.2). 

If the RNC reads the ToC information, it can apply UEP on the received packet. Nevertheless, when encryption is provided, this ToC filed is not accessible. 

If we expect to provide UEP feature in the same way when encryption is provided or when it is not provided,  ToC information shall not be used by the RNC to get information on the AMR mode in use.

In order to apply UEP, the RNC needs to extract the RTP payload part containing the bits of speech data and determine arrangement of bits without the ToC information.

Schematically:
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2.2 What information is needed in the RNC to extract AMR payload from the received RTP Payload:

If the RNC knows the RTP Payload header length, it can retrieve the AMR payload part of the RTP Payload.

The RTP Payload header is variable and is conditioned by the following:

· RTP Mode of Operation in use: Bandwidth Efficient or Octet Aligned mode

· Number of frames

· and, in case of Octet Aligned mode mode:

· optional use of CRC 
· optional use of interleaving (only in case of multiple frames)

The RNC should be informed of these different options to be able to determine length of the RTP Payload header and extract the AMR Payload from the received RTP Payload.

Two proposals can be done:

· configure the RNC with these information at the beginning of the call

· define a default mode that should be use to apply UEP where all these values are well known.

It can be noted that CRC is not present in case Bandwidth efficient mode of operation. CRC is used for error detection (it protects Class A speech bits) and CRC use is also interesting to allow speech frame substitution. We think that both error detection and speech frame substitution are important so that we think that Octet aligned mode of operation with CRC is more appropriate for VoIP.

In order to simplify RNC, it can be seen that multiple frame can be avoided (there will be no interleaving).

We think that, for VoIP, a default RTP mode could be defined, specifying:

· Octet aligned mode of operation with CRC use, 

· no interleaving

· one frame per RTP Payload 

With this default mode, the RNC determines AMR Payload in the received RTP Payload.

If this default mode is not used, the RNC should receive the above described information at session establishment (or only a part if some information are agreed to be in a default mode) in order to apply UEP.

To summarise:

In order to allow the RNC to extract speech payload from the DL RTP packet it receives, the RNC should be informed of the different options allowed for RTP that changes the RTP payload format:

· a default mode could be defined for VoIP to simplify RNC implementation of UEP and to allow error detection and speech frame substitution:

· Octet aligned mode with CRC,

· one frame per RTP Payload (no interleaving)

· If this default mode is not used, the RNC should receive (at session establishment) information describing which RTP payload mode is used (Octet Aligned or Bandwidth Efficient), number of frames, and, in case of Octet Aligned mode, information describing CRC and interleaving use.

· Only a part of these information could be needed if some information of the default mode are agreed in order to apply UEP.

2.3 What information could use the RNC  to differentiate the bits having different importance in the AMR payload:

In PS Domain, the RNC cannot use a RFCI information.

With the current speech codecs defined for VoIP (NB-AMR and WB-AMR), there is a unique relationship between the possible AMR mode (defining the AMR speech codec structure used in the speech packet) and the AMR payload length.

As a consequence, there is a unique relationship between the length of RTP payload and the AMR speech codec structure in use, when RTP header characteristics defined in previous chapter are known.

It is proposed that the RNC receives an information specifying the relationship between the RTP Payload and the AMR speech codec structure (a “lookup table”) so that the RNC can use the RTP Payload size to determine the AMR speech structure in use. In other word, the RTP Payload size will play the role of the RFCI.

To summarize:

As there is a unique relationship between the possible AMR mode and the AMR payload length with the speech codecs defined for VoIP (NB-AMR and WB-AMR), when RTP header characteristics defined in previous chapter are known. the RNC can use the RTP Payload size to determine the AMR speech codec structure in use.

The RNC has to obtain a “lookup table” indicating the relationship between RTP Payload size and AMR speech codec structure so that, for each received packet, it can use the RTP Payload size and the “look up table” to determine the AMR speech structure in use (as it uses the RFCI for UEP in CS domain.

2.4 Summary of the proposal to support UEP for VoIP (using AMR-NB or AMR-WB codecs)

In order to apply UEP for VoIP (using AMR-NB or AMr-WB codecs), the RNC should know the RTP packet characteristics it may not retrieve by itself due to encryption:

· RTP Mode of Operation in use: Bandwidth Efficient or Octet Aligned mode

· number of frames

· and in case of Octet Aligned mode mode:

· optional use of CRC 
· optional use of interleaving

A default mode can be defined to avoid transfer of these session characteristics to the RNC when the user expect to use UEP for VoIP (use of AMR-NB or AMR-WB codecs). The following default mode is proposed to allow error detection and speech frame substitution::

· RTP mode of operation fixed to Octet Aligned mode in order to get a CRC 

· CRC use to allow error detection and speech frame substitution

· Only one frame per RTP Payload (interleaving is not used)

The RNC receives a lookup table (as for UEP in CS domain) in which a unique relationship is specified between the RTP Payload length and expected number of bits for Class A, Class B and Class C bits, according to the AMR modes (AMR-NB or AMR-WB) to be used during the VoIP session.

For example, with the default mode described above, the following lookup table can be provided to the RNC:

	RTP Payload length (bytes)
	UMTS AMR Speech codec structure

	
	Class A (bits)
	Class B (bits)
	Class C (bits)

	15
	42
	53
	0

	16
	49
	54
	0

	18
	55
	63
	0

	20
	58
	76
	0

	22
	61
	87
	0

	33
	75
	84
	0

	29
	65
	99
	40

	34
	81
	103
	60


For each VoIP packet received, the RNC uses the RTP Payload size and the “lookup table” to determine the AMR speech structure in use (as it uses the RFCI for UEP in CS domain) and applies UEP.

2.5 Advantages of this proposal to support UEP:

· this proposal follows one of the principle of UEP for CS domain where a lookup table is also received by the RNC. As a consequence, there is minor changes in the RNC compared to UEP support for CS domain.
· this proposal is simple (RNC only calculates some lengths)
· this proposal works indifferently when encryption is used or not
· this solution should be also applicable for other media such as video or real-time text.
3 Conclusion

We suggest to include the proposal described in this contribution (summaries of chapters 2.2 and 2.3, as well as the chapter 2.4 describing the proposed solution completed with the chapter 2.5 describing the advantages of the proposal) in a new sub-section in the chapter 4.2.1 of the TR 21.877 

We propose the following title for this new sub-chapter to be: “Information needed in the RNC to support UEP”.

3.1 Annex

The following example illustrate RTP/UDP Lite/IPv6 packets UMTS AMR speech codec modes 12.2 for octet-aligned operation with CRC and one frame. The “dark grey” portion delineates the RTP/UDP/IP header; the “light grey” portion delineates the payload header, ToC, including CRC, and Class A speech bits; the “white” portion delineates the Class B and C speech bits, including any required padding.  
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(3) RNC gets information from the lookup table
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(2.2) RNC gets information from the lookup table without RNTI
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(4) RNC needs also to know RTP mode of operation to apply UEP on AMR payload
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