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Introduction

At SA#15 TR23.841 has been presented for information together with a list of open items still to be worked on by SA2 [SP-020156]. One of the items listed is to specify "more detailed architectural aspects concerning the presence supplier side". This contribution aims at providing these further details. 

Considerations

The possible mechanisms for publishing presence information to the Presence server has been debated in the IETF. In practice, two options have been proposed: a new SIP method, or use of a separate protocol, such as HTTP.

The current understanding in IETF is that uploading presence information has been left as out of the scope of 'SIP Extensions for Presence' specifications. 

At the same time, it is clear that there are semantical problems with respect to bundling presence publishing with any existing IMS SIP request, e.g. SIP REGISTER. 

Although, the support for TCP transport for SIP is now mandated, the generic guideline is still that as a signaling protocol, SIP should not be used for transfering large amount of data. Accordingly, uploading presence-related information via the IMS control-plane (P-CSCFs and S-CSCFs) should be avoided. In general, presence information upload can be seen as simple data transfer. As such, using a data transport oriented mechanism for the presence supplier side (Pe interfaces) seems to be the right architectural choice. As a widely used and commonly deployed solution, HTTP is perfectly suitable for this purpose.

Proposal

Based on the considerations above we propose the following additions to [TR 23.841]:

********************************** First set of changes ************************************************

4.1.1 Reference point User Agent – Presence Server (Peu)
This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information.

Peu shall provide mechanisms for the User Agent to manage access rules.  

The functionalities on this interface shall be carried out using a single, generic, data-transport-oriented mechanism, e.g. HTTP. The usage of control-oriented mechanisms (e.g. IMS SIP signaling) shall be avoided. 
The Peu interface shall provide security mechanisms comparable to the level of security provided for IMS access by using e.g. TLS/AKA. 
4.1.2 Reference point Network Agent – Presence Server (Pen)
This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations to the size of the presence information.

Pen shall provide mechanisms for the Network Agent to manage access rules.  

The functionalities on this interface shall be carried out using a single, generic, data-transport-oriented mechanism, e.g. HTTP. The usage of control-oriented mechanisms (e.g. IMS SIP signaling) shall be avoided.
This interface shall allow the Presence Server to request and cancel the request for presence information and associated updates from the Network Agent.

4.1.3 Reference point External Agent – Presence Server (Pex)
This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations on the size of the presence information.  

The functionalities on this interface shall be carried out using a single, generic, data-transport-oriented mechanism,e.g. HTTP. The usage of control-oriented mechanisms (e.g. IMS SIP signaling) shall be avoided.  
Presence information obtained from an external network by the External Agent is transferred across the Pex reference point to the Presence Server.

********************************** Second set of changes *******************************************

5.1 Presence Server

The Presence Server resides in the presentity's home network.

The Presence Server shall manage presence information that is uploaded by the User / Network agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow users to fetch and subscribe for receiving presence information. 

The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

The Presence Server shall support SIP-based communications with the Incoming Presence Proxy.
The Presence Server shall support HTTP-based generic data-transport-oriented communications with the User Agent, Network Agent, External Agent across the Peu, Pen, Pex interfaces, respectively.
In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

The Presence Server may also support authorization and security mechanisms that is based on asking permission from the User agent on a case-by-case basis.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.
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