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To: 
3GPP SA1, 3GPP SA2 & LIF

From: 
SerG LBS sub-group

Subject: Location Based Services Scenarios

Date: 
15th March 2002 

SerG has recently published the GSMA Permanent Reference Document SE.23 on Location Based Services. This document has been approved by the GSM Association membership, which represents 490 Operators from around the world. 

The SerG LBS subgroup would like to highlight the scenarios defined within section 5.3 of this document. These represent the required deployment scenarios for LBS from all of the Operators that the GSMA represents.

Actions Requested

3GPP SA1 

· We ask that 3GPP SA1 confirm that the requirements are in place in the 3GPP standards to support these scenarios.   

3GPP SA2

· We ask that 3GPP SA2 confirm that the architecture can support these scenarios.   

LIF
· Please verify that these scenarios are being used in your ongoing work (roaming, privacy etc.).

The relevant sections of the SE.23 PRD are included below.

The purpose of the scenarios is to encourage the implementation of LBS, to enable LBS when roaming and to detect possible gaps in the standards.

Scenario 1: Pull 

Customer A on his own network asking for a location service.
Use case: Customer asking for localised weather service using WAP gateway owned by home operator. 


Table 1
Message flow in Figure 1
	
	Message
	Description

	1.
	Service request 
	Subscriber requests service

	2/3.
	Identity encryption
	Mediation device provides encryption

	4.
	Service Request 
	Service request to the content provider with identity encrypted.

	5.
	Location Request
	Content provider requests location

	6/7.
	Customer identification
	Customer identity decryption with control of authorisation.

	8/9.
	Request for position
	GMLC request position from Positioning server

	10.
	Location Reply
	Location reply to the content provider with Opaque id.

	11/12.
	Content Delivery
	Content Provider delivers content via Gateway
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Figure 1
Scenario 1: Pull. Customer A on his own network asking for a location service
Scenario 2: Push 

Location service pushed to customer A on his own network.

Use case: Customer gets weather forecast everyday at 8 AM. 

Table 2

Message flow in Figure 2
	
	Message
	Description

	1.
	Service request 
	Subscriber requests service

	2/3.
	Request for position
	GMLC requests position from Positioning server with authorisation.

	4.
	Location Reply
	Location reply to the content provider.

	5/6. 
	Content Delivery
	Content Provider delivers content via Gateway
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Figure 2
Scenario 2: Push. Location service pushed to customer A on his own network


Scenario 3: Inter-operator Location Service Request – using a third party Content Provider as an intermediary

Customer A on operator A asking for the location of customer B on operator B.  This service is hosted by a third party – not necessarily an operator.

This Scenario requires the Content Provider to have a contract & connectivity to all the operators involved.

Use case: Chris on SFR is asking for the location of Bob on Orange. 

Table 3
Message flow in Figure 3
	
	Message
	Description

	1.
	Service connection
	Subscriber connects to the service.

	2/3.
	Identity encryption
	Mediation device provides encryption or sends MS-ISDN

	4.
	Service request
	Connection and entry to the service. Customer A is asking for the location of B with either Alias or MS-ISDN

	5/6.
	MS-ISDN Request
	Alias B transformation to the MSISDN.(if needed)

	7.
	Location Request
	Content provider requests location of B from home GMLC of B with authorisation.

	8.
	Location Reply
	GMLC sends the location to the Content Provider.

	9. 
	Content Provider Loc Reply
	Content provider sends the Location content to the GW.

	10.
	Content Delivery
	The GW sends the service reply to the MS.
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Figure 3
Scenario 3: Inter-operator Location Service Request – using a third party Content Provider as an intermediary. Customer A on operator A asking for the location of customer B on operator B.

Scenario 3bis: Inter-operator Location Service Request – using a single Operator as an Intermediary.

Customer A on operator A asking for the location of customer B on operator B The service may be hosted by a third party – not necessarily an operator.

This Scenario needs the Content Provider to have only one contract & connectivity with one operator and the operator to have agreements with other operators to provide location Information.

Use case: Chris on SFR is asking for the location of Bob on Orange. 

Table 4
Message flow in Figure 4
	
	Message
	Description

	1.
	Service connection
	Subscriber connects to the service.

	2/3.
	Identity encryption
	Mediation device provides encryption or sends MS-ISDN.

	4.
	Service request
	Connection and entry to the service. Customer A is asking for the location of B with either Alias or MS-ISDN.

	5/6.
	MS-ISDN Request
	Alias B transformation to the MSISDN (if needed).

	7.
	Location Request to A
	Content provider requests location of B from home GMLC of A.

	8.
	Location Request to B
	GMLC of operator A sends the request to the GMLC of operator B.

	9/10.
	Position request
	Operator B retrieves location information from its positioning server as well as authorisation.

	11/12.
	Location Reply
	GMLC sends the location of the Content Provider through operator A GMLC.

	13. 
	Content Provider Loc Reply
	Content provider sends the Location content to the GW.

	14.
	Content Delivery
	The GW sends the service reply to the MS.
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Figure 4
Scenario 3bis: Inter-operator Location Service Request – using single operator as an intermediary. Customer A on operator A asking for the location of customer B on operator B.

Scenario 4: Roaming HPLMN

Customer A roaming on operator B asking for the location service via his HPLMN (Home PMN).

Use case: A SFR customer roaming on Radiolinja network is asking for the localised weather forecast through SFR. 

Table 5
Message flow in Figure 5
	
	Message
	Description

	1. 
	Routing to HPLMN
	VPLMN routes service request to HPLMN.

	2.
	Service connection
	Subscriber connects to the service.

	3/4.
	Identity encryption
	Mediation device provides encryption.

	5.
	Service Request 
	Service request to the content provider with identity encrypted.

	6.
	Location Request
	Content provider requests location.

	7/8.
	Customer identification
	Customer identity decryption with control of authorisation.

	9/10.
	Request for position
	GMLC / Positioning server finds out the customer is roaming and request position from the V PMN GMLC/ Positioning server.

	11. 
	Location Reply
	Location reply to the content provider with Opaque id.

	12/13.
	Content Reply
	Content Provider delivers content via Gateway.

	14.
	Content Delivery
	The GW sends the service reply to the MS.
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Figure 5
Scenario 4: Roaming HPLMN. Customer A roaming on operator B asking for the location service via his HPLMN

Scenario 5: Roaming VPLMN

Customer A roaming on operator B asking for the location service via VPLMN (Visited PMN).

Use case: The customer of the operator A is roaming while requesting LBS from VPLMN.

A SFR customer roaming on Radiolinja network is asking for the localised weather forecast through his Radiolinja operator. 

Table 6
Message flow in Figure 6
	
	Message
	Description

	1.
	Service connection
	Subscriber connects to the VPLMN Gateway to access service.

	2/3.
	Identity encryption
	Mediation device provides encryption.

	4.
	Service Request 
	Service request to the content provider with identity encrypted through VPLMN.

	5.
	Location Request
	Content provider requests location to VPLMN.

	6/7.
	Customer identification
	Customer identity decryption in VPLMN operator.

	8/9.
	Request for authorisation
	GMLC finds out the customer is a roaming customer and request authorisation for location to HPLMN GMLC.

	10.
	Location Delivery
	Authorisation given by HPLMN, VPLMN GMLC deliver location to the content provider with Opaque Id.

	11.
	Content Reply
	Content Provider delivers content via VPLMN Gateway.

	12.
	Content Delivery
	The VPLMN GW sends the service reply to the MS.
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Figure 6
Scenario 5: Roaming VPLMN. Customer A roaming on operator B asking for the location service via VPLMN
References

The full SE.23 document on Location Based Services is available from the following URL.

http://www.gsmworld.com/cgi/bounce.pl5/www.gsmworld.com/technology/applications/location/se23300.zip
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