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1. Introduction

This contribution tries to continue with the work done in the 3GPPSA2-#23 on Access Rules, where it was proposed to control the presence access rules by mean of a set of access list.

According to the section 7 in TR 23.841, three different access lists can be handled in order to reflect the access rules to be applied to a specific watcher (public access list, private access list and blocking list).

In the mentioned document the evaluation order of the different access list is presented as well as some examples. This evaluation order should be considered as an example, since it is an implementation issue. In order to make clearer the use of these access lists, it is suggested to include a brief definition of them. 

Moreover it is suggested to merge both private access list and public access list into one, since the public access list entries should be considered as specific entries of the private access list.

As a last point, it is suggested to removed the reference to the PPR (Privacy Profile Register) according to the evolution of this item in LCS work item.

**** Modified chapter ****

7. Access rules

Access rules contain the identities of the watchers (in case of anonymous watchers can be e.g. anybody) that are allowed to access the presence information of the presentity. In addition to the watcher identities, the access rules contain the presence information or reference to the presence information that is allowed to be accessed by the listed watchers. 
Access lists can be divided into two different categories: blocking lists and private access lists. 
The blocking list contains the identity of those watchers that are not allowed to access any of the presence information for the presentity. 

The private access list contains the identity of those watchers that are allowed to access certain private presence information for the presentity. Therefore, for each entry in the list (watcher) a batch of presence attributes and values will be associated. 

To ensure correct operation of presence service the access lists have to be evaluated in a defined order as presented below as an example (described in Figure X). Once the hit is found the evaluation is halted and presence information according to access is delivered.
1. Is the watcher on blocklist? 

2. Is the watcher on the personal access list (there can be several personal access lists)?

3. 
4. Send a notification to the presentity of pending access request.
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Figure X. Example of access list evaluation order for presence service

**** End of  modified chapter ****

2. Proposal

It is proposed to modified the text in 'Chapter 7' in the TR 23.841according to the proposed text. 
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