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1 Introduction

This document tries to specify a reference model for 3GPP System – WLAN Interworking. 

To ease the definition,  the reference model is defined in parts. Firstly the direct interconnection between a WLAN access network and Home PLMN 3GPP system is defined in chapter 2 and then the roaming reference model where the WLAN Access Network is not directly connected to the home PLMN are discussed in chapter 3. 

2 WLAN AN – 3GPP System Direct Interconnection 

2.1 Reference Model

Note: 

This reference model is showing only the case when the WLAN access network used by the UE is directly connected to the 3GPP system home PLMN of the subscriber using the UE.

This reference model does not imply anything for the case where the WLAN Access network is not directly connected to the home PLMN. Chapter 3 will deal with the reference model applicable to cases when user accesses a WLAN network not directly connected to his home PLMN (Roaming scenario).
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Figure 1. WLAN Access Network  3GPP System Direct Interconnection Reference Model 

The Iw is a reference point between WLAN Access Network and 3GPP System. The termination of Iw reference point within the WLAN access network as well as the WLAN Access network internal interfaces are out of 3GPP scope.

2.2 Characteristics of Iw Reference point.

· Iw reference point is based on Diameter protocol

· Whether Radius option for early deployments has to be provided is for further study

· Iw provides means transferring for access control signalling between UE and WLAN AAA server

· Authentication is executed by Extensible Authentication Protocol (EAP)  /RFC 2284/

· USIM authentication is based on EAP/AKA (draft-arkko-pppext-eap-aka-03.txt
· )

· Support for other EAP types for other authentication methods is ffs

· Iw is use to exchange accounting information between WLAN Access NW and  WLAN AAA server 

2.3 USIM Authentication mapped to Reference Model 
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Figure 2. USIM authentication mapped to Reference model.

3 Roaming Architectures

tbd.




























