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A multicast service might have specific requirements on the QoS needed in order to distribute the service properly. In MBMS multicast mode several users share the same resources in the network. In such a scenario it cannot be the users themselves that determine the level of QoS during the activation, since this would affect all the other users listening to the service. It is expected that in most cases the user, through service announcements, is aware of the QoS necessary before activating the service.

It is the MBMS source that has sufficient knowledge to determine at what level of QoS the multicast service should be distributed. However the GGSN needs to be able to accept or reject the QoS required for a multicast service based on PLMN operator’s policies (e.g. only best-effort multicast service is allowed), at least when the MBMS source is under a different administrative authority. If the QoS level requested is rejected, the MBMS source can retry with a lower QoS. However the GGSN cannot guarantee that the MBMS service will be distributed to all leaves of the multicast tree (users) with the accepted QoS level.  The SGSN has a say as to what level of QoS it can accept and deliver, however the local constraints in one SGSN, i.e. in one branch, should not in general govern the QoS delivered to all other SGSNs. At one extreme, the SGSN might simply block an MBMS service with a QoS higher than it can deliver. Another alternative would be that different branches of the multicast tree receive a different QoS. This and the possible mechanisms for QoS negotiation between SGSN and GGSN, if required at all, are for further study.

It is for further study which parameters to use in the QoS negotiations between the MBMS source and the GGSN.

Proposal:

We propose to add a new subsection 6.1.x describing the QoS aspects of the architecture according to these principles and to remove the text in section 6.1.2that refers to QoS in rather evasive terms. See the proposed changes below.

6.1.2
GGSN functions

The functions a GGSN could provide for MBMS are:

· Message Screening

· Charging Data Collection

· Mobility management

· Tunnelling of data
· Service (QoS) negotiation
· Policing
Message screening is not needed if the MBMS sources are internal in the PLMN or it is provided by the MB-SC or the BG which are gateways to external MBMS data sources.

Charging data may be collected for the MBMS data sources. But, the potential existing sources like ESS or MMS provide charging information and very likely also the MB-SC. User individual charging information is collected by the SGSN. It is not favourable to keep user individual contexts per multicast service in the SGSN and in the GGSN in parallel under the assumption that such user individual contexts are stored as long as the user is attached.

The mobility management of the GGSN can not support MBMS as the GTP tunnels would be fixed. These tunnels are used by multiple UEs in parallel an can not move with UEs.

The tunnelling seems the most important GGSN function for MBMS. It allows the provision of HPLMN MBMS multicast services to users roaming in a VPLMN. The tunnelling separates the traffic of the different MBMS services from each other and allows therefore the use of the same addresses in HPLMN and VPLMN. A co-ordination of addresses between different PLMNs is not needed.

A GGSN could simplify O&M when used to provide the parameters for the individual MBMS services at the service negotiation when the GTP tunnels are established. This approach has limitation when different configurations are required for the same service (potentially one SGSN has to provide different MBMS data for the same service in different areas, e.g. regional news). Then it has to be configured differently on the SGSN. Also the broadcast service needs to be configured on the SGSN, as there is no signalling with UEs which could trigger a tunnel establishment between SGSN and GGSN.


Most of the GGSN functions described above do not add any functionality useful for MBMS. Only for provision of HPLMN MBMS services to roaming users a GGSN is added to the architecture. The same approach is used for provision of MBMS services within one PLMN to avoid two different architectures.

6.1.x
QoS Aspects

An MBMS service could have specific requirements on the QoS level for the service. The QoS level is determined by the MBMS source, but it needs to be accepted by the PLMN.

When the service is activated, it should be possible for the MBMS source to put constraints on the necessary QoS level required for the service, if such requirements are needed. This request will be rejected or accepted by the GGSN. Upon a rejection the MBMS source should be able to make a new request in order to provide the service at a lower QoS. It is FFS what QoS parameters can be requested by the MBMS source.

It is not guaranteed that each user in the PLMN will receive the MBMS service at the QoS level accepted by the GGSN. The SGSN is responsible for determining the QoS level that users attached to it will receive; how this is done is FFS. One alternative would be for the SGSN to simply block an MBMS service with a QoS higher than it can deliver. Another alternative would be that different branches of the multicast tree receive a different QoS. Possible mechanisms for QoS negotiation between SGSN and GGSN, if required, are FFS.

