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Introduction

This contribution describes the new concepts Anonymous Requestor and Authentication Token. Also the relations between the presence service and location service are described.

Proposal

It is proposed to add the concepts Anonymous Requestor and Authentication Token and to clarify the relations between the presence service and location service in TR 23.871 as shown in the attached documents

*** First changed section ***

3.
Definitions, symbols and abbreviations

3.1
Definitions

Codeword: Target Subscriber defined access code, which must be provided by requestor in order not to get the location request rejected. The codeword is privacy information. 

Privacy profile register (PPR): an entity that performs privacy check based on policies specified in a database containing subscriber privacy information for location services 

Requestor: the originating entity, which has requested the location of the target UE from the LCS client. 

Requestor Identity: This identifier is identifying the Requestor and can be e.g. MSISDN or logical name. 

Service Type: [The definition of Service Type is to be included.] The privacy setting may be different depending on which Service Types are offered to the target UE or requested by the target UE.

Service Identity: Identity of the service under certain LCS Clients
User: The subscriber and user of the target UE

*** New section ***



1) 
2) 



*** New section ***
5.7


Anonymity
For enhanced privacy the subscriber’s true identity (MSISDN) can be hidden and replaced with an alias that is used as a permanent or temporary reference of the subscriber. As one solution the alias can be passed on from terminal to the LCS Client application when the subscriber invokes a request e.g. to a specific service type. As another solution some secured network proxy may allocate the anonymous ID (alias) to replace MSISDN. The LCS client will use alias as an identifier for the target subscriber instead of the true MSISDN identity. GMLC will in response use the same alias.

It should be possible to define both permanent and temporary alias.
The service requirements for anonymity are to be discussed and agreed in SA1 and specified in TS 22.071 [1]. 
*** New section ***
5.8
Related privacy issues in Presence and Location services
Location information is an important part of the Presence information used in the Presence service. The subscriber should be able to set privacy requirements also for the location information used in the Presence service. Preferably the privacy settings and control mechanisms that the subscriber has defined for location services should be applicable as such also for the location information in Presence services.
Privacy settings for presence could possibly be shared with LCS, but it need further discussion is needed between presence and LCS people.
The relations between privacy issues in presence and in LCS should be discussed in SA1 and SA3.
*** Next changed section ***

9. 
Stage 2 description of the codeword concept

There are two ways to standardize the codeword handling. One way is that the codeword is stored in the GMLC and compared in the GMLC. Another way is that the codeword is stored in the PPR and the compared in the PPR. These alternatives are described and compared in chapter 7.
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*** New section ***

10. Stage 2 description of the anonymity concept
The stage 2 description is FFS.
*** New section ***

11. 
Common stage 2 privacy issues in Presence and Location services
The Presence service may act as a LCS client and request location information from GMLC. The location request and privacy are handled as specified in 23.271 for this LCS client.
The Presence service itself may request from the location server what are the privacy settings that shall be applied for the location information of the target mobile before forwarding location information or other presence attributes to other parties.
Possible differences between privacy settings in presence and in LCS should be resolved. 
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