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Introduction

This paper discusses some issues related to PDP contexts used for IMS. Depending on the results of the discussion Siemens intends to provide CRs to the related specifications to introduce or clarify functionality.

IMS specific IP network (APN)

The open question is: shall the IMS base on an own IP network/domain or shall this be a general purpose network/domain ? And, are there any requirements on the APN ?

The Access Point Name (APN) is a reference to the GGSN to be used. And the APN identifies the network or administrative domain which is connected to the GGSN and for which the GPRS bearer service is provided.

IMS is defined on IPv6 network services only. There is no doubt, that UEs will also support IPv4 based services for a certain period. Therefore, UEs are assumed to have dual IPv4/v6 stacks. Both parts of this stack require an own IP address and therefore at least one PDP context per used IP version. The APN may be the same for IPv4 and for IPv6 as the PDP type indicates IPv4 or IPv6. But, using the same APN for both IP versions may cause backwards compatibility problems. The GGSN of that APN would have to support both PDP types IPv4 and IPv6. Or the SGSN would have to try out GGSNs until the requested PDP type is found. Different APNs for IPv4 and for IPv6 should be used to avoid, that an SGSN has to know or to try which IP version a GGSN of a given APN supports.

A GGSN which supports the IMS has to provide besides IPv6 also signalling PDP contexts or the IMS configuration data like P-CSCF address. Furthermore, this GGSN has to support QoS resource authorisation. If these functions are not mandatory for each IPv6 capable GGSN a Reserved Service Label like "IMS" has to be defined as an APN. This specific APN is required by the SGSN to find an IMS capable GGSN in the visited network.

A UE would have to use the IMS specific APN also for non-IMS IPv6 PDP contexts if different IP addresses for IMS and non-IMS shall be avoided. If only GGSNs in the home network are used it is sufficient to configure on the UE an APN for IPv6 with IMS support.

Conclusion 1: Obviously, not all IPv6 capable GGSN will provide IMS specific functions. A Reserved Service Label for an APN has to be defined to derive IMS capable GGSNs in a VPLMN. 

Conclusion 2: The IMS capable GGSN may also provide IPv6 PDP contexts for non-IMS use. Therefore, the IMS signalling PDP context may be established as primary or as secondary PDP context.

Handling of signalling PDP contexts

The signalling PDP context may be established as a primary or a secondary context. The special use of the PDP context for signalling shall be indicated in the protocol configuration options when the context is established as a primary context according to 23.207. A signalling PDP context established as a primary context has to be treated by the UE and the GGSN like a secondary context. Otherwise, the same APN can not be used for IMS and non-IMS together as no other PDP context for general Ipv6 use (without TFT) is allowed to be established.

CN1 added PCO to secondary PDP contexts for REL5 which allows to requests a secondary context which is used as a signalling context. This is again the same problem as with the binding information: pre-REL5 SGSN do not transfer this to the GGSN. The MS will have to differentiate between REL5 and pre-REL5 SGSN when establishing signalling PDP contexts or the signalling context has to be always the first context on an APN.

If a signalling PDP context is established as a secondary PDP context most likely a TFT has to be indicated and it is always possible to indicate a TFT. The TFT indicates the address(es) (e.g. P-CSCF) with which the UE is allowed to exchange signalling via this context. The GGSN derives from the address (P-CSCF) in the TFT, that this secondary context is a signalling context. The same is valid for modifying a PDP context towards a signalling context.

Conclusion 3: The secondary PDP context activation does not need a special flag to indicate the usage for signalling. Such an indication would be redundant to the TFT. Pre-R5 SGSN would support such secondary PDP context for signalling (unless non supported QoS characteristics are defined for the signalling context).

Authorisation of resources

The authorisation of resources shall be given from the P-CSCF to the GGSN via the Go interface. The authorisation requires binding information, which associates the PDP context with QoS and policy decision information provided by the PCF. This information shall base on IP flows. Binding information is included in PDP Context Activation or Modification messages and in the Go resource authorisation messages. 

The overall concept for "Service-based local policy" in 23.207 is a confusing mixture of: packet classifier, flows, packet handling, policy based "gating", Policy-based admission control, IP flow, "authorized resources", Intserv-style Flowspec, unidirectional flow of packets, media flows, Diffserv edge treatment, micro-flow classifier, standard 5-tuple, unidirectional flow, binding information, flow identifier, IP media flow, SIP session, authorized flowspec, packet handling action, out-of-profile packets. Many of these terms seem to be redundant and most of them are not defined or explained.

In the following the term "IP flow" is used for a flow of packets which have all the same values for: source IP address, destination IP address, source port, destination port, protocol. Furthermore, it is assumed, that all IP flows belonging to one media component are transferred by the same PDP context.

The recent concept for correlation between PDP contexts and Go policies in the GGSN seems to number the media components of an IMS session, i.e. the "m=" lines are numbered. A token together with the media component number binds a policy to a PDP context. The granularity of the policies is therefore one media component and not one IP flow. A typical media component with bi-directional communication on RTP comprises four IP flows. The policy per media component which is signalled via the Go has therefore also to describe typically four IP flows.

The PDP contexts for a media component has to be established as a secondary PDP context with a TFT. The TFT describes filter criteria which allow for sorting the downlink packets to the appropriate PDP context. The TFT is comparable to the description of an IP flow above. The TFT describes only downlink IP flows. For downlink and bi-directional media components the TFT is sufficient to perform the correlation between a PDP context and the policy for a media component. To correlate between a PDP context and the policy for an uplink only media component the TFT may be extended.

The usage of the TFT as the binding between PDP contexts and policies in the GGSN would solve the problem, that pre-R5 SGSN can not handle protocol configuration options in the secondary context signalling. This prevents also the transfer of the authorisation token. The token seems to be used only to derive the address of the P-CSCF in the GGSN. If the P-CSCF pushes the policies to the GGSN the token is not required. The P-CSCF would know by configuration which GGSN serves which range of IP addresses. The call set-up time reduces as the policies are already at the GGSN when the PDP context is requested. And, there is no need for the GGSN and the UE to store the binding information. The API between application and bearer on the UE is simplified.

The discussion above is under the assumption, that each terminal sends data from the same IP address as used for reception of packets belonging to a media component. And it assumed, that the UE indicates all information it has about a media component in the TFT. Otherwise, the GGSN may not handle PDP contexts and policies correctly. And, IMS specific context may transfer data of other applications. The complete TFT should be indicated by the UE and not set or overwritten by the GGSN as a changed TFT can not be signalled back to the UE. These assumptions are independent from the used binding mechanism (token, TFT, ...)

Conclusion 4: pre-REL5 SGSNs may provide IP bearer for IMS by using the IP flow parameters of the TFT as already defined to bind PDP contexts with policies in the GGSN.

Conclusion 5: the terminals (mobile and fixed) have to use the same IP addresses for source and destination (at least per media component). Otherwise, the authorisation derived from SDP does not include the source address and a UE may use a PDP context established for IMS to receive other streaming data for example.

Conclusion 6: The interdependency between PDP contexts and policies on the GGSN requires, that the UE indicates all information about the IP flows belonging to a media component which is transferred by the PDP context, i.e. source address, destination port, protocol. Incomplete TFT information may enable the use of the PDP context for the transfer of non-authorised data.
