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01
5
S2-020446
GP-020506
Reply to the LS “Unequal Error Protection for PS conversational multimedia services”





TSG GERAN noted that an ongoing study in SA2 is targeted for Release 6, giving opportunity to RAN and GERAN groups to contribute on this study. TSG GERAN discussed the potential gains associated with UEP and noted that for GSM/EDGE radio access there is a gain associated with unequal error protection for speech. However TSG GERAN is at the moment not in a position to quantify exactly the gain, especially since it is believed that the gains from UEP depend on the amount of overhead that is added by the UEP mechanism. TSG GERAN will evaluate the gain and propose an input to this study once results are available.

TSG GERAN would like to once again point out that there should not be any difference on the solution provided for UTRAN and GERAN Iu mode.

Action: TSG GERAN kindly requests SA2 to update TSG GERAN with the progress of this study.

Noted.


01
5
S2-020447
N1-0201113
LS on Sr interface between Application Server and MRFC





TS 23.228 does not define any further detail as to the required functional behaviour on the Sr interface. TSG CN WG1 is currently working towards completion of the IMS Technical Specifications for Rel 5 by March 2002 and would like to inform TSG SA WG2 that no contributions have been received to date within TSG CN WG1 proposing a suitable protocol to be used on the Sr interface. 

Given that there are only two additional TSG CN WG1 meetings before the expected presentation of the IMS Technical Specifications to TSG CN#15 for approval in March 2002 TSG CN WG1 believes it is unrealistic to expect completion of any stage 3 specification work on the Sr interface within the Rel 5 timeframe. TSG CN WG1 would therefore like to inform TSG SA WG2 that it intends to delete any reference to and support for the Sr interface within the IMS Specifications TS 23.218, TS 24.228 and TS 24.229.

Action: TSG SA WG2 is requested to align the IMS stage 2 with the stage 3 by removing the Sr interface from the Rel 5 versions of TS 23.228.

Open (Source: Dynamicsoft)


01
5
S2-020448
N1-020155
Reply Liaison Statement on Prevention of Identity Spoofing in IMS





Copied to SA2. CN1 provides comments on the SA3 LS on Prevention of Identity Spoofing in IMS. 

CN1 preferred solution is the first alternative of echoing back all the explicitly and implicitly registered IMPUs in a separate NOTIFY message from the S-CSCF to P-CSCF so that P-CSCF could match the IMPU with the previously sent IK (and CK) at Registration time.

CN1 additionally notes that :-

-The P-CSCF has an association between IMPI and IK after the first registration. The P-CSCF will also have a list of all registered IMPU that are associated with this IMPI and IK. This data can be used to verify the integrity of subsequent messages. It is therefore not necessary to include IMPI in every INVITE request from the UE as the INVITE will be integrity checked.

-The very first REGISTER request must be authenticated. Later REGISTER messages can be integrity protected using IK. If the S-CSCF is aware of this protection, it could decide to REGISTER an IMPU without further authentication, depending on operator policy etc. However, authentication is mandated for REGISTER messages that are not integrity protected.

-The second of these implies that the P-CSCF needs to indicate to the S-CSCF if a received REGISTER request was integrity protected or not. CN1 is studying how this may be done, and requests guidance on the information that the S-CSCF may require e.g. the IK used, how long it has been in use etc.

Action: Check if there are any comments from the SA2 on the solution described above.

Noted.


01
5
S2-020449
N1-020431
LS on the transparent transfer via SGSN of application level information between UE and GGSN





CN1 has studied the possibility to provide a solution that is backwards compatible with a release 99 SGSN in the following areas

- P-CSCF address discovery (request from UE and response from GGSN)

- Binding Information transfer from UE to GGSN

- SIP signalling PDP context indication from UE to GGSN

CN1 has developed the following changes to release 5 (TS 24.008):

1) The Protocol Configuration Options (PCO) field, available in an Activate PDP Context Request message is used to convey the P-CSCF address request, and a flag that indicates that the PDP context is used for IM CN subsystem signalling, from the UE to the GGSN.

2) The PCO field available in Activate PDP Context Accept message is used to convey the P-CSCF address(es) from GGSN to the UE.

3) The Traffic Flow Template (TFT) is used to convey the Binding Information from UE to the GGSN. TFT is available in Activate Secondary PDP Context Request and Modify PDP Context Request (MS to network direction) messages. Primary PDP contexts may be associated with a TFT, but this requires a PDP context modification procedure.

4) The PCO field (including the above capabilities) has been added to Activate Secondary PDP Context Request and Accept messages for release 5. 

Change requests to 24.008 (release 5) to reflect these solutions have been agreed in principle in CN1. The CRs implementing these agreements in principle have not yet been agreed, and this may result in some changes. CN1 understands that corresponding change requests to 29.060 (release 5) to reflect these solutions have been proposed to CN4.

Consequently,

a) If Primary PDP Contexts are used for SIP signalling, then a backwards compatible solution is available as the PCO and TFT are passed transparently by a release 99 SGSN. A release 5 GGSN will be required.

b) If Secondary PDP contexts are used for SIP signalling, then the SGSN must be at least release 5.In this case, no solution was found for a backwards compatible use of a Secondary PDP context.

It should be noted that the transport of information from the GGSN to the UE in response to the Binding Information (or lack of it) in the PDP context activation was not considered. It was raised as a potential issue, but no requirement or use for such a mechanism was identified or agreed. CN1 also understands that the Flag (included in PCO field as per the above solutions) is used only to indicate that this context is used for SIP signalling, and does not infer any QoS requirements or restrictions, which is a separate issue.

Action: Check if SA2 have any comments on the proposed approach and changes, and to revise SA2 specifications accordinly.

Open.

(Source: H3G)


01
5
S2-020450
N3-020108
LS on “requirements for Go interface”





CN3 inform SA2 that the protocol selection has been discussed extensively, and the COPS-PR protocol has been selected for the Go Interface.

CN3 has concerns about their ability to complete all of the work required for Go interface in time, and hence would like guidance as to what functions to concentrate on. Thus CN3 would like to request further guidance on the minimum set of functionality for the Go Interface for release 5, considering the detail list of the two expanded items (UMTS bearer authorization and QoS charging related function) and the other items which are not expanded in detail in LS S2-020309. Furthermore, CN3 would like guidance on the prioritization of the functions not in the minimum set.

Action: Define a minimum set of functionality for the Go Interface for Release 5 and provide prioritisation of the funtions.

Open (Source: Ericsson)


01
5
S2-020451
N3-020119
Liaison Statement on “Procedure for specifying UMTS QoS Parameters per Application”





Copied to SA2. 

CN3 has identified the need for guidance when setting the UMTS BS Attributes in the UE. CN3 has especially concerns for how the information from the SDP parameters can be used for setting the UMTS QoS parameters. Also the UE must have guidelines for setting the UMTS BS Attributes for applications not using SDP. For the reasons mentioned in attached document N3-020118 it is important that the work of defining the UMTS BS Attributes is performed where the appropriate competence resides.

CN WG 3 has agreed to implement a procedure for specifying UMTS BS Attributes per Application that very much relies on cooperation from other WGs within 3GPP. CN WG 3 kindly asks these WGs to cooperate by performing their task in this procedure.

Action: No actions to SA2 as such.

Noted.


01
5
S2-020452
N4-020187
Answer Liaison Statement on MSISDN Address resolution for MMS using MAP operations





Copied to SA2. 

CN4 provide comments to T2 regarding the MSISDN Address resolution for MMS using the two suggested MAP operations. Given the serious drawback of SEND-IMSI in terms of availability in existing mobile networks (mainly for customer care) and the need highlighted by T2 for a quickly available bridge solution until ENUM solutions will be available, CN4 understanding is that SEND-ROUTING-INFO-FOR-SM is the "least undesirable" of the two options.

CN4 would also like to highlight that it considers it undesirable to bring modifications to SEND-ROUTING-INFO-FOR-SM in order to provide for possible further support of MMS which might have implications on the existing handling of SMS. Thus if need should arise for additional functionality, then CN4 would suggest T2 to ask for a new MAP operation best based on SEND-ROUTING-INFO-FOR-SM.

No actions for SA2.

Noted.


01
5
S2-020453
N4-020220
Liaison Statement on RANAP Indication Of Modify Support Of Link Characteristics





Copied to SA2. 

CN4 comments the solution suggested by RAN3 (to always reserve new terminations); in CN4 view it is not acceptable. CN4 agrees that the RNC is in control of the Iu transport bearers, however the modification is under request from the MSC and the MSC should be aware of what changes are possible and what changes are being made. It is not possible for only one end of a connection to direct this alone.

CN4 asks RAN3 group to update the RANAP protocol (TS 25.413) to clarify the use of the Transport Layer Address IE and Iu Transport Association IE when receiving a RAB Assignment modification as described above. The inclusion of this change is required within the Release 5 timeframe.

No actions for SA2.

Noted.


01
5
S2-020454
N4-020267
Response on LS on External Network Assisted Cell Change





TSG CN WG4 thank SA2 and GERAN 2 for their liaison statements (S2-013597 & G2-020131) on External Network Assisted Cell Change. CN4 has started the required work and hope to have it ready for the CN plenary meeting number 15.

No actions for SA2.

Noted.


01
5
S2-020455
R2-020152
LS on Discussion of the objective of the RAN WI on MBMS





This LS was already handled at the SA2#22 in Phoenix.

Handled.


01
5
S2-020456
R2-020153
Response to LS (S2-013580) on Multiple RAB Activation Issue





RAN2 have discussed the topic further and it is the understanding of RAN2 that as per the current specifications establishment of RABs do not need to consume radio resources if the RABs are inactive. For inactive RABs the RRC states CELL_PCH, URA_PCH or CELL_FACH exist in order to save radio resources. Only RABs that are active consume radio resources.

How these above mentioned RRC activity states are utilised and the transition in-between them are UTRAN internal functionality and done with non-standardised radio resource management algorithms in the RNC. RAN2 do not see any benefits in changing this principle for Rel'5.

No actions to SA2.

Noted.


01
5
S2-020457
R2-020154
Response to LS (S2-013076 and S2-013581) on Unequal Error Protection for PS conversational multimedia services.





RAN WG2 thanks SA WG2 for their 2 LSs on Unequal Error Protection for PS conversational multimedia services: S2-013076 and S2-013581.

RAN WG2 would like to inform SA WG2 that it is inline with the principles described in the latest LS (S2-013581) and that it also agrees with the fact that UEP cannot be completed in R5 timeframe. RAN WG2 would also like to inform SA WG2 that it will start to work on UEP for Release 6.

No actions to SA2.

Noted.


01
5
S2-020458
R3-020210
Response to LS (S2-013581) on Unequal Error Protection for PS conversational multimedia services.





RAN WG3 would like to inform SA WG2 that it is in line with the principles described in the clarification LS (S2-013581) as it has previously been described in their response to the first SA WG2 LS (S2-013076), attached below. 

Actions: Keep RAN WG3 informed of any progress and outcome on UEP topic in PS domain that may impact RAN WG3 specifications.

Noted.


01
5
S2-020459
R3-020281
Liaison Statement on “Availability of IMSI and IMEI”





Copied to SA2. RAN3 provides answers to SA5 LS.

Q1: Is the IMSI/IMEI visible to the RNC?

A:The IMEI is never visible to the RNC, the IMSI is visible to the RNC.

Q2: If the IMSI/IMEI is not always known in the RNC, then in which cases (including all events: calls, data and messaging services, supplementary services, mobility management related procedures, handovers, etc.) is it not known? 

A: The IMSI is not known in the RNC after the initial Iu signalling connection establishment until it is provided by the CN within the COMMON ID message. The point in time when the COMMON ID message is sent by the CN is out of scope of the specifications under RAN WG3’s responsibility.

Q3: If there are cases where the IMSI/IMEI is not known, is it possible for RAN3 to provide for Release 5 an addition to their specifications, which would guarantee that the IMSI/IMEI would always be visible in the RNC?

A: From RAN WG3’s point of view, the only way to guarantee that the IMSI/IMEI is always visible in the RNC would be to provide these identifiers from the UE to the RNC within an initiating RRC message. The RRC specification (TS 25.331) is under the responsibility of RAN WG2.

Q4: If the answer to question #3 is positive, then which specification(s) would be affected, in which timeframe could this be done, what would the solution be, and under which WIs in RAN3 would the work be done?

A: RAN WG3 invites SA WG5 to contact RAN WG2 for these purposes.

No actions for SA2.

Noted.


01
5
S2-020460
R3-020286
LS on Shared network scenarios considered by TSG-RAN3





Copied to SA2. 

RAN3 informs SA1 (and SA2 & SA5) that it has already during several meetings been working on the introduction of support for shared networks in the UTRAN. The necessary features should be finalised in the UTRAN no later than release-5 according to the view of the RAN WG3. 

RAN3 asks SA1 to review the described shared network scenarios and related requirements that RAN3 consider relevant to be covered by any UTRAN solution. RAN3 is currently investigating different solutions and will use the described shared network scenarios and requirements as a basis for selecting a solution. If SA1 has the opinion that any significant scenario/requirement is missing, RAN3 would like to ask SA1 to inform RAN3 with a liaision to RAN3#27 so that RAN3 is still able to take this input into account before finalising the Release-5 UTRAN solution.

Actions for SA2: Check if SA2 have any comments on this topic.

Noted.


01
5
S2-020461
S1-020280
Reply to GSM-A SerG Liaison statement on “Operator Requirements: Push Services Stage 1”





SA1 provides comments on the GSM-A SerG LS on “Operator Requirements: Push Services Stage 1” and asks GSM-A SerG to review the SA1 requirements and provide comments back to SA1.

Action: No actions as such, but SA2 should take note of these requirements in their work.

Noted.


01
5
S2-020462
S1-020285
LS reply to: “Request clarification on SA1's CR stating that OSA APIs do not require Service Capability Features to be 3GPP standardized entities.”





Copied to SA2. 

SA1 thank CN5 for their review of the latest Change Request. SA1 agrees with CN5 interpretation and confirms that OSA APIs can be defined by CN5 even if there is no 3GPP standardised network support for the functionality (yet). Further SA1 agrees with the proposed rewording as suggested by CN5.

No actions for SA2.

Forward to VHE/OSA.


01
5
S2-020463
S1-020298
Response to Liaison Statement on Retrieval of Network Capabilities Requirement





Copied to SA2.

SA1 has clarified requirements as detailed in the attached document (S1-200269), which has been provisionally approved by the SA1 OSA SWG but still requires formal SA1 approval.

As users may roam in networks that may not have the same capabilities as those supported and advertised by the home network, an application may need to alter its behaviour (e.g. to offer a degraded service) depending on the differences that exist between the home and visited network capabilities. The requirement is to have the ability for an application to ask about the capabilities supported in the visited network. 

On the two issues that CN5 raised:

a. SA1 confirms that the information is keyed on a subscriber’s identity, but based on the attached CR it is no longer necessary to identify which SCSs that are associated with a subscriber. 

b. SA1 does not believe that the existing registration mechanism can be extended to cover the requirement, since the information pertains to the visited network, and not the home network of the subscriber. It may not be feasible to include the properties of all the possible roamed to networks. 

No actions to SA2.

Forward to VHE/OSA.


01
5
S2-020464
S1-020299
Reply Liaison statement on MBMS





Copied to SA2.

SA1 provides answers to various questions received from TSG RAN & GERAN WGs. In addition, SA1 has agreed upon the following working assumptions:

MBMS does not expect individual acknowledgements at the radio link layer, nor does it support retransmissions based on feedback from individual subscribers at the radio level. 

This does not preclude: -

-periodic repetitions of the MBMS content based on operator scheduling, -retransmissions based on feedback at the application level. 

Consequently, reception of MBMS transmissions is not guaranteed.

Actions to SA2: Go through the SA1 comments and provide comments if necessary.

Forward to MBMS.


01
5
S2-020465
S1-020300
LS on IMS Security requirements





Copied to SA2.

SA1 provides answers and comments on the SA3 LS related to UE Functionality Split, and identifies two distinct areas of study:

-Requirements on the IMS network elements to be secure against attacks resulting from the arrangement where the IMS Client resides on an external TE, and in particular the possibility of a maliciously modified or faulty IMS Client.

-Security requirements on the TE/MT interface for this arrangement

SA1 has doubts that standardisation of the TE/MT interface for this arrangement will be completed in Release 5, and hence the second area of study is less urgent.

However, SA1 believes that such arrangement may exist in Release 5 timeframes (either on integrated PDAs or with proprietary TE/MT interfaces) and when standardised in Release 6, it should be possible to connect such terminals to Release 5 networks. Therefore SA1 believes that it is important for Release 5 that the first of the above items is understood and mechanisms to meet these requirements completed in Release 5.

SA3 made a number of proposals as to how to proceed based on their assumptions. SA1 suggest to modify the plan accordingly. SA2 and CN1 should expect to receive requirements from SA3 on this matter.

No actions for SA2 in this LS as such, but there is an incoming SA3 LS pending from our previous SA2 meeting on the same topic.

Open (Source: Nortel Networks)

SA3 LS related to the same subject is in S2-020092.


01
5
S2-020466
S1-020470
LS reply to: “ Liaison Statement on Confirmation of OSA Support for VASP MMS Connectivity.”





TSG SA1 confirm TSG SA2 assumption that the necessary OSA SA1 service requirements for the support of MMS will be in place at some stage for post-Rel5. The planned OSA support is to be considered to provide full-size support of maintenance and control (e.g. sending, receiving, deleting, rejecting of MMs or creation of multicast groups).

The requirements connecting a VASP to the Relay Server were agreed in TSG SA #14 in December 2001. TSG SA1 plans to consider the MMS/MM7 requirements as part of OSA for Release 6.

Actions to SA2: Check if we have any comments or requirements.

Forward to VHE/OSA.


01
5
S2-020467
S4-020006
Reply to LS on "Mapping of SDP parameters in UMTS QoS parameter"





Copied to SA2.

SA4 acknowledge CN3’s request to provide guidance regarding the mapping of SDP parameter into the UMTS QoS parameters for AMR-NB and for other 3GPP codecs (e.g. H.263, AMR-WB …), and general guidance on the mapping from SDP parameter to UMTS QoS parameter for unknown codecs.

SA4 understand that CN3 refer to the mapping of SDP parameters onto UMTS QoS parameters in the context of the conversational service in IMS. SA4 being the group responsible for codecs and subjective quality, SA4 will take the responsibility to specify the mapping rules needed by the applications to request the appropriate QoS to the UMTS network. 

The following specifications will provide the necessary information for this mapping:

- Packet Switch Streaming; Protocols and Codecs: 3GPP TS 26.234 in release 4

- Packet Switched Conversational Multimedia Applications: 3GPP TS 26.236 in release 5

- Extended Packet Switch Streaming; Transport Protocols: 3GPP TS 26.234 in release 5

- SA4 is currently working on technical aspects to produce guidelines regarding the optimisation of QoS parameters for the Packet Switch Streaming with existing UMTS QoS mechanisms (Rel-4 and Rel-5). A TR (TR 26.937, V0.1.0) on “RTP usage model” is currently under drafting stage;

The information provided in N3-010530 will be used as the basis for the mapping of SDP parameters to UMTS QoS for conversational multimedia using AMR-NB. 

No actions to SA2.

Noted.


01
5
S2-020468
S5-020013
Liaison Statement on Impacts of Subscriber and Equipment Trace





SA5 is currently specifying Subscriber and Equipment Trace for Release 5. The WID for Trace on a feature level was approved in TSG-SA#14 in December 2001.

To be able to update the WID with references to all related WIs in other 3GPP WGs, SA5 is asking all WGs to identify their own WIs, which would be affected by Trace. Attachment #2 contains the issues that SA5 has so far identified as being related to Trace. The issues are listed in a copy of the WID and are marked with revision marks.

Actions: Clarify if there are any related work items in the SA2?

Open (Source: Nokia)


01
5
S2-020469
S5-020016
Comments on UP-010141 and relationship of GUP to Subscription Management







Replaced by S2-020470.


01
5
S2-020470
S5-020028
Comments on UP-010141 and relationship of GUP to Subscription Management





SA5 have reviewed 23.240, v0.3.0 (SA2 stage2) with the objective of understanding its relationship to the work on Telecom Management, especially User Equipment Management and Subscription Management. 

SA5 have been developing a related work item on Subscription Management and have restructured the documentation subsequent to the Cancun meeting and produced a high level Subscription Management Requirements document TS 32.140 v0.5.4 which is attached to the LS.

TS 32.140 v0.5.4 sets out the rationale for Subscription Management and the high level requirements. It has some areas of common requirements with GUP, particularly data components, security and synchronisation. 

SA5 provide questions and comments on the 23.240 and give an assessment of the relationships between the GUP and SuM work.

Actions:

-SA5 ask the above groups to review and comment on TS 32.140 V0.5.4, preferably by 24 Feb 2002.

-SA5 ask the GUP joint Ad-Hoc to consider SA5's  comments on TS 23.240 v0.3.0.

Forward to VHE/OSA.


01
5
S2-020471
S5-020044
LS reply on: “Draft stage 1 TS for Packet Switched Streaming Service”





Copied to SA2.

SA5 comment draft stage 1 specification for Packet Switched Streaming Service. Clause 7 provides a good starting point for SA5 to begin the charging work. However, parameter definition on stage 3 level is required to produce the required CDR parameter definition. SA5 also noted that the Packet Switched Streaming Service is transparent for GPRS. In addition, SA5 asks if the correlation of application service’s CDRs to PS CDRs should be possible. 

SA5 notes that an architectural model from SA2 is needed in order to determine what network elements would be involved in the collection and delivery of the charging information. Further, SA5 would like to be advised of the timeframe in which architectural information will be made available.
Action: SA5 asks architectural information from the SA2 (the Stage 2 is being done by SA4).

Open (Source: Siemens)


01
5
S2-020472
S5-020045
LS reply on: “Draft Push Service Stage 1”





SA5 have examined the information in the attached draft specification and have the following comments: 

- further clarification is required regarding the described charging scenarios and architecture, especially for the charging of a rejected push content, as it is not clearly defined.

- SA5 anticipates problems in correlating the usage of the push service and the charging function in all layers involved in the delivery of the Push service. 

- SA5 needs help in identifying related network elements acting as a push control function to determine the network elements involved in the collection of the Push Services related charging information. 

SA5 needs an architectural model for this service and would like to be advised of the timeframe by which the architectural information will be made available.

Actions: To assist, as necessary, and provide an architecture model for charging in Push Services.

Open (Source: Siemens)


01
5
S2-020473
S5-020048
LS requesting that the IMS Charging ID (ICID) is provided to access network





During the discussion of IMS charging in SA5 SWG-B an operator requirement was identified that it should be possible to identify access network CDRs as belonging to an IMS session by only looking at the contents of these access network CDRs. Additionally, it is required to identify those access network CDRs that are related to IMS sessions as described above, that belong to the very same IMS session.

It was suggested that these requirements could be met in a simple way by sending the ICID generated by the first node in the SIP signalling path (i.e. the P-CSCF) back to the access network gateway to the IMS.  In GPRS, this access network gateway is the GGSN. As SA5 understand, in Release 5, GPRS is the only specified UMTS access network to the IMS. 

SA5 kindly ask SA2 and CN1 to assure that the ICID is passed from the P-CSCF to the GGSN. From the information that is available to SA5 on the message flows between GGSN and P-CSCF, one possible way to accomplish this requirement is via the "Go" interface. The ICID could be included as an information element in the messages exchanged between the GGSN and the P-CSCF for the purpose of conveying the GPRS Charging ID and GGSN Address to the IMS.

SA5 are also working to generalize the above approach to include application servers and we may in the future make further requests regarding the administration of suitable charging information.

Action to SA2: Assure implementation of the requirements described in the first paragraph of this LS.

Forward to IMS Charging.


01
5
S2-020474
T2M020085
Liaison Statement on routing of MMS traffic via MM4





Copied to SA2.

3GPP T2 has been discussing adding capability negotiation mechanisms and additional MMS (ESMTP based) synchronous and asynchronous error handling to the MM4 reference point in TS23.140. The issue that has been raised is related to the functionality of the GRX (or other IP networks) backbone between operator GPRS networks, and how connectivity between MMS Relay/Servers is achieved.

The input from GSMA IREG would help 3GPP T2 in the selection of the how capability negotiation could be done between MMS Relay/Servers. The following two pictures attempt to describe possible use scenarios and after that there are some pros and cons for both approaches.

T2 asks GSMA IREG to give guidance on which of the models would be preferred by the operators, or whether both of the models should be supported, as this will have impact on technical solutions done in 3GPP T2 for MMS.

No actions to SA2.

Noted.


01
5
S2-020475
T2-020038
Liaison Statement on VASP MMS Connectivity





Copied to SA2.

Having reviewed the points raised in the LS, TSG-T2 would like to provide the following comments.

- Creating CDR by VASP. The LS confirmed that VASP CDR generation, although relevant for VASP MMS Connectivity, are out of scope of 3GPP standardisation, as it was also the original understanding of TSG-T2.

- Creating CDR by MMS Relay/Server. TSG-T2 confirms that VASP MMS Connectivity brings additional requirements onto the CDR generated by the MMS Relay/Server. In fact, T2 has already identified relevant charging parameters for the VASP MMS Connectivity, such as VASP Service Code, which is a parameter (e.g. in MM7_Submit.REQ) a VASP may pass to the MMS Relay/Server to represent the ‘charging class’ of a submitted MM.

- Support for Prepaid. TSG-T2 confirms that Prepaid charging is not part of Rel.5 on the MM7 reference point. For Rel.6 TSG-T2 is willing to cooperate with SA5 on MMS Prepaid aspects, including those specifically related to VASP MMS Connectivity.

- Open standards for MM7. Already in Rel.5, TSG-T2 is targeting an MM7 Stage 3 specification that is based on open standard protocols such as HTTP and SOAP (1.1), that have also been accepted by 3GPP for OSA Stage 3. 

- ebXML. TSG-T2 is not able to provide more comments on the implications of ebXML on VASP MMS Connectivity. SA5 is invited to better clarify how their work on ebXML Collaboration Partner Agreement CPP/CPA and on Subscription Management (SuM) could be taken into account by TSG-T2 for the Rel.6 of VASP MMS Connectivity. 

TSG-T2 confirms that the reference points IRP-2 and IRP-3 are out of scope of the MMS architecture, whereas the reference point IRP-1 is not part of the current Rel.5 MMS architecture.

As far as the reference point IRP-1 is concerned, TSG-T2 asks questions for their clarification on the relationship between MMS and OSA. 

The integration between MMS and OSA is a work item for Rel.6 or later, as decided at T2#15 (Cancun).

Actions concerning SA2:
-TSG-T2 asks SA5, and possibly CN5 and SA2, to clarify whether ebXML could have direct implications on Rel.6 of VASP MMS Connectivity.

Open (Source: Omnitel Vodafone)

Forward to VHE/OSA.


01
5
S2-020476
T2-020245
Liaison Statement on Recipient MSISDN Address Resolution





TSG T WG2 inform 3GPP TSG SA WG2 and GSMA SerG that the MSISDN address resolution mechanism specified in the attached draft CR is in alignment with the recommendations provided by SA2. In addition to the DNS-ENUM protocol, T2 has specified a fallback addressing resolution mechanism that may be used until a DNS-ENUM addressing solution is available for the operators to deploy.

Actions to SA2: T2 asks SA2 and GSMA SerG to review the draft CR and provide comments if needed.

Open (Source: Openwave)
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S2-020477
T3-020079
Liaison Statement on UE functionality split





Copied to SA2.

T3 have reviewed the TR on Service Requirements for UE Functionality Split for Release 5, v1.0.0, and make some comments, for instance:

- T3 have not seen any requirement for the IMS subscription to be co-located with the radio as stated in point 6.3.1. The IMS is not linked to the bearer and as a consequence could be included in the TE.

-T3 suggest modifications to section 6.3.1 and 6.3.2. 

-T3 ask SA1 to clarify the scenarios in the appendixes.

No specific actions to SA2.

Noted.
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S2-020478
T3-020139
Liaison Statement on ISIM for support of IMS





Copied to SA2.

T3 have reached a set of working assumptions as described in the attached presentation. T3 have identified two issues that T3 believe SA1 need to review.

2. Description:

a)
With the use cases identified by T3, it would be possible to have more than one IMS subscription active at any one time, possibly from different IMS service providers. From a technical point of view, the UICC is currently able support up to four simultaneously active applications. SA1 and SA3 are requested to confirm this requirement.

b)
Other assumptions are outlined in the attached presentation. SA1 and SA3 are requested to review these assumptions and provide feedback to T3.

No specific actions to SA2.

Noted.
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