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CN1 has sent a LS to SA2 (N1-012050) regarding solutions for the interworking scenarios between an IMS UE (only mandated to support IPv6) and SIP terminals external to the IMS network (having support for IPv4 only).  

In the LS CN1 state that the solution outlined below has been endorsed by TSG CN WG3 and added to the informative annex of TS 29.162: 

· There is a need for a NAT-PT device that is able to translate the IP headers between different IP protocols and able to provide IPv4 addresses from its pool for temporary use, when requested

· There is a need for a new functionality in IMS for IPv4/IPv6 interworking purposes on SIP control plane

· There is a need for a control protocol between the network element providing the new functionality and the NAT-PT for the purpose of communication between the two entities. A suitable protocol candidate is e.g. MEGACO.

· There is a need to support DNS ALG functionality in the IMS local name server

CN1 asks for SA2’s opinion on this

Discussion

It is our opinion that the above requirement, which advocates new functional entities and new interfaces requires a complete architectural solution and as such requires architectural work from SA2.

Interworking between IPv6 IMS and other IPv4 networks is clearly required for Rel 5. However the solution needs to take account of all the likely interworking scenarios and the practicality and impact of the solution on performance of real time services as well as the current relevant work in progress within the IETF.

That there is a need for a NAT-PT device between IMS and external IPv4 networks is accepted. However before breaking down this functionality, it’s control and interfaces, due consideration needs to be given to the possible required locations of this new entity in order to meet the service requirements.

Real time services with stringent end-end delay requirements such as voice will be required to transition between IPv6 IMS and external IPv4 networks. Consideration needs to be given as to the geographical location of the IPv4 end terminal relative to the IMS UE in order to minimise the end-end delay of the RTP media stream and prevent tromboning of RTP packets. International Roamers cannot tolerate having their RTP packets routed halfway around the world and back to talk to an IPv4 terminal in the same country as they are roaming. The delay requirements for voice are so demanding that this unnecessary delay will result in unacceptable voice quality and overtalking.

One of the commercial scenarios is that of the corporate customer of the PLMN. While it is true that in many cases the IPv4 corporate network is located geographically close to the home network of the corporate mobile subscriber it is not true for all cases. Take a large multinational company such as Motorola; They have their corporate office in Schaumburg IL, USA but they have facilities in many countries including in Swindon in the UK. Lets say Motorola uses AT&T wireless for their corporate mobile communication needs and one of their employees (attending a 3GPP meeting in London) is roaming in O2’s mobile network trying to conduct a multimedia session with another Motorola engineer at his desktop in the Swindon UK office. It is unacceptable for the RTP packets for this session to go LONDON->NEW YORK->CHICAGO->SCHAUMBURG->SWINDON!!!! This routing is required if the NAT-PT is always located in the Home Network. There must therefore be the possibility to locate the NAT-PT in the visited network under certain circumstances.

In addition as IP based multimedia communication in the fixed network / internet grows IMS mobile subscribers will need increasingly to contact other users directly in other IPv4 based networks. For the same reasons stated above an optimal path needs to be taken by the RTP packets and hence an optimal location of the NAT-PT is required.

In IMS the S-CSCF located in the Home Network is the first entity during an origination that looks at the destination address entered by the calling party.  If the destination address is located such that the optimal internetwork transfer and translation point is in the visited network then the NAT-PT needs to be located in the visited network.  If the selection and control function for the NAT-PT is located in the Home Network and the NAT-PT is located in the visited network then a couple of problems arrive.

1. How does the Home Network find NAP-PT’s in the visited networks?

2. What Protocol is suitable to be used  to control NAT-PT’s across network boundaries between operators?

3. How do we do 1 & 2 above and maintain Network Topology Hiding?

We believe that within the Rel 5 timeframe that it will not be practical to resolve these issues. MEGACO as suggested in the LS is NOT a suitable protocol to control NAT-PTs in other networks as it is a point to point protocol that is not proxyable, where the controller must know directly the address of the node it is controlling and vice-versa and it has a master-slave relationship which is unsuitable for interactions between operators. The IETF Midcom group is working on a suitable protocol to control NAT-PTs and also firewalls but this is unlikely to be ready in the Rel 5 timeframe.

Therefore in Rel 5 we propose a solution similar to that used for assigning an optimal media gateway for IMS-PSTN calls. If the S-CSCF determines that the destination subscriber is located in an IPv4 network outside of the IMS then it routes the SIP Invite to a BGCF in the home network.  The BGCF determines whether the optimal transfer point is in it’s own network or another network. If it is in another network it routes the Invite to a BGCF in the other network. When the BGCF receives an Invite from another network it assigns an appropriate combined NAT-PT/SIP Proxy in it’s network to transfer and translate the session and forwards the Invite to the assigned combined NAT-PT/SIP Proxy. This new functional element performs the required address mapping of IPv6-IPv4 addresses and modifies the addresses in SIP and SDP accordingly. It also sets up the relevant ports in the NAT-PT function to accept, translate and forward RTP packets for the session (if negotiated and agreed by the endpoints). The SIP Proxy/NAT-PT would then forward the modified SIP Invite to the destination network. Record Route is used by the SIP Proxy/NAT-PT to ensure that all subsequent requests follow the same path. It is almost certain that a firewall will also be required between the IMS and the external networks and the Firewall functionality could also be integrated into the NAT-PT/SIP Proxy function as similar translation has to be preformed on the SIP and SDP signalling for firewalls. It may be possible to implement the SIP Proxy function and the NAT-PT in separate devices in Rel 5 but this interface and protocol should not be standardized in Rel 5. Once the IETF Midcom group has completed it’s work other suitable standardized solutions may become available

If the BGCF in the home network determines that the optimal transfer point is in it’s own network then it assigns an appropriate combined NAT-PT/SIP Proxy in it’s network to transfer and translate the session and forwards the Invite to the assigned combined NAT-PT/SIP Proxy which performs the same functions as above.

Proposal

It is proposed :

1. That SA2 send a reply LS to CN3 and CN1 informing them that the problem outlined in their incoming LS is an architectural issue which needs consideration by SA2 and that CN3 and CN1 should refrain from further work on this issue until SA2 has agreed an appropriate architectural solution.

2. That SA2 agree to the creation of a new functional entity IP Translator Proxy (IPTP) that translates and forwards both SIP messages and RTP packets for the purpose of interworking between IMS (IPv6) and external Ipv4 networks.

3. That CR’s are brought against TS 23.002 to define the IPTP and the associated interfaces and also against TS 23.228 showing the flow of information between IPTP and other IMS functional entities.

