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1 Introduction

There is an LS from CN1 (N1-012050) towards SA2 asking for clarifications/defining the architectural impacts in order to handle the issue of interworking between IPv6 only IMS network and IPv4 external SIP/SDP based networks.  The recommendation is based on contribution submitted in CN1 & CN3 (N1-011884, N3-011572).
2 Discussion

Even though IPv6 is currently being mandated for use in the IMS environment only, there is a general need to address IPv4-IPv6 interworking for a 3GPP network.  It is assumed that once terminals will have IPv6 support as well as key nodes such as GGSN, other applications will as well require possible interworking for IP versions.

The NGTRANS WG in IETF have been looking into different aspects for this transition/co-existence between the two IP versions and solutions are being continuously improved and introduced.  3GPP community until now has not really looked at the interworking issues in any depth and has not yet considered the architectural implications of adopting one solution over other.  In addition to that, IMS is one application using IPv6 we need to consider overall aspects as well.  Even within SIP WG, there have been some proposals regarding how SIP extensions can be used to use NAT/Firewalls better for SIP/SDP applications. Additionally, the use of H.248 for communication between SIP/SDP ALG and a NAT-PT is premature to assume within Release 5 timeframe. 

Additional issues such as performance degradation, network complexity, lack of proven technology for deploying distributed translators for IP address dependent applications like SIP/SDP, security risks, possible inter-operator resource management such as IP addresses etc. have not been evaluated properly for architecture and environment like 3GPP systems.  In addition to that, it may be also worth while to consider if there will be an urgent need for support of interworking with IPv4 based SIP/SDP applications in a significant number within Release 5 timeframe.

Additionally, IPv6 deployment scenarios may require flexibility from the equipment when considering IP version interworking.  It is also worthwhile to note that depending on the number of public IPv4 addresses available to an operator & amount of interworking that may require, different solution may be selected other than NAT-PT based solution.

Since development of new ideas are constantly being worked on, it may be premature for 3GPP to lock into one solution now (in Release 5) without evaluating the complete picture and taking into some additional consideration such as practical network scenarios, deployment cases etc.  GSMA need to consider the deployment of IPv6 and associated complex interworking/migration scenarios.

It is most likely that the vendor providing the IMS nodes such as the various CSCFs will have to provide the SIP/SDP based IP version interworking and atleast determine where  & when to link in such functions.  As such, only open issue that 3GPP should agree upon for Release 5 is which entity determines that IPv4 and IPv6 interworking is required and to be supported within a home IMS operator’s domain.  Since S-CSCF is the entity first determines where the SIP session is targeted to, it is the most likely candidate to make such decision.

3 Proposal

For Release 5, Ericsson proposes that SA2 agree on certain principles regarding how to provide IP version interworking for IMS.  Additionally, work should be initiated both in IETF and in 3GPP evaluating and working towards finding a more complete and comprehensive solution for this issue for 3GPP architecture taking into consideration PS domain, Service network, Terminals and an end to end perspective.

As IPv6 deployment is either just starting or not yet started very much commercially, additional work is needed within 3GPP & IETF to look at overall IP version interworking and it's implications on the architecture and end user equipment.  For Release 5, the following principles are adopted and appropriate LS response is to be sent back to CN1 & CN3 WGs.

----IP version interworking shall be done in the Home network

----Network will provide the interworking when required

----S-CSCF shall be the node that will determine IP version interworking is required.  Whether the solution requires use of DNS-ALG, SIP/SDP ALG etc. that will be implementation dependent and operator choice based on the level of interworking that may need to be supported.

----Terminals are not impacted for providing IPv4-IPv6 IMS interworking in Rel 5

----No impacts on existing GPRS/PDP context processes

----Depending on operator scenarios and preferences, actual solution is based on IETF standards and vendor specific based on the above principles and not pre-defined within 3GPP for Rel 5.

If the proposal is accepted, then Ericsson will provide the CRs needed.

#####################################################################################

Proposed Changes to 23.228 (based on 5.3.0) if proposal accepted:
4.5
Mobility related concepts

The Mobility related procedures for GPRS are described in [23] and the IP address management principles are described in [7]. As specified by the GPRS procedures, the UE shall acquire the necessary IP address(es) as part of the PDP context activation procedure(s).

The following procedures are supported by an UE when accessing IMS:

· Connect to the core network using GPRS procedures and acquire the necessary IP address via activation of a PDP context, which includes, or is followed by, the P-CSCF discovery procedure;
· Register to the IM subsystem as defined by the IMS registration procedures;

· If an UE explicitly deactivates a PDP context that is being used for IMS signalling, it shall first de-register from the IMS (while there is no IMS session in progress);

· If an UE explicitly deactivates a PDP context that is being used for IMS signalling while an IMS session is in progress, the UE must first release the session and de-register from the IMS and then deactivate the PDP context;

· If an UE acquires a new IP address due to changes triggered by the GPRS/UMTS procedures, the UE shall re- register in the IMS by executing the IMS registration;

· In order to be able to deliver an incoming IMS session, the PDP context that is being used for IMS signalling need to remain active as long as the UE is registered in the IM CN subsystem;

When the PLMN changes, and the attempt to perform an inter-PLMN routeing area update is unsuccessful, then the UE should attempt to re-attach to the network using GPRS procedures and re-register for IMS services. Typically this will involve a different GGSN.

.
4.x  
IP Version Handling for IMS
The IMS supports IPv6 only.  As such, there is a need to provide interworking towards SIP/SDP based applications outside of IMS that is IPv4 compliant.  The following architecture principles shall be used for interworking between IPv4 and IPv6:

· IP version interworking shall be done in the Home network
· Network based solution shall provide the interworking when required
· S-CSCF shall be the node that will determine IP version interworking is required.  Whether the solution requires use of DNS-ALG, SIP/SDP ALG etc. that will be implementation dependent and operator choice based on the level of interworking that may need to be supported.
· Terminals are not impacted for providing IPv4-IPv6 IMS interworking 
· No impacts on existing GPRS/PDP context processes
· Depending on operator scenarios & requirements, actual solution is based on IETF standards and vendor specific according to the above principles.
4.6 
Roles of Session Control Functions

….

4.6.3 
Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator’s network, different S-CSCFs may have different functionalities. The functions performed by the S-CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC2543 or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (eg. HSS).

Session flows

-
Session control for the registered endpoint's sessions. 

-
May behave as a Proxy Server as defined in RFC2543 or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation
-
May behave as a User Agent as defined in RFC2543 or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)
-
Determine if IP version interworking is required and provide appropriate functional support
-
On behalf of an originating endpoint (i.e. the originating subscriber/UE)

-
Obtain from a database the Address of the I-CSCF for the network operator serving the destination subscriber from the destination name of the terminating subscriber (e.g. dialled phone number or SIP URL), when the destination subscriber is a customer of a different network operator, and forward the SIP request or response to that I-CSCF. 

-
When the destination name of the terminating subscriber (e.g. dialled phone number or SIP URL), and the destination subscriber is a customer of the same network operator, forward the SIP request or response to an I-CSCF within the operator’s network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
On behalf of a destination endpoint (i.e. the terminating subscriber/UE)

-
Forward the SIP request or response to a P-CSCF for a MT session to a home subscriber within the home network, or for a subscriber roaming within a visited network where the home network operator has chosen not to have an I-CSCF in the path

-
Forward the SIP request or response to an I-CSCF for a MT session for a roaming subscriber within a visited network where the home network operator has chosen to have an I-CSCF in the path.

Charging and resource utilisation:

-
Generation of CDRs.

