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1. INTRODUCTION

Orange PCS Ltd welcomes the initial draft of the MBMS Technical Report TR 23.846 and provides the following comments which are intended to improve the quality of the report.

2 MOBILITY MANAGEMENT AND SERVICE CONTINUITY

Section 5.4.3 recognises that data may be lost when moving from one cell to another; this may also occur in other situations e.g. operating in a varying radio environment. Whether this data loss can be tolerated is likely to depend on the service offering (this is still an open issue in the stage 1 document). In cases where the broadcast content, e.g. a news report or software download, may be stored for future reference, there may be a benefit from techniques (such as re-transmission) to ensure reception and integrity of the whole message. In other cases, e.g. a streaming service where data is rapidly over written, any loss of data may be unimportant.

If it is a stage requirement that data is not lost during cell change, consideration should be given to providing techniques, such as retransmission of data, to ensure adequate reception integrity. 

It is proposed that a liaison statement be sent to SA1 seeking clarification of whether data loss during cell change is acceptable and suggesting that the support of re-transmission or other techniques may be necessary to overcome data loss on certain service types.

3 ROAMING ISSUES FOR MBMS

Both within bullet 16 of section 5.1 and within section 5.4.3, it is stated that MBMS should enable roaming users to receive both home and local multicast services (although why this is included in 5.4.3 rather than 5.4.11 is unclear). There is no equivalent service requirement included in the stage 1 specification (TS 22.146 v5.0.0); if this is required then a change is necessary to the stage 1 specification and SA2 should propose such a change to SA1. Any such requirement could, however, cause excessive load on the visited network if it were to carry multicast information from all roaming partners.

It is proposed that this bullet 16 in section 5.1 and the bullet in 5.4.3 on roaming be deleted and the following text (aligned with TS 22.146) inserted into 5.4.11: “Roaming users should be able to subscribe to and activate Broadcast and Multicast Services that are provided locally in the visited network. It is not a requirement that roaming users be able to receive broadcast and multicast services from their home network.”

4 USER ENABLING / DISABLING OF BROADCAST

The stage 1 requirement indicates that the user "may" have the capability to disable broadcast messages, e.g. network welcome messages. It is possible that the broadcast service could be used to support services such as terminal or SIM software updates. While there are various management issues to be resolved with this type of service, this type of service may well be invalidated if the user is able to disable broadcast reception. 

To allow broadcast capabilities to be used for terminal management, it is suggested that there be two or more different “classes” of broadcast message, with one of these being such that the user in unable to disable receipt of the messages.

Comments are sought from SA2 on the need for multiple “classes” of broadcast message.

5 CHARGING AND SECURITY

The charging model for multicast service is unclear within the stage 1 document as to whether users should only be charged for multicast data that is received (although it is stated that collection of charging information for receipt of multicast data is required). Two possible alternative charging models are:

1. The user subscribes and pays for all multicast whether received or not

2. The user subscribes but pays only for messages received

The latter case is more complex to implement, especially if there is no acknowledgement of receipt of messages (acknowledgement could impose a heavy load on the network). One potential method to allow payment for receipt of messages is to enable a key within the terminal, with the key provided on payment of subscription. The key will either expire after a given time or after a given number of messages have been received.

Such a method also provides security in that those not entitled to receive the multicast message should not be able to receive it. Further liaison is required with SA5 and SA5 on charging issues.

It is proposed to send a liaison statement to SA1 requesting clarification of charging requirements for multicast service. This should also be sent to SA3, with emphasis on the security issues of multicast service.

6 BATTERY LIFE

Battery life of the terminal is important to the user. The broadcast service should de designed to minimise excessive drain on the terminal battery. It is proposed that a further bullet be added to section 5.1 (Architecture principles)

17
The broadcast service should be designed to minimise excessive drain on the battery within the mobile station.

7 DVB

A significant amount of work has been undertaken by the Digital Video Broadcasting group (DVB – www.dvb.org) on point to multipoint data delivery mechanism with guaranteed quality of service. Some of this work, especially that related to data formatting and the use of carousels, may be applicable to the work of 3GPP on the broadcast/multicast architecture. It is suggested that, where possible, this work be re-used rather than new architectures developed.































































































































