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01
5
S2-020079
GP-012841
Liaison statement on MBMS
LS in




Copied to SA2.

TSG GERAN WG1 has reviewed the SA1 LS together with the requirements in TS 22.146 v5.0.0 and provides answers to the questions from SA1. TSG GERAN realizes that many of the requirements from MBMS has a direct impact on the radio interface of GERAN, and therefore suggest that SA WG1 direct future correspondence on this matter directly to GERAN WG1.

No actions to SA2.

Forward to MBMS.




01
5
S2-020080
N1-012041
Liaison Statement on privacy of IPv6 addresses allocated to terminals using the IM CN subsystem
LS in




Copied to SA2.

CN1 identifies that there are a number of architectural solutions that would resolve the problem, each with their own problems of complexity and compatibility. These solutions would each require further investigation within both SA2 and CN1 before adoption. These are not in any order of precedence.

1. Where either the UA or the home network on behalf of the user may require privacy or anonymity, then provide the GGSN in the home network.

2. Use a protocol such as mobile IP.

3. Provide an anonymiser function. This entity acts as a network address translator, and needs to exist on both the signalling path and on the bearer path. 

No actions to SA2 as such, but the topic may require further consideration.

Noted.


01
5
S2-020081
N1-012050
LS on Interworking between 3GPP UE (IPv6 only) and SIP device external to IMS (IPv4 only)'
LS in




TSG CN WG3 and TSG CN WG1 have started to work out solutions for the interworking scenarios between an IMS UE (only mandated to support IPv6) and SIP terminals external to the IMS network (having support for IPv4 only). The WGs have made efforts to find solutions which have less impact to the architecture.

The solution outlined below has been endorsed by TSG CN WG3 and added to the informative annex of TS 29.162: 

-There is a need for a NAT-PT device that is able to translate the IP headers between different IP protocols and able to provide IPv4 addresses from its pool for temporary use, when requested

-There is a need for a new functionality in IMS for IPv4/IPv6 interworking purposes on SIP control plane

-There is a need for a control protocol between the network element providing the new functionality and the NAT-PT for the purpose of communication between the two entities. A suitable protocol candidate is e.g. MEGACO.

-There is a need to support DNS ALG functionality in the IMS local name server

ACTION to SA2: TSG SA WG2 are asked to provide their opinion and an architectural solution.

Open

Source: Nokia


01
5
S2-020082
N3-010610
LS on "Mapping of SDP parameters in UMTS QoS parameter".
LS in




Copied to SA2. 

CN3 asks SA4 for their 

-Comments on the discussed mapping from SDP parameter into the UMTS QoS parameters for AMR-NB.

-Guidance on the mapping from SDP parameter to UMTS QoS parameter for other 3GPP codecs (e.g. H.263, AMR-WB …)

-General guidance on the mapping from SDP parameter to UMTS QoS parameter for unknown codecs.

No actions to SA2.

Noted.


01
5
S2-020083
N4-011422
LS “Supported LCS Capability Set”
LS in




While reviewing document N4-011263 CR 345 on 29.002 to line up the handling and definition of the MAP parameter SupportedLCS-CapabilitySets, a number of concerns were raised at CN4 on the opportunity to accept the CR and line up with Stage 2 23.271 section 10.5.1. The reason for CN4 concerns were that the current LCS Stage 2 assumes  that if a VLR or SGSN supports a certain release of LCS then it supports all previous capability sets. While this might be true for a VLR Rel-4, it might not be true in future for, e.g,, a Rel-5 VLR, since possibly backward incompatible changes could be done at the LCS related MAP operations, and it is certainly not true for an SGSN Rel-4, since there's no support in SGSN for Rel-99 LCS.

ACTION to SA2: Consider the comments and update the LCS Stage 2 23.271 TS for Rel-4 onwards, in order to state that a VLR / SGSN shall communicate to the HLR all the releases of LCS it supports.

Forward to LCS


01
5
S2-020084
N5-011161
LS reply to request clarification on SA1's CR stating that OSA APIs do not require Service Capability Features to be 3GPP standardized entities.
LS in




Copied to SA2.

CN5 provides comments on SA1 CR clarifying that OSA does not require that all SCF's need to be 3GPP standardized entities. After studying this document a certain amount of confusion has arisen on the exact meaning and impact of this requirement and thus CN5 would like SA1 to confirm that the interpretation of this high level requirement is that OSA APIs can be defined by CN5 even if there is no 3GPP standardized network support for the functionality (yet). If this is true then CN5 would like to propose rewording of the text.

No specific actions to SA2.

Forward to VHE/OSA


01
5
S2-020085
R3-013567
Answer to LS “Unequal Error Protection for PS conversational multimedia services”
LS in




RAN WG3 thank SA WG2 for their LS on Unequal Error Protection for PS conversational multimedia services and provides their comments on the solution: 

1. RANAP specifications in R99 and R4 are based on a strong principle, by which the UTRAN has not to know the codecs, but only the required QoS for each of the subflows (mainly SDU error ratio and residual BER), in order to provide the adapted channel coding schemes. The codec knowledge is more a GERAN matter since GERAN is based on GSM principles.

2. About subflows: in R99 and R4, all the subflows of a given RAB are sent in one single Iu frame (Iu UP for CS domain). The structure of the Iu frame is known by the UTRAN via the RAB Assignment message, and it is already the responsibility of the RNC to separate the bits of the Iu UP frame to get the different subflows on which different channel coding schemes will apply. Although another framing protocol might be used on PS domain the same principle should apply. So, there is no need of user plane processing in the SGSN or in the GGSN, which remain independent from the subflow differentiation in the User Plane.

3. RAN WG3 believes that there may be solutions that satisfy the principle by which the SGSN, GGSN, UTRAN remains independent from the SIP service in the Control Plane and by which the UTRAN remains unaware of the codec being used. The solution where the UE can provide the information during PDP context Activation Request message, transparently to the CN, using a container over Iu seems to be feasible for RAN3.

No specific actions to SA2. To be taken into account in the UEP work.

Noted.


01
5
S2-020086
R3-013617
Response about proposed changes to 25.413 R5 for GERAN Iu mode LCS
LS in




Copied to SA2.

RAN3 inform that their agree on the GERAN2 proposed changes for GERAN Iu mode LCS. Furthermore, RAN3 informs about the principles on how GERAN related changes are handled:

- GERAN provides the content and RAN3 do the actual work (i.e. the official CRs against RAN3 specifications, as RAN3 has the fully knowledge of how to implement them e.g. ASN.1 syntax, …).

- For each GERAN related modifications that are intended only for GERAN, some adequate explanations in adequate place(s) shall be added to clarify that those are intended only for GERAN.

No actions to SA2.

Forward to LCS


01
5
S2-020087
RP-010891
Response about proposed changes to 25.413 R5 for GERAN Iu mode LCS
LS in




Same as the previous one (S2-020086), but a document at the TSG-RAN#14.

See the previous one.


01
5
S2-020088
S1-0101241
Liaison Statement on Draft stage 1 TS for Packet Switched Streaming Service
LS in




SA1 stage 1 specification for End-to End Packet Switched Streaming Service (TS 22.233), which was sent to SA#14 for information. The goal is to agree the TS in S1#15 and send it to SA #15 for approval.

ACTION to SA2: Review and provide feedback on the TS.

Open.


01
5
S2-020089
S3-010697
Reply to  LS on “Privacy Override Indicator”
LS in




SA3 inform that the requirement has been passed to the SA3 Lawful Interception group for further consideration and SA3 delegates will be studying this issue for the next S3 meeting in February 2002. 

SA3 also make the following initial observation:

-Operators are required by the terms of their license and by the legal requirements to provide Location Information (LCS) for emergency services and for legal intercept according to the jurisdiction of that legal requirement and are required not to release information outside of these requirements. SA3 were unclear as to what scenarios the operator would be required to directly provide LCS access to a client not located in the same country indirectly through another operator.

-These requirements are currently handled between the legal intercept authorities without operator involvement.  

No specific actions to SA2.

Forward to LCS


01
5
S2-020090
S3-010699
Security and privacy requirements of presence
LS in




Copied to SA2.

SA3 have reviewed the privacy requirements (clause 6) and high level security requirements (clause 7) in the Presence Service Stage 1 (TS22.141), and the accompanying CRs in the LS.

No major problems were seen with any of the CRs which impact the privacy and security requirements sections. SA3 does not object to any of these CRs being presented for approval at SA#14. However, it was agreed to hold an email discussion on this subject to consider whether further elaboration or clarification of the privacy and security requirements is necessary. The result of this email discussion will be presented at the next SA3 meeting. 

SA3 looks forward to further co-operation with SA1 and SA2 on security aspects of the presence service.

No actions to SA2.

Forward to Presence


01
5
S2-020091
S3-010700
Response to: Liaison Statement on Revised Push Service Stage 1
LS in




SA3 have reviewed the latest draft Push Services Stage 1 document and provides their comments on the section on security (section 6) and highlights a number of questions concerning the current text.  SA3 would like to emphasize that due to the ambiguities it was unable to carry out a full analysis on the security implications.  

SA3 also thanks SA2 for their liaison statement which asks SA3 to review the security aspects of the different Push architectures which are under consideration in TR 23.974 (S3-010434 / S2-012423). SA3 feels it more appropriate at this time to first provide comments on the stage 1. However, SA3 would like to acknowledge that there are different security implications of the different architectures which should be considered when developing the SA2 specifications.

No actions to SA2.

Noted.


01
5
S2-020092
S3-010703
Security for UE functional split
LS in




SA3 thank SA1 and SA2 for their LSs sent in S1-011321 and S2-013067. SA3 found some difficulties in interpreting the documents attached to these LSs, namely S1-011246 (Report on Service Requirements for UE Functionality Split (Release 5), and S2-012818, and asks for the following clarifications.

SA3’s assumptions:

-SA3 assumes that all the call control and mobility management procedures involving network entities terminate in the MT. SA3 concludes from this that all security procedures involving network entities also terminate in the MT. It was not absolutely clear to SA3 whether any form of call control (e.g. a IMS SIP client) could also reside in the TE. The majority in SA3 assumed that this was not the case.

-Only the MT has a UICC on which the USIM and/or the ISIM reside.

-In particular, remote access from the TE to USIM or ISIM functionality in the UICC in the MT is not required. The  majority of SA3 does not understand why communication by the MT with the UICC should be required on behalf of the TE for security purposes (section 6.3.1 bullet point 3 of the TR).

There are also specific questions to SA1 in the LS. For example, for which release UEFS work is targeted, and to what extent access independende is addressed.

Plans for SA3 work on UE functional split:

IF any SA3 work is required at all for Rel 5 (this was not clear to SA3, see the above question) and IF SA3’s assumptions as described above can be confirmed then SA3 would like to proceed as follows:

1) no need is seen to modify the security procedures involving network entities specified in TS 33.102 for the CS and PS domains, and in TS 33.203 for the IMS.

2) A section “security for the local interface between the TE and the MT in UE functional split scenarios” would be added to TS 33.102. In this section, it would be pointed out what security features are required on this local interface. Security mechanisms would not be specified as they would depend on the particular nature of this interface. The new section would also not attempt to assess security mechanisms available for technologies which may be used to realise this interface (e.g. Bluetooth, Wireless LAN). Given that the deadline for Rel 5 is very close even that goal is very ambitious, and as there have been no contributions on this subject in SA3 so far, it is not certain that it can be achieved.

3) Any work on the security aspects of UE functional split scenarios which goes beyond the work described in 2) is considered infeasible for Rel 5.

Actions: SA1 and SA2 are kindly asked to comment on SA3’s assumptions and SA3’s plans for future work and reply to SA3’s questions. 

Open 

Source: Siemens


01
5
S2-020093
S4-010644
Reply Liaison Statement on SIP Signalling and Codec Issues
LS in




TSG SA4 provides comments to CN1 LS on SIP Signalling and Codec Issues (N1-011334) replying the TSG GERAN & SA2 joint meeting liaison (OSV-01046) on IMS and Optimised Voice identifying a number of issues and working assumptions for Release 5.

Question 1: In the Optimised Voice service using AMR, an indication of the ACS has to be made at the SIP negotiation level. The current solution being discussed within GERAN is that the negotiation of ACS on a SIP level is done using MIME encoding of format parameters. Thus the MIME encoding would need to be included in the standards as a mandatory requirement. 

Answer: TSG SA4 confirms that the MIME encoding for AMR ACS parameters in the SDP information is included in TS 26.235 normative annex. The same information is also in Internet draft draft-ietf-avt-rtp-amr-10.txt. It should be noted that the latest IETF draft contains the authentic information. The intention is to change the normative annex in TS 26.235 into a reference pointing to IETF RFC number when the RFC number is available. Before that, it is recommended to always check the latest version from IETF.

Question  2: If AMR is used is there a mechanisms that can enforce the use of an AMR mode that can be carried on a physical HR channel (i.e. AMR 795 or lower) within the RTP for carrying Optimised Voice in GERAN?

Answer: It is the understanding of TSG SA4 that there does not exist any special mechanism to enforce the AMR mode. The AMR RTP payload contains in-band codec mode request signalling which can be used for requesting a specific mode within the active codec set.  If the AMR modes within the active codec set need to be changed, the only method is the parameter re-negotiation using SIP signalling.

ACTION to SA2: Take this information into account in the work on radio optimisations for voice.

Noted


01
5
S2-020094
S4-010663
LS on “Charging aspects for Extended Transparent End-to-end Packet Switched Streaming Service”
LS in




SA4 provides some clarifications regarding the Extended Transparent End-to-end Packet Switched Streaming Service, and also informs other groups that SA4's intention is not to conduct any charging work in the SA4, but the intention of the previous LSs was request information and feedback from SA2 and SA5 on any architectural impacts of charging that SA4 should be aware of in the SA4 work (The SA4 input document S4-010466 attached to the LS was considered by SA4 to be out of the scope of SA4 and was therefore forwarded to SA5, SA2 and SA1 for information without any endorsement in SA4.) 

No actions to SA2.

Noted


01
5
S2-020095
S4-010683
Reply to Liaison Statement on requirements for alternative QoS.
LS in




As a preliminary answer SA4 would like to inform SA2 on the two following points:

- SA4 is currently working on technical aspects to produce guidelines regarding the optimisation of QoS parameters for the Packet Switched Streaming with existing UMTS QoS mechanisms (Rel-4 and Rel-5). A TR (TR ab.cde, V0.1.0) on “RTP usage model” is currently under drafting stage;

- SA4 has currently no clear requirements on improvements of the existing UMTS QoS mechanism;

SA4 will take SA2’s questions into account during its work on PS streaming and conversational. SA4 will keep SA2 inform on any conclusion reached regarding :

- the use of the currently existing QoS mechanism, 

- the use of “Alternative QoS” mechanism,

- and any potentially required improvement.

No actions to SA2.

Noted


01
5
S2-020096
S4-010686
Liaison on ACS negotiation using SIP / SDP
LS in




SA4 recommended in one of their earlier LSs that for interworking of Active Codec Set (ACS) negotiation using SIP/SDP with TFO and TrFO the decision algorithm of 28.062 shall be re-used.

The parameters needed to perform this algorithm are:

-Supported Codec Set (SCS)

-Active Codec Set (ACS)

-Maximum number of modes in the Active Codec Set (MACS)

-Optimisation Mode (OM)

SA4 have recently became aware that not all of these parameters can be transported with SIP/SDP, because they are not part of the AMR RTP profile as currently defined by IETF. This AMR RTP profile only contains a parameter for a codec set. There is a proposal in SA4 to use this parameter both for ACS and for SCS, depending on the message sequence in the call flow. For the other two remaining parameters (OM, MACS) the AMR RTP profile needs to be extended.

Given the difficulties in finalising the RTP profile for AMR at IETF, SA4 strongly recommends to define 3GPP proprietary parameters, e.g. SDP standard conform X-parameters.

ACTION to SA2: S4 requests S2 to define these extensions and inform us about the progress of this issue.

Open

Source: Siemens


01
5
S2-020097
S4-010687
Liaison Statement on codecs used in IP networks
LS in




SA4 provides information to CN3 on the likely types of codecs utilised within standard SIP and H323 end points, as well as information on the 3GPP codecs defined for conversational services TS 26.235.

No actions to SA2.

Noted


01
5
S2-020098
S5-010721
Reply LS on “Selection of S-CSCF by I-CSCF based on capability requirements”
LS in




SA5 is currently working on IMS management and has not yet completed its studies in that area.  However, in response to the action from CN4 “SA5 are asked to comment on whether they see a need to standardise a mechanism to assist ensuring the I-CSCF has a correct view of the capabilities of available S-CSCF in a multi-vendor networks”, SA5 agrees with the response from SA2 in S2-013071, namely that full multi-vendor operation is required, but at present cannot see any requirement from SA2 for the standardisation of an internal mechanism for this in the I-CSCF.

In the case where no S-CSCF is available which meets the [mandatory] capability requirements requested by the HSS, SA5 agrees with SA2 that configuration errors may occur,  this work is included in SA5’s tasks with respect to IMS.

No actions to SA2.

Noted


01
5
S2-020099
S5-010750
Liaison Statement: “Reply to LS on VASP MMS Connectivity”
LS in




SA5 provides comments to T2. For example, the following issues are addressed:

-Creating CDR by VASP: SA5 view is that this not intended to be standardized in 3GPP and is thus out of the scope of SA5.

-Creating CDR by MMS Relay/Server: For Release 5, the content of CDRs generated by  MMS Relay/Server will be defined by SA5. However, in the specific case of VASP MMS, it appears that for Release 5 the exchange of charging parameters between the MMS Relay/Server and VASP is out of the scope of MM7. 

-Support for prepaid: SA5 is not working on any specific prepaid solutions for Rel-5. SA5 assume that SA2 is active on architectural impacts on on-line Charging and CN2 is active on CAMEL based prepaid Charging. SA5 are willing to incorporate work on MMS prepaid in Release 6, pending further guidance based on the result of the above considerations in T2, SA2, and CN2.

In conclusion, VASP MMS will not have any impacts on the charging specifications in the Release 5 and may be scheduled for Release 6 time frame.

SA5, in reviewing the LS Section 4 Architecture Principles, is of the opinion that it is mandatory rather than desirable that the VASP/MMS reference point (MM7) is based on stable open standards. The establishment of automated trading interfaces between autonomous organisations is done by the World Trade Organisation UN /CEFACT group and specifically the technical work is going on in the ebXML Transition WG (www.ebxml.org). It is clear from this work that automating trading interfaces are extremely complex.

SA5 also comments on the options presented at the T2 LS, that is, the Option 1 (VASP Directly connected to MMS/Relay/server) and the Option 2 (VASP connected via OSA).

No specific actions to SA2.

Noted, but also to be checked by VHE/OSA.


01
5
S2-020100
S5-010752
Liaison Statement on AMR-WB and Charging
LS in




Copied to SA2.

SA5 have considered the inputs CN4 and SA1 and has added AMR-WB topic to its work task on Circuit Switched Charging. 

SA5 will undertake to investigate what enhancements to circuit-switched domain Charging Data Records (CDRs) are necessary in order to support charging for AMR-WB. 

No actions to SA2.

Noted


01
5
S2-020101
S5-010755
Liaison Statement: “Reply to LS on Presence Service”
LS in




Copied to SA2.

SA5 comment that  SA1 TS 22.141 provides a good starting point for SA5 to begin its charging work. SA5 notes that an architectural model from SA2 is needed in order to determine what network elements would be involved in the collection of charging information. Further, SA5 would like to be advised of the timeframe in which architectural information will be made available. 

SA5 also notes in the LS that only off-line charging functionality will be available for Release 5. On-line charging is scheduled for Release 6 and currently limited to IMS.

ACTION to SA2: SA5 requests that architecture be furnished to support TS22.141, Presence Service; Stage 1 (Release 5). In particular, what network elements are involved to provide "support for multi-domain access and support of generic entities" so that charging information may be provided? SA5 would also like to know the approximate timeframe in which to expect the requested information.

Forward to Presence


01
5
S2-020102
T2-011122
Liaison Statement on MSISDN Address resolution for MMS using MAP operations
LS in




Copied to SA2.

MMS shall support the use of e-mail addresses (RFC 822), or MSISDN (E.164), or both, to address the recipient of a multimedia message (MM).The need of MSISDN translation to a routable address has been identified. T2 considers ENUM as a proper solution for such translation. However since ENUM solutions will not be deployed within the Release 5 timeframe (according to T2), an alternative for ENUM is required. The alternative solution will have to support Mobile Number Portability scenarios.

T2 considers address resolution using IMSI (E.212) for unique identification of a subscriber’s operator domain (MMSE). The leading digits (MCC + MNC) of the IMSI would be mapped to a MMSE domain name. In this end, an MMSE must resolve the IMSI for a given MSISDN. 

T2 requests CN4's guidance on how to ensure IMSI resolution based on Global title (MSISDN) for an MMSE, and requests CN4 to provide any limitations or restrictions in the use of MAP operations. CN4 is also invited to present alternative suggestions, if a better solution is available.

No specific actions to SA2.

Noted


01
5
S2-020103
T2-011184
Liaison Statement Reply to SyncML with Follow-Up Questions
LS in




Actually this is LS is not sent to SA2 at all.

T2 thank DevMan for their presentation to and ask a number of follow-up questions.

Noted (if anything)


2

