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Session Related PS-MT-LR discussion

1 Introduction

In last SA2 meet there were identified some problems related to the use of APN in the session related privacy class. 

It was discussed which format of the APN that should be used in SGSN when matching the APN received from LCS Client to the one stored in SGSN (i.e. the one used to activate the PDP Context). 

Another discussion was whether it is possible at all to identify an ongoing session.

The following alternatives were identified for the Session Related MT-LR:

1. Improve definition of "Session Related Class" to identify a specific LCS client and to determine that there is a "session ongoing" between this LCS client and the target UE. 

2. Remove Session Related class and always use "non-session related class" in PS domain.
2 Discussions

Ericsson sees the following scenario for how to use the session related class for PS:

· When you have an IP session with some application on the Internet that you normally not want to be able to get your positioning, but in when you are "talking" to the application you want it to be able to position you.

The question is however how to make only that application related to the session and not anyone else? And also to make the application related to only that particular session?

In other words: Which identifier can be used by LCS Client to uniquely identify the related session?

The way Session Related class is specified today by using APN there exists some inconsistency between the LCS specifications and the GPRS specifications. Mainly due to that the LCS specification assumes that both the Network Identifier (NI) and the Operator Identifier (OI) part of the APN is sent from LCS Client. 
However in the GPRS specification it is quite clear that the OI part of the APN is only to be used internally by the SGSN, and by that only the NI part of the APN will be available for the LCS Client. 

In the case when the ISP which the PDP Context is connected to performs a location request, the use of APN-NI would be sufficient, as in this case it is the ISP that is the one that is related to the session.

But as APN-NI is mainly just a web address, there is a risk that even a 3rd party LCS Client randomly tries some well-known NI’s and even they might get a match.

Another question is who is actually related to the session? The way Ericsson see it is that maybe only the ISP itself, i.e. the one that have allocated the IP address to the subscriber, are related to the session. The ISP is then by providing own applications and act as a LCS Client able to offer services as described in the scenario above.

3 Possible Solutions

The following alternatives exist for identifying the session when using the Session Related class:

1) Only use APN-NI

This is more or less the option that exists in the current version of the LCS specification, i.e. requires minor changes to the specification. However the possibilities to avoid fraud 3rd party LCS Clients is limited.

2) Use both APN-NI and APN-OI

This alternative requires that the GPRS network in some way inform the LCS Client about the APN-OI that currently is used for the PDP Context. There don’t exist any interface for such handling today, and it is also unclear whether the operators would allow spreading such information outside the PLMN. Anyhow if this would be possible, the PLMN would be in control of which LCS Clients that should get this information, and by that avoid the fraud problem.

3) Use IP-address instead of APN

This alternative requires that the LCS Client knows the IP address that was allocated to the UE during the PDP Context activation. This IP address is known by the ISP in which the subscriber has connected his PDP Context. And as it is only the ISP that actually is related to the session, it is only the ISP that should have a match in SGSN for the Session Related class. The other 3rd party LCS Clients does not know the IP address as they are not related to the session, and will not be able to use the Session Related Class

4 Recommendation

Ericsson proposes that SA2 adopts the following listed recommendations concerning the Session Related Privacy Class:

· Keep the Session Related privacy class for PS. 

· Use IP-address instead of APN for identifying the session in SGSN.

· Limit the Session Related Class to the LCS Clients that is physically related to the session, i.e. the one that has allocated the IP address to the subscriber.
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