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Introduction and Considerations

This contribution looks at the basic required functionalities of the Presence Information Server (PIS), and the IMS network elements for providing Presence Service in IMS networks.

There are several earlier contributions available extensively discussing on the functionalities of the PIS (also known as Presence Server and Presence Availibility Server in other contributions), e.g. [S2-012536], [S2-012501], or [S2-012507]. This paper attempts to capture the essence from these discussions.

IMS networks are thought to provide a wide variety of multimedia services both of real-time and non-real-time nature. Presence is a good example for the non-real-time services natively supported by IMS. This contribution presents the functionalities required from the IMS architecture elements (CSCFs) for supporting Presence service. It is understood to be possible to transparently reuse the vast majority of the existing routing, service provisioning, security, compression, hiding and other mechanisms for Presence Service. 

It shall be noted that this contribution does not attempt to restrict the introduction of Presence Service to IMS networks, it is expected that further contributions will introduce other architectural aspects of the Presence Service.
Proposal

The Sections below present a proposal on how to incorporate the above points into [TR ab.cde]. However, further discussions and suggestions are expected how best to cover these aspects of Presence Service.

5.1 Functionality of the Presence Information Server (PIS)

The Presence Information Server shall manage presence information that is uploaded by Presence Supplier applications. The PIS shall also allow users to query and subscribe for receiving presence information. 

The PIS may have interfaces to certain network elements to extract presence information that is not directly provided by Presence Supplier applications. The PIS is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

Note: the mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the PIS. The PIS is not required to interpret all information. The information that the PIS is not able to interpret may be handled in a transparent manner.
From [SIP-Presence] point of view the PIS acts as a network-located Presence Agent (PA): A Presence Agent is a SIP user agent which is capable of receiving SUBSCRIBE requests, responding to them, and generating notifications of changes in presence state. A Presence Agent must have complete knowledge of the presence state of a presentity. A PA is always addressable with a SIP URL. 

The PIS shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the PIS shall be developed, especially with respect to these internetwork operability aspects. In the IMS the PIS is located using SIP URLs and standard SIP mechanisms. 

· The PIS shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

· Ask permission from the Presence Supplier application subscriber on a case-by-case basis

The PIS may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The PIS could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such events is the combined presence of a whole buddy list, which is thought to be usefull in a wireless environment.

5.2 Roles of IMS functional elements

This chapter describes the functionalities of IMS network elements to cater for providing Presence Service.

The mechanisms already developped for the IMS architecture and network elements are applicable for Presence Service related interactions unless otherwise indicated.  

5.2.1 Proxy-CSCF

The P-CSCF behaves like a Proxy (as defined in RFC2543 or subsequent versions), i.e. it accepts Presence Service related requests and handles them internally or forwards them on, possibly after translation.

· The functions performed by the P-CSCF are:

· The Presence Service related originating SIP requests are forwarded onwards according to the pre-loaded routing information stored upon the registration procedure. There are 2 types of originating Presence related requests:

· The Watcher applications' request for receiving presence information / presence information change of a certain presentity.

· The Presence Supplier application may use SIP to upload presence information.

Editor's note: It is for further study whether Presence Supplier applications will use SIP for uploading presence information. This could be done either within REGISTER request or within some new request directed to the PIS, such as DATA proposed in [SIP-DATA]. 

-
As part of processing of the request and before forwarding, the P-CSCF may modify the Request URI of outgoing requests according to a set of provisioned rules defined by the network operator (e.g. Number analysis and potential modification such as translation from local to international format.)

-
Forward the Presence Service related notification requests to the Watcher application.

-
Generation of CDRs with respect to the Presence Service related interactions and content.

5.2.2 Interrogating-CSCF

The Interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for Presence Service related interactions destined to a Presence Information Server of that network operator containing the desired presence information.

For Presence Service related interactions the I-CSCF shall

-
Obtain from HSS the Address of the S-CSCF of the destination user

-
Forward the SIP request or response to the S-CSCF determined by the step above

5.2.3 Serving-CSCF

As part of the Serving-CSCF (S-CSCF) performing service control for Presence Service related interactions, the PIS is contacted as part of these procedures using standard ISC mechanisms. 

The S-CSCF shall be able to route SUBSCRIBE requests for a given presentity to the appropriate PIS. Also, the S-CSCF shall be able to route the NOTIFY requests generated by the PIS towards their final destination.   

If REGISTER method is used to upload presence information to the PIS, S-CSCF shall be able to forward the information contained in it to the PIS. If a new request such as DATA [SIP-DATA] is used, S-CSCF shall forward it to the PIS.

Editor's note: Detailed aspects of these mechanisms are for further study. 

The S-CSCF generates CDRs with respect to the Presence Service related interactions and content.
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