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1.
Introduction

This contribution discusses clause 7 of draft 0.2 of version 5 of TS 23.127 and proposes updates in the network service capability features.

2.
Discussion

The main changes proposed to be made in the draft specification are as follows:

· IM Session Control to be incorporated into Call Control SCF. The figure to be updated to include only OSA AS, and some text to be added.

· Geographical User Location SCF to be incorporated into Network User Location SCF since it has been implemented in stage 3 already in Release 4 with an API overlapping much with basic location API.

· The name of Content Based Charging SCF to be changed to Charging SCF in order to align the terminology with stage 3.

· Account Management SCF to be introduced.

3.
Proposal

The changes on the following pages are proposed to be incorporated in draft 0.2 of version 5 of TS 23.127 to be used as the basis of further work (i.e. architectural impact of the stage 1 requirements).

7
Network service capability features

Network service capability features are provided to the applications by service capability servers to enable access to network resources.


7.1 Call Control

The Call Control SCF supports stage 1 requirements related to CS call control, IMS session control and call/session charging.

The Call Control network service capability feature supports the following functionality:

1)
management function for call/session-related issues, e.g. enable or disable call/session-related event notifications.

2)
call/session control, e.g. route, disconnect
OSA Application Server is one of three types of applications servers to provide services in the IMS. OSA Application Server is connected by OSA API to OSA Service Capability Server (SCS) that is connected through ISC interface to S-CSCF and through Sh interface to HSS, see figure 7.1.
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Figure 7.1: Functional architecture for the provision of services from OSA Application Server in the IMS
7.2
Data Session Control

The Data Session Control SCF supports stage 1 requirements related to PS call control.

The Data Session Control network service capability feature supports the following functionality:

1)
management functions for data session related issues, e.g. enable or disable data session-related event notifications

2)
session control, e.g. route, disconnect.
7.3
Network User Location

The Network User Location SCF provides terminal location information, based on network-related information, and information concerning the geographical location. The following information is reported when requested provided that the network is able to support the corresponding capability:

-
user whom the report concerns;


-
VLR number;

-
Cell Global Identification or Location Area Identification;

-
location number (network specific, refer to ITU-T Q.763);
-
geographical location (e.g. in terms of universal latitude and longitude co-ordinates);

-
accuracy (value depending on local regulatory requirements and level of support in serving/home networks; note that the accuracy of the serving network might differ from that in the home environment);

-
age of location information (last known date/time made available in GMT).

An application uses this SCF to perform the following:

-
user location requests;

-
requests for starting (or stopping) the generation by the network of periodic user location reports;

· requests for starting (or stopping) the generation by the network of user location reports based on location changes;
· report of location information;

· notification of location update.

The application can also for each user start/stop receipt of notifications and modify the required accuracy by selecting another option from the network provided options.











7.4
User Status

The User Status SCF provides general user status monitoring. It allows applications to obtain the status of the user's terminal. 

7.5
Terminal Capabilities

The Terminal Capabilities SCF provides applications information about the terminal capabilities of the user. It shall be possible for an application to request Terminal Capabilities as defined by MExE (MExE User Profile) [1]. The terminal capabilities are provided by a MExE compliant terminal to the MExE Service Environment either on request or by the terminal itself.

Terminal Capabilities are available only after a capability negotiation has previously taken place between the user´s MExE terminal and the MExE Service environment as specified in [1].

NOTE: For Release 5 only WAP and MExE devices can supply terminal capabilities.

7.6
User Interaction

The User Interaction SCFs support stage 1 requirements for information transfer.

There are two user interaction SCFs:

-
Generic User Interaction: used by applications to interact with end users 

-
Call User Interaction: used by applications to interact with end users participating to a call. 

7.7
User Profile Management


User Profile information may be distributed between the Home Environment and the Home Environment Value-Added Services Providers. The HE-VASP may manage information specific to the services supported by their OSA applications. For this, they may use models and mechanisms, which are out of the scope of OSA Release 5.

Home Environment User Profile information consists of various user interface and service related information. Of particular interest in the context of Release 5 is the following information:

-
list of services to which the end-user is subscribed;

-
service status (active/inactive);

-
privacy status with regards to network service capabilities (e.g. user location, user interaction);

-
terminal capabilities.

Home Environment user profile information may be stored centrally, or the information may be distributed over relevant physical entities.

Terminal capabilities may be accessed by OSA applications through the network Terminal Capabilities SCF.

7.8
Charging

The Charging SCF addresses stage 1 requirements for charging related to service usage.

This SCF permits an application to access subscriber accounts maintained by the network and charge subscribers for service usage. 

Provided, that these functions are supported by the underlying network an application providing a service to the subscriber can use the Charging SCF to:

-
Check, if – for the service to be provided by the application – the charge is covered by the subscribers account or credit limit

-
Reserve – for the service to be provided by the application –  a charge in the subscribers account, that can be deduced from the account after service delivery.

-
Deduct an amount from the subscriber’s account. 

-
Release a reservation acquired earlier. 

-
Add non-monetary units to a subscriber’s account.

-
Deduct non-monetary units from a subscriber’s account.

Reverse a completed charge transaction, e.g. after repudiation.
7.9
Account Management

The Account Management SCF addresses stage 1 requirements related to the features to monitor subscriber's account:

-
retrieval of transaction history for a certain subscriber's account;

-
query of the balance of the account of one or several subscriber's;

-
request of notifications on certain criteria for one or several subscribers.
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