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Reason for change:
(

This CR proposes to clarify the RNC functionality (Iu mode) and MS functionality in case of IMSI paging. 23.236 states that the RNC shall temporarily store MSC/VLR identity for IMSI paging. Even in this case, the TMSI previously allocated by the MSC/VLR may be available in the MS. If IMSI paging is initiated, it is initiated by this MSC/VLR e.g. in case of MSC/VLR reset or unsuccessful TMSI paging. The MS may use the available TMSI to derive IDNNS, and the RNC may use the routing parameter of IDNNS to select the right MSC/VLR.

In specific cases, TMSI may not be available in the MS. This may happen e.g. after an unsuccessful location updating attempt. If no TMSI is available, the MS has to derive IDNNS from IMSI.

When replying to IMSI paging, the MS deriving IDNNS from IMSI does not send the complete IMSI to the RNC. The MS derives only 10 bits of IMSI, which may not be sufficient in the RNC to find the right MSC/VLR identity. In addition, the 10 bits derived from IMSI may not be unique.
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(

This CR proposes to allow deriving IDNNS from the available TMSI even in case of IMSI paging. It is also proposed that in 3GPP R5, the RNC may store (but does not have to store) the MSC/VLR identity for purposes to inrcrease the paging success rate.

In addition, the CR proposes to add an informative annex providing guideline for implementation of CN node selection based on IDNNS derived from IMSI.
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If this CR is not approved, the RNC has to store MS specific information (the MSC/VLR identity for IMSI) during IMSI paging. If paging response is not received by the RNC after certain time, the RNC has to remove the stored information. Storing the information derived from paging messages and comparing that to paging responses makes the procedure much more inefficient when kept in mind that pagings plays a remarkable amount of procedures in real networks.
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4.4
NAS Node Selection Function

This function is used in RAN nodes and potentially in CN nodes. In the RAN node the function selects the specific CN node (i.e. MSC or SGSN) to which initial NAS signalling messages or LLC frames are routed. The NRI identifies the specific CN node. If the NAS Node Selection Function has a CN node address configured for the NRI derived from the initial NAS signalling message or from the LLC frame then this message or frame is routed to this address. If no CN node address is configured for the derived NRI or if no NRI can be derived (e.g. the MS indicated an identity which contains no NRI) then the NAS Node Selection Function selects an available CN node (e.g. according to load balancing) and routes the message or LLC frame to the selected CN node.

The pool-area has no influence on the decisions of the NAS Node Selection Function as pool-areas may overlap. The NAS Node Selection Function in the RAN node derives the NRI from the IDNNS when the MS is supported in Iu mode. When the MS is supported in Gb mode the NRI is derived from the TLLI and for A interface mode the NRI is derived from the TMSI.

In case a MSC/VLR sends a paging-request/paging with IMSI, the NAS node selection function in the BSC in A or Gb mode shall upon reception temporarily store the MSC/VLR-identity of the node that issued the paging-request/paging message. If the NAS node selection function in A or Gb mode receives a paging-response with an IMSI then it should check the temporarily stored MSC/VLR-identities on entries matching this IMSI and forward the paging-response to the node identified by this MSC/VLR-identity.
In case a MSC/VLR sends a paging-request/paging with IMSI, the NAS node selection function in the BSC/RNC in Iu mode may upon reception temporarily store the MSC/VLR-identity of the node that issued the paging-request/paging message. If the NAS node selection function in Iu mode receives a paging-response with an IDNSS derived from IMSI, and if it has temporarily stored the MSC/VLR-identity then it should check the temporarily stored MSC/VLR-identities on entries matching this IDNSS and forward the paging-response to the node identified by this MSC/VLR-identity.  If no MSC/VLR-identity was stored or if it was lost, the NAS node selection function selects the CN based on the IDNSS derived from IMSI (see annex D).
In UMTS, an MS answering a paging with IMSI normally indicates in the response the IDNSS derived from TMSI. Temporarily storing the IMSI increases the success rate to reach the MS that have both lost their TMSI and are paged with IMSI. In GSM, an MS paged with IMSI always answer with IMSI. 
If the MSC/VLR initiates the paging procedure via Gs-interface the SGSN has to add the MSC/VLR-identity to the paging-request/paging message. 

 
An MS will return an Attach Request containing the IMSI parameter as a response to a PS IMSI paging. Also, a PS IMSI paging is not time supervised from the SGSN sending the message. Therefore the RAN node receiving such a paging request does not have to buffer the associated SGSN identity. This again means that the NAS Node Selection Function in the RAN node selects an available SGSN (e.g. according to load balancing) when it receives an Attach Request containing the IMSI parameter.
< Next modified section>

5.1
MS Functions

In Iu mode the MS provides the IDNNS to the RNC in the access stratum part of the RRC_initial_DT message as described in [5].
When the MS in Iu mode replies to IMSI paging, it shall derive IDNNS from TMSI if available. If TMSI is not available, the MS shall derive IDNNS from IMSI.
No changes are expected in the MS for Gb or A interface mode.

5.2
RNC Functions 

The RNC provides the NAS Node Selection Function. It masks the significant number of bits out of the IDNNS provided by the MS together with the initial NAS signalling message. The significant number of bits is configured in the RNC. The NAS Node Selection Function derives from the NRI the address of the specific CN node for the relevant domain (CS or PS). The association between NRI values and CN node addresses is configured in the RNC (O&M).

The RNC routes the initial NAS signalling messages according to the NRI and the "domain indicator" (CS or PS) to the relevant CN node if a CN node address is configured in the RNC for the specific NRI and the requested domain (CS or PS).

If no CN node address is configured in the RNC for the requested NRI or if the provided identity contains no NRI then the RNC routes the initial NAS signalling message to a CN node selected from the available CN nodes which serve the related domain (CS or PS). The selection mechanism is implementation dependent and should enable load balancing between the available CN nodes. 

In case a MSC sends a paging with IMSI, the RNC may, for purposes to increase the paging success rate, upon reception temporarily store the MSC/VLR-identity of the node that issued the paging message. If the MSC/VLR initiates the paging procedure via Gs-interface the SGSN has to add the MSC/VLR-identity to the paging message.
Annex D (informative)

Selection of CN node based on IDNSS derived from IMSI (informative)

This annex provides guidelines for the implementation of the NAS node selection function. In particular designer should pay attention to the following problem: If an MS which fails its first Location Update attempt with TMSI in a new LAI, the MS will mark its TMSI as invalid. When it will perform a new Location Update 15 second latter, it will therefore derived its IDNNS from IMSI. So even if the MS is still in same pool area, this second attempt may be routed to a different MSC.
Therefore inside a pool area, the same CN node should be normally selected based on same IDNSS derived from IMSI. 

The following mechanism is proposed:

IDNSS is used to derive a value (V) from 1 to 1024. 
The pool area is covered by N Core Network nodes (numbered from 1 to N). 
The selected CN node is equal to V modulo N. 
This mechanism provides a quite random spreading of mobiles among the available CN nodes for load sharing. If the selected CN node is not available, another CN node should be selected randomly.

Note: All MSs who have attached with IMSI in this pool area are most likely to stay connected to this same originally selected CN node. So if they lose their TMSI, and they access with IMSI, they are most likely to select the same CN node where they were previously connected. So such mechanism increases the success rate of paging with IMSI if RNC does not support the temporary storage of IMSI-MSC/VLR identity.
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