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1 General

 At the SA2#20 meeting held in Kobe, the password concept was proposed and addition of the password concept to TR was agreed. However, it was recognized that further discussion on a way to realize the password concept was needed. 

 Before discussion on a solution for the password concept is started, requirements for compliance with national regulatory guidelines should be clarified.

·  Purposes of this paper are;

· To clarify the scope in where national regulatory guidelines is applied
· To propose architectural requirements for compliance with national regulatory guidelines
· To propose a solution to satisfy above requirement
2.1 Requirements
· Scope in where national regulatory guidelines are applied

· A regulation established in a country is applied to subscribers of operators in the country.

· Example) The password concept shall be applied to subscribers of DoCoMo. But, it is not required to apply the password concept to subscribers of Vodafone who are roaming in DoCoMo.

· A regulation of home country can be applied in roaming case.

2.2 Example) The password concept shall be applied to subscribers of DoCoMo who are roaming in Vodafone.

· Architectural requirements for compliance with national regulatory guidelines

· It is desirable that introduction of a regulation of a country does not affect PLMN in other countries.
2 Solution of password concept

 In the case where location request is allowed from any GMLC, there are the following solutions for password concept so that the requirements described in section 2.1 are satisfied. 

Alternative A) Password is compared in GMLC. In order to satisfy the requirements, all GMLCs in other country should support the password function(See figure 1).

Alternative B) Password is compared in MSC/SGSN. In order to satisfy the requirements, all MSC/SGSNs in other country should support the password function(See figure 2)

 As mentioned above, introducing the password concept needs enhancement of other PLMNs if location request is allowed from any GMLC. Therefore, both of alternative A and B do not satisfy  the requirement described in section 2.2.

 However, the requirements described in section 2.2 can be satisfied if location request is allowed only from GMLC in the HPLMN. In this case, it is only needed that GMLC in the HPLMN supports password function(See figure 3).
4 Proposal

· This paper proposes;

· Requirements described in chapter 2 is agreed as working assumption.

· Password is compared in GMLC and location request is allowed only from GMLC in the HPMLN if password concept shall be applied.
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Figure 1
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Figure 2
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Figure 3: Proposed solution
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