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1. Introduction:

Terminal capabilities are a description of device capabilities and user preferences that can be used to guide the adaptation of content presented to that device. These can be for example, display size, HTML versions supported etc.

Terminal capabilities could be based on CC/PP (Composite Capabilities/Preferences Profiles), which is a Working Group in the W3C Consortium.

One thing to note, based on the CC/PP profiles, is that terminal capabilities can be of a large size.

This paper proposes to study how the IM Subsystem network could be made aware of the terminal capabilities.

2. Discussion:

2.1 To Pull or to Push?

Given the potential size of the terminal capabilities, we have to ensure that we do not unnecessarily send them over the air interface. Note that the CC/PP documents do not recommend either the pull or push method (“The CC/PP framework does not specify whether the client device or the origin server initiates this exchange of profiles”).

The following discusses the various approaches to terminal capability handling:

1. Pure Push - Send Terminal Capabilities profile with each Registration: The REGISTER message will contain the terminal capabilities as the payload. If other payloads exist (example CPL scripts) then Multipart MIME is used to send terminal capabilities profile information. 

Advantages: 

· No permanent network storage required across Registrations. 

· More accurate information as compared to having static profile data stored. Each registration brings in the latest terminal profile. This assumes that the subscriber cannot change terminals without re-registration, which seems reasonable. 

Disadvantages:

· Waste of bandwidth at each registration. 

· If the subscriber adds or removes terminal capabilities, he is forced to re-register. For example, if the subscriber adds a new plug-n-play camera to his device, the only way he can make the network aware of it, is by re-registration. 

· No way for the network to interrogate the subscriber for profile information. Example -  in case of loss of profile data. 

Optimizations:

a) An optimization would be to push the terminal capabilities profile once and only once at initial registration (service activation time) – but the obvious disadvantage is that this will quickly be outdated and hence not considered in detail.

b) Push the terminal capabilities profile for each terminal to be stored in the network – then retain only location of this profile in the UE. At each registration send only the location as reference. Example: Store SmartPhone and PDA terminal profiles in the network. The 200 OK contains the URL – http://www.home.net/profiles/sriram/PDA.xml this is stored off and used for further Registrations. The disadvantage is we need permanent storage on these devices – which may be a problem for SmartPhones (other generic small form factor devices).

2. Push & Modify  - Send profile with very first Registration and then only updates/changes are sent: The very first registration (say at service activation time) will contain the terminal capabilities. After that any changes will result in an upload, potentially using the REGISTER message with the Content-Disposition header. This addresses situations where subscribers may add on or remove devices (example snap on camera’s) on regular basis.
Advantages:

· Bandwidth savings as compared to Pure Push

· Accuracy of terminal capability information guaranteed.

Disadvantages:

· No way for the network to interrogate the subscriber for profile information. Example -  in case of loss of profile data.
· We still need to perform re-registration.
· Unless there is a way to indicate a delta in terminal capabilities, we have to push the entire profile with the addition/deletion.
3. Pure Pull - Allow the network to query for profile when necessary: The UE responds with its terminal capabilities when interrogated for it. The problem in this situation is what SIP request response mechanism can be used to handle this – SUBSCRIBE / NOTIFY is a candidate, the other would be for the network to send an INFO in the context of an existing session and have the UE send the profile in the 200 OK.

Advantages:

· The network may query the mobile at any time for profile information. At the extreme end of the spectrum it may do this in the context of every session, thus guaranteeing most up to date information.

· Network able to recover from situations where profile information is lost.

Disadvantages

· The mobile is not able to communicate any changes to the network. This become a problem especially if the time between network ‘Pulls’ is long.

4. Hybrid approach Use both Pull and Push as desired: This has the combined advantages of both the Push and Pull models, while optimization steps are taken to minimize all disadvantages. In this approach the mobile pushes information on service activation in a REGISTER message. All new terminals are treated in a similar fashion – that is they push information on being activated. The pushed information is stored in the network and a URL reference to the information is returned (in a 200 OK), which is stored in the mobile. This is one way for the mobile to know whether it has pushed its information previously or not i.e. if it is a new activation. At each REGISTER it sends the URL as payload, this allows the network to apply the correct set of profiles for the duration of the registration – again this assumes that changes of mobile equipment or changes of capabilities will require re-registration.

The Network may at any time query the mobile equipment for its terminal capabilities profile, the mechanism may be one of SUBSCRIBE/NOTIFY or INFO/200OK. The network forcing the mobile to re-REGISTER is another possible mechanism – how the network communicates that it requires profile information is an open issue. From a SIP extensibility position, the SUBSCRIBE/NOTIFY is recommended as the mechanism of choice. It must be noted that on network pull the mobile must send the entire profile and not the stored URL.

Advantages:

· Bandwidth savings using the URL approach

· Guarantees that the information stored and used is accurate.

· Network may recover in case the profile information is lost, by using pull.

Disadvantages:

· Both network and mobile become more complex to build.

Requirements of the Hybrid Approach:

· The mobile needs to have automatic detection of changes to software or hardware configuration. These changes have to be communicated with the network. This is like MS Windows detecting new hardware and automatically selecting the driver for it.

· To a lesser degree (optional), the mobile needs to allow the principal/subscriber to modify and push this information into the network. The only reason that this is a requirement is that the subscriber may perform an upgrade that may go undetected by the OS, also he may have an option that he does not want the network to be aware of (example he may have a color display but does not want to pay for color images).

· Mobiles need to support the Pull model – this includes understanding the SUBSCRIBE or INFO method and responding to such.

· Mobiles must be able to save off profile URL in non-volatile memory.
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Figure 1: Diagram taken from the CC/PP shows how profile information that is saved off may be retrieved and used. This illustrates the HTTP case.

2.2 Where is this information stored? How is it retrieved?

The Information is to be stored on a Functional Entity - the Terminal Capability Store (TCS).

Given the Sh interface from the SIP Application server and the OSA Gateway, a logical place to put the TCS would be the HSS. Thus function of the HSS would be enhanced by that of the TCS.

SIP Application Servers and the OSAG can retrieve the terminal capabilities information over the Sh interface and customize content delivery to the capabilities of the mobile equipment.

2.3 Terminal Capabilities Information Flow

This section looks at the retrieval and application of the terminal capabilities in the context of a call. The following graphic shows the retrieval of terminal capabilities and its application to a video call – the OSA application performs the retrieval and based on the terminal abilities selects the codecs for the ensuing INVITE. The Video Server needs access to the terminal profile for content massaging – this may either be sent from the OSAG or the Video Server may retrieve independently.

This call flow shows a pull model.
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3. Conclusion

We recommend that we should study how to support knowledge of terminal capabilities in the IM Subsystem, while using the existing mechanisms in place as much as possible.

We welcome feedback on the different models proposed as how to obtain this information.
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