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1.
BACKGROUND

This document proposes message flow sequences for the presence service, building on Vodafone’s contribution S2-012815 submitted at S2#20.

2.
INTRODUCTION

This paper considers the message flows between a user or entity (the A-Party) initiating a presence enquiry of another user or entity (the B-Party). In handling a request for presence information from the A-party, it is necessary to consider three different scenarios, depending on the location of the B-party. These are:

· B-party is in the same PLMN as the A-party

· B-party is in a different PLMN to the A-party

· B-party is not within a PLMN, but, for example, attached to the fixed Internet

To facilitate representation of the message sequence flows, the flows are split into two types:

· Outgoing presence enquiry

· Incoming presence enquiry

3.
OUTGOING PRESENCE ENQUIRY

3.1
B-party is in the same PLMN as the A-party
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Figure 1: Outgoing presence enquiry - B-party is in the same PLMN as the A-party

NOTE:
The need for an OGPS when both A and B parties are in the same network is for further study.

1. The A party asks Watcher Application A “is B attached”? The A party identifies B by B’s address (e.g. MSISDN or URI)

2. Watcher Application A ‘authenticates’ A and checks their credit status

3. Watcher Application A determines that B’s address belongs to the same PLMN as Watcher Application A.

NOTE:
If Watcher application A already has the address of B’s presence server then steps 4 and 5 are not necessary.

4. Watcher Application A sends a “Presence server address query for B”

Network processes request for presence server address (out of the scope of this message flow)

5. Presence server address returned to Watcher Application A

6. Watcher Application A sends a “Presence enquiry for B”

Network processes request for presence information (out of the scope of this message flow)

7. Send B’s status back to Watcher Application A.

8. Watcher Application A provides an answer to A.

NOTE:
Steps 7 and 8 are repeated as necessary if B party has been requested to provide regular presence updates.

3.2
B-party is in a different PLMN as the A-party
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Figure 2: Outgoing presence enquiry - B-party is in a different PLMN as the A-party

1. The A party asks Watcher Application A “is B attached”? The A party identifies B by B’s address (e.g. MSISDN or URI) 

2. Watcher Application A ‘authenticates’ A and checks their credit status

3. Watcher Application A determines that B’s address belongs to a different network as Watcher Application A.

4. Watcher Application A sends a “Presence enquiry for B” to Outgoing Gateway Presence Server.

5. The Outgoing Gateway Presence Server derives B’s network name from B’s address.

6. The Outgoing Gateway Presence Server sends a “Presence enquiry for B” to B’s PLMN.

7. B’s PLMN authenticates network A (details outside scope of this call flow)

Network B processes request from Network A for presence information (out of the scope of this message flow)

8. Send B’s status back to Watcher Application A (may be returned via OGPS)

9. Watcher Application A provides an answer to A

NOTE:
Steps 8 and 9 are repeated as necessary if B party has been requested to provide regular presence updates.

3.3
B-party is not in a PLMN (e.g. is fixed line attached in the Internet)

Editor’s note: This is the same as the flow in 3.2. If there is no difference between an enquiry originated to another PLMN and one originated to the Internet, then the flows of 3.2 and 3.3 may be combined.
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Figure 3: Outgoing presence enquiry - B-party is not in a PLMN (e.g. is attached in the Internet)

1. The A party asks Watcher Application A “is B attached”? The A party identifies B by B’s address (e.g. MSISDN or URI)

2. Watcher Application A ‘authenticates’ A and checks their credit status

3. Watcher Application A determines that B’s address belongs to a different network as Watcher Application A.

4. Watcher Application A sends a “Presence query for B” to Outgoing Gateway Presence Server

5. The Outgoing Gateway Presence Server derives B’s network name from B’s address.

6. The Outgoing Gateway Presence Server sends a “Presence query for B” to B’s Network.

NOTE:
An interworking function may need to be implemented, depending on the protocol supported by the Internet.

7. B’s network authenticates network A (details outside scope of this call flow)

Network B processes request from Network A for presence information (out of the scope of this message flow)

8. Send B’s status back to Watcher Application A (may be returned via OGPS)

9. Watcher Application A provides an answer to A

NOTE:
Steps 8 and 9 are repeated as necessary if B party has been requested to provide regular presence updates.

3.4 Cancellation of presence status request / other functions

An initial presence enquiry from the A-party can request regular presence updates to be sent by the B-party. The message flows for A to cancel the regular updates from B’s Presence Server, or for other Presence functions are for further study. However the message flows are likely to be similar to those given above.

4.
OUTGOING PRESENCE ENQUIRY

4.1
B-party is in the same PLMN as the A-party
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Figure 4: Incoming presence enquiry - B-party is in the same PLMN as the A-party

NOTE: The need for an IGPS when both A and B parties are in the same network is for further study.

1. Presence server address query is received

2. Address of B’s Presence server is returned

3. A presence enquiry for B is made to B’s presence server

4. Process request (e.g. check A is one of B’s buddy’s and B still wants A to watch him/her).

5. Raise charge record for A against A’s network (precise details are for further study)

6. Send B’s status back to Watcher Application A.

NOTE:
Step 6 is repeated as necessary if B party has been requested to provide regular presence updates.

4.2
B-party is in a different PLMN as the A-party
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Figure 5: B-party is in a different PLMN as the A-party

1. The Incoming Gateway Presence Server receives a “Presence enquiry for B.

2. B’s the Incoming Gateway Presence Server authenticates the source of the presence enquiry.

3. The Incoming Gateway Presence Server enquires of the HSS to identify the address of B’s presence server

4. HSS functionality returns the address of B’s presence server.

5. “Presence enquiry for B” is sent to B’s Presence Server

6. Process request (e.g. check A is one of B’s buddy’s and B still wants A to watch him/her).

7. Raise charge record for A against A’s network (precise details are for further study)

8. Send B’s status back to Watcher Application A in Originating PLMN (may be returned via IGPS).

NOTE:
Step 8 is repeated as necessary if B party has been requested to provide regular presence updates.

4.3
B-party is not in a PLMN (e.g. is fixed line attached in the Internet)

The message flows to handle a request for presence information from an Internet based presence entity is outside the scope of 3GPP specifications.

4.4 Cancellation of presence status request / other functions.

An initial presence enquiry from the A-party can request regular presence updates to be sent by the B-party. The B side message flows for cancellation of these regular updates, in response to a cancellation request from the A-party; and for other Presence functions are for further study. However the message flows are likely to be similar to those given above.

5. DISCUSSION

This contribution has presented different Presence Service message flows necessary depending on the location of the party for whom presence information is being requested. The objective has been to investigate whether any differences in the message flows need to exist, or whether the flows can be combined into a single message flow, independent of the location of the two parties.

6.
PROPOSAL

The messages flows from sections 3 and 4 should be included into a NEW section, entitled “information flows” of TR ab.cde “Presence Service: Architecture and Functional Description”.
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