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1 Introduction

Several drafting sessions dedicated to the Presence Service architecture have taken place over the last few months. However, to date the only documented output from the sessions has been the chairman’s meeting report. The purpose of this contribution is to collect the concepts of the principles agreed based on the conclusions noted in the meeting reports by the chairman.

At the last SA2 meeting in Kobe, it was decided that a technical report would be maintained in the form of a collection of ‘collective change requests’. Lucent Technologies proposes that for the purposes of this CR, this document could provide input to the TR.

2. The proposal in this document is that the text in sections 2 to 4 are included in the newly created TR. Section 5 and 6 covering the open issues should be discussed during the meeting to agree a resolution. 
2 New network entities to support the presence architecture

To date, the new functional entities on which agreement has been reached on include the Presence Server, the Incoming Gateway Presence server and the Outgoing Gateway Presence Server. Definitions for this functional entities shall be required in the future, however as a start, the following definitions are offered :

Presence Server (PSr): A functional entity that manages presence information for presentities. There may be several presence servers in the network but a presentity is always associated with a single presence server.

Incoming Gateway Presence Server (IGPS): A functional entity used to allow multiple points of ingress into a PLMN, and, to allow the request from the watcher to be routed to the correct presence server. 

Outgoing Gateway Presence Server (OGPS): A functional entity that provides a gateway function for watchers to access presence information about presentites external to the PLMN.

3 Reference Points to support the presence service architecture

As a result of the introduction of the above functional entities, as well as the flows that were discussed in the Vodafone contribution, S1-012815, some reference points were implied between these new nodes as well as between the HSS. (note  we assume that HLR functionality is included in the HSS)

3.1 Presence Server to IGPS

Requests from external watchers are routed to the presence server associated with the presentity via the IGPS. 

Presence Server to OGPS

Watcher requests for presence information about presentities external to the PLMN are channelled through the OCPG as it has the information required to route the request to the network associated with the presentity.

HSS to IGPS (Ph)

In order for the IGPS to determine the presence server associated with the presentity a query to the HSS is required. This reference point shall enable this query/response. 

3.2 Presence Server– Presentities (Pe)

This interface shall allow a presentity’s presence information to be supplied to the Presence Server.

3.3 Presence Server - Watchers (Pw)

This interface shall allow a Watcher application to request presence information. 

4 Snapshot of ‘agreed’ architecture

Based on the above information, a starting point for the architecture to support presence can be seen in figure 1 below.
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Figure 1 Current ‘snap shot’ of Presence Service Architecture 

5 Assumptions

Based on the discussions that lead to the above, a list of assumptions have been compiled that require verification by the SA2 Presence Drafting group. 

1. The OCPG, ICPG and a Presence Server may be co-located within the same node. 
2. Presence servers internal to a PLMN are inter-connected. (Should the architecture diagram be updated to include this interface?)
3. An OGPS does not require access to the HSS to determine the external network. However this is not excluded as a possibility.

Open Issues/Questions

3. The Vodafone contribution S2-012815 alludes to the possibility for a presence server to report presence information directly to an external watcher without a gateway being involved. Given the principles governing the need for having gateways (e.g., security, routing efficiency, protocol mapping, etc) a suggestion is that direct interactions of inter-PLMN watcher-to-presence server should be avoided.
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