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1 Introduction

The issue of correlation between the IMS and the PS domain for charging has been discussed in Kobe and no conclusion has been reached yet. There was however an agreement that there is a need for a correlation identifier between the two. It is still an open point where this correlation identifier is first generated, and how it is distributed to other network elements. 

During  SA2# 20 in Kobe, Alcatel presented contribution S2-012812 which enumerated four alternative solutions for correlation  between  the PS domain and IMS. 

In summary, the four solutions were:
A: correlation identifier generated at the PS domain and distributed to the IMS via Go

B: correlation identifier generated at the IMS and distributed to PS domain via Go

C: correlation identifier generated at the IMS and distributed to PS domain via UE

D: correlation identifier generated by the UE and distributed to the IMS and PS domain.

This contribution is a revision of S2-012812, taking into consideration the discussions of the Kobe meeting. Note that solution D is not considered anymore, as there was a general consensus that the UE shall not be responsible for generating the correlation identifier.

2 Correlation Solutions 

Solution A: PS Domain to IMS   

In this solution, the PS domain is responsible for generating the charging correlation identifier and communicating it to the IMS.

Once a SIP session is setup,   the corresponding PDP context(s) are activated and a correlation identifier generated at the PS domain can be communicated to the IMS via the Go interface as illustrated in figure 1.  
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Figure 1. Solution A

Step (1) represents the SIP session setup. This is manifested by the SIP invite message  and the capability negotiations end to end. 

Step (2) is the activation of the PDP context(s) related to the session set up in step 1.  The GGSN interacts with the P-CSCF (PCF) for QoS authorization and policy control during PDP context activation. The SGSN may also interact with a CSE via CAP during this step in order to control the PDP context (i.e. setting rules for charging in the framework of an online service).

A correlation identifier is generated for each PDP context during this step at the GGSN.  A proposal to use the GGSN address along with the GPRS charging Id as a correlation identifier has been suggested in Siemens/S2-012832 in Kobe.

Step (3)  allows to communicate the correlation information to the IMS. Transmission to the IMS is  done via the Go interface. According to Siemens/S2-012832 from Kobe,  this can be performed either as part of the QoS authorization dialog between GGSN and P-CSCF or possibly using a new message exchange between P-CSCF and GGSN. This new message exchange is performed after the SIP COMET message, which is sent during resource reservation.

This correlation identifier is then sent to the  S-CSCF and application environment via SIP.  

Step (4) The CSE may have to modify the charging rules already sent to the SGSN at PDP context activation (I.e. during step 2) if it gets information on the use of the PDP context in the framework of an IMS session.  

Solution A has the following advantages:

· It is compatible with existing PS domain charging mechanisms.  

· For online services, the existing CAP standard may be used without modification.  Although   taking into consideration  signaling PDP contexts, CAP might require some changes in order for online to take into account the charging implications. 

The drawbacks of this solution can be summarized as follows:

· The IMS charging becomes access dependent. IMS control entities and SIP would have to handle PS domain related charging information. 

· Multiple PDP contexts may be linked to a single session. If a correlation identifier is generated per PDP context, then there may be potentially several correlation identifiers for each PDP context. 

· How SIP  will carry  the PS domain generated correlation Id  needs to be defined.

· How the Go interface is used to carry the correlation identifier needs to be defined.

· The CSE starts controlling a PDP context (e.g. by setting charging rules in the framework of a online service) before it knows the actual use of this PDP context by an IMS session. When the CSE gets this knowledge, it may have to modify the charging rules already dictated to the SGSN. This leads to a synchronization problem for online charging between the IMS and the PS domain.

SOLUTION B:  IMS to PS Domain (via Go)

In this solution, The IMS generates the correlation identifier and propagates it to the PS domain. This  correlation identifier would have to be communicated to the GGSN and SGSN as illustrated during PDP context activation. For online charging, such information would have to be transmitted by the SGSN to the CSE (via CAP).
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Figure 2. Solution B

Step (1) represents the SIP session setup. This is manifested by the SIP invite message and the capability negotiations end to end.  The charging correlation identifier is generated during this step.  

Step (2) is the activation of the PDP context(s) related to the session set up in step 1.  The GGSN interacts with the P-CSCF (PCF) for QoS authorization and policy control. The correlation identifier is communicated to the PS domain during this step. The GGSN can for example,  request correlation information at PDP context activation. This correlation information is then propagated to the SGSN.     For online charging, the SGSN would have to communicate the correlation identifier to the CSE via CAP and get for instance charging rules for the PDP context. 

Solution B has the following advantages: 

· It is access independent.  This mechanism can be reused for other access domains. 

· Since several PDP contexts can relate to a single session/application, using this approach allows to naturally map all these related PDP contexts to the same IMS generated correlation identifier.   

· For online charging, the SGSN needs to interact only once at PDP context activation for setting charging rules. 

The drawbacks of this solution can be summarized as follows:

· CAP would have to carry the IMS correlation identifier between SGSN and the CSE for online charging.  

·  Updates to GTP to propagate the correlation Identifier from GGSN to SGSN during PDP context activation.   

· How SIP will carry  the correlation id  between different elements needs to be defined.  

SOLUTION C: IMS to PS Domain (via UE)

Similarly to solution B,  the IMS is responsible of  generating the correlation identifier and  providing it to the PS domain.  The difference is that in this case, it is communicated to the UE which in turn provides it to the PS domain at PDP context activation as illustrated in figure 3. The charging correlation identifier can be handled in the same way as the binding information. However, The authorization token cannot be used for this purpose since several authorization tokens can be allocated to a single session at different times. 
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Figure 3. Solution C

Step (1) represents the SIP session setup. This is manifested by the SIP invite message  and the capability negotiations end to end. The charging correlation information is generated during this step and communicated to the UE. 

Step (2) is the activation of the PDP context(s) related to the session set up in step 1.  The UE includes the charging correlation identifier in the PDP context activation procedures along with the binding information. The GGSN interacts with the P-CSCF (PCF) for QoS authorization, policy control, and charging correlation identifier verification to ensure that the UE provides the correct values to the PS domain. For online charging, the SGSN would have to communicate the correlation information to the CSE via CAP and get for instance charging rules for the PDP context. 

Solution C has the following advantages: 

· It is access independent.  This mechanism can be reused for other access domains. 

· Since several PDP contexts can relate to a single session/application, using this approach allows to naturally map all these related PDP contexts to the same correlation information.  

· For online, the SGSN needs to interact only once at PDP context activation for setting charging rules.

The drawbacks of this solution can be summarized as follows:

· CAP would have to carry the IMS correlation identifier between SGSN and the CSE for online.  

· Updates to the PDP context activation procedure to carry the charging correlation information. First from the UE to the SGSN, and from the SGSN to the GGSN. 

· How SIP will carry the correlation identifier from IMS to UE and between network elements needs to be defined.

· There are security/fraud implications when the UE is trusted to handle charging correlation identifiers. 

3 Summary

Various solutions have been outlined in this contribution in order to stir the discussions with regards to charging correlation between the IMS and the PS domain.  

Alcatel believes that solutions in which correlation information is generated first by IMS then transferred to the PS domain (solutions B and C) have more merit. Solution C however has security/fraud implications because it involves the UE handling the correlation identifier and is therefore not recommended. Solution B preserves independence of the IMS from access related charging information. Furthermore, as multiple PDP contexts related to a session are activated after the session has already been setup, the same correlation identifier can used by all these PDP contexts. Additionally, synchronization of  online  charging (between IMS and PS domain) can be done more efficiently. 

4  Proposal

 It is proposed to adopt solution B as follows:

1) A correlation Identifier is used between the IMS and the PS domain.

2) The correlation identifier is generated at the IMS and communicated to the PS domain via Go

3) The correlation identifier is generated at session setup time.
4) The correlation identifier is generated by the first IMS network element involved in the session setup. When the session is initiated by the UE, it is the role of the P-CSCF to generate this correlation identifier. In some cases, the application server  acts as an originating user agent. In this case, it is the AS that generates the correlation identifier.







Page 1

_1065437429.doc










SGSN







P-CSCF







PS  Domain







AS







GGSN







S-CSCF







IMS







A-Party







B-Party







(1)







(2)







(3)







CSE







(4)












_1065426561.doc










SGSN







P-CSCF







PS  Domain







AS







GGSN







S-CSCF







IMS







A-Party







B-Party







(1)







(2)















CSE




















