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Introduction

The current specifications allow use of Policy Control Functions (PCF) to be implemented as either a co-located part of the Call State Control Function (CSCF) or external to the Call State Control Function.  The 23.207 is based on the working assumption that the PCF will be external to the GGSN.

This CR is intended to amend the 23.207 in line with the existing network architecture.

Information

1) The 23.207 appears to make the assumption that the PCF will always be implemented as part of the P-CSCF or external to the GGSN.  This is not necessarily the case as from 23.207 para 5.1: 

It is also possible to implement a policy decision element internal to the IP BS Manager in the GGSN. The IP policy architecture does not mandate the policy decision point to be external to the GGSN. 

As the PCF is the Policy Decision Point, implementation can therefore be internal to the GGSN.

2) The 23.207 uses the term “interface” for the reference point which is defined as ‘Go’ at para 6a.7.10 in the 23.002 Network Architecture specification.  The 23.207 implies the use of a mandated protocol which is not the case when the PCF is co-located within the GGSN

3) If the PCF implementation is chosen to be internal to the GGSN, as current procedures allow, the Go reference point will exist within the GGSN and as such no protocol is mandated or defined for use between GGSN and PCF.  It follows that the use of COPS protocol procedures are for the case where the PCF is external to the GGSN

Implementation

Propose amendments to  the 23.207 to reflect the term “reference point” in place of “interface” for the Go reference point.

Propose to clarify that where the 23.207 refers to use of COPS protocol over the Go Reference Point between the PCF and GGSN that this is the case where the PCF is external to the GGSN 
Reference(s):

1. 3G TS23.207 “End-to-End QoS Concept and Architecture”

2. 3G TS23.002,  “Network architecture”
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5.1.1
Description of functions

5.1.1.1 
QoS management functions for end-to-end IP QoS in UMTS Network

NOTE:
The end-to-end QoS management functions do not cover the cases of a circuit switched service, or an IP service interworking with an ATM service at the gateway node.
IP BS Manager uses standard IP mechanisms to manage the IP bearer services. These mechanisms may be different from mechanisms used within the UMTS, and may have different parameters controlling the service. When implemented, the IP BS Manager may include the support of DiffServ Edge Function and the RSVP function. The translation/mapping function provides the inter-working between the mechanisms and parameters used within the UMTS bearer service and those used within the IP bearer service, and interacts with the IP BS Manager. In the GGSN, the UMTS QoS parameters are mapped into IP QoS parameters, where needed.  In the UE, the QoS requirements determined from the application layer (e.g., SDP) are mapped to either the PDP context parameters or IP layer parameters (e.g., RSVP).

If an IP BS Manager exists both in the UE and the Gateway node, it is possible that these IP BS Managers communicate directly with each other by using relevant signalling protocols. 

The required options in the table define the minimum functionality that shall be supported by the equipment in order to allow multiple network operators to provide interworking between their networks for end-to-end QoS. Use of the optional functions listed below, other mechanisms which are not listed (e.g. over-provisioning), or combinations of these mechanisms are not precluded from use between operators. 

The IP BS Managers in the UE and GGSN provide the set of capabilities for the IP bearer level as shown in Table 1. Provision of the IP BS Manager is optional in the UE, and required in the GGSN. 

Table 1: IP BS Manager capability in the UE and GGSN

	Capability
	UE
	GGSN

	DiffServ Edge Function
	Optional
	Required

	RSVP/IntServ
	Optional
	Optional

	IP Policy Enforcement Point
	Optional
	Required (*)


 (*)Although the capability of IP policy enforcement is required within the GGSN, the control of IP policy through the GGSN is a network operator choice. 
Figure 2 shows the scenario for control of an IP service using IP BS Managers in both possible locations in the UE and Gateway node. The figure also indicates the optional communication path between the IP BS Managers in the UE and the Gateway node.
Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer.  These mechanisms may be conformant to, for example, the framework defined in IETF [RFC2753] "A Framework for Policy-based Admission Control" where the PCF is effectively a Policy Decision Point (PDP).  The PCF makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP Policy Enforcement Point (PEP).

The Policy Control Function (PCF) is a logical entity of the P-CSCF. If the PCF is implemented in a separate physical node, the interface between the PCF and P-CSCF is not standardized.

The Reference Point between the PCF and GGSN is specified within 3GPP, named GoReference Point, and is included in the Reference Architecture depicted in TS23.002.  The protocol interface between the PCF and GGSN supports the transfer of information and policy decisions between the policy decision point and the IP BS Manager in the GGSN. 

The PCF makes policy decisions based on information obtained from the P-CSCF.  In the P-CSCF(PCF), the application level parameters (e.g., SDP) are mapped into IP QoS parameters.  The P-CSCF (PCF)  is in the same domain as the GGSN or has a trust relationship with the GGSN. 

NOTE:
Currently in IETF, inter-domain policy interactions are not defined. 
5.1.2
Allocation of QoS management functions

5.1.2.1 QoS management functions for end-to-end IP QoS 

The QoS management functions for controlling the external IP bearer services and how they relate to the UMTS bearer service QoS management functions are shown in Figure 2. 
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Figure 2: QoS management functions for UMTS bearer service in the control plane and QoS management functions for end-to-end IP QoS (example showing PCF co-located with P-CSCF)
NOTE:
The dimmed boxes in Figure 2 are clarified in TS23.107.

NOTE:
The following will be revisited in the Release 6 timeframe: - the possible reuse of the protocols via the Go reference point between the GGSN and other application servers, and possible interfaces between the PCF and the P-CSCF, and between the PCF and other application servers.

[Editorial note: Figure 2 and this chapter shows UE only as a combined element.  This TS also need to consider the case where the TE and MT are split. A section providing the split and the distribution of functionality need to be added to this TS and is for further study. Standardization of the interface between the TE and MT is the responsibility of the 3GPP working group TSG T2, and is outside the scope of this TS.]

5.2.1
GGSN

This clause provides functional descriptions of capabilities in GGSN. The capabilities are part of IP BS Manager (see 5.1.1.1) or corresponding user plane functions.   Determination of exactly which functions are required to support interoperator and multi-vendor aspects are not addressed in this clause.

The DiffServ Edge Function shall be compliant to the IETF specifications for Differentiated Services. The IETF Differentiated Services architecture will be used to provide QoS for the external bearer service.
RSVP/IntServ Function 

[Editors note:  Detailed functional description of RSVP/IntServ Function is FFS]

The RSVP Sender/Receiver Proxy uses information derived from the Go Reference Point and acts as an RSVP endpoint towards the external network, generating and responding to per-flow RSVP messages on behalf of the UE.  In the uplink direction, the RSVP Sender Proxy originates the Path message on behalf of the UE. It must also periodically refresh the Path message and correctly terminate the Resv, ResvTear and PathErr messages for the session.  In the downlink direction, the RSVP Receiver Proxy terminates the Path message and generates the Resv message on behalf of the UE.  A Resv Proxy state is installed which act as if the proxy has received a Resv from the true endpoint UE.  This involves reserving resource, if required, sending periodic refreshes of the Resv message and tearing down the reservation if the Path is torn down.  
[Editors note:  Detailed functional description of how GGSN identify that RSVP SenderRreceiver Proxy shall be activated is FFS]

The Service-based Local Policy Enforcement Point controls the quality of service that is provided to a set of IP packets (or IP "flow") defined by a packet classifier.   The policy enforcement function includes policy-based admission control that is applied to the IP bearers associated with the flow, and configuration of the packet handling and policy based "gating" functionality in the user plane.   Service-based local policy decisions are either "pushed" to or requested by the GGSN via the Go Reference Point.

Policy-based admission control ensures that the resources that can be used by a particular IP flow are within the "authorized resources" specified via the GoReference Point.  The authorized resources provide an upper bound on the resources that can be reserved or allocated for an IP flow.  The authorized resources may be expressed as an Intserv-style Flowspec.   This information is mapped by the translation/mapping function in the GGSN to give the authorized resources for UMTS bearer admission control.

In the user plane, policy enforcement is defined in terms of a "gate" implemented in the GGSN. A gate is a policy enforcement function that interacts  through Go Reference Point with PCF as the Policy Decision Point  for QoS resource authorisation at the IP BS level for a unidirectional flow of packets.  Gate operations as defined in TS23.228 are to define the control and to manage media flows based on policy, and are under the control of PCF.  A gate operates on a unidirectional flow of packets, i.e., in either the upstream or downstream direction.  A gate consists of a packet classifier, a traffic metering function, and user plane actions to be taken for the set of packets matching the classifier.    When a gate is enabled, the packets in a flow are subject to the Diffserv edge treatment (policing or marking) as determined by traffic metering and user plane actions.  When a gate is disabled, all of the packets in the flow are dropped.    

…….

……..

…………

…..……….
5.2.3
P-CSCF(PCF)

This clause provides functional  descriptions of capabilities in  P-CSCF(PCF).  Determination of exactly which functions are required to support interoperator and multi-vendor aspects are not addressed in this clause.

Service-based Local Policy Decision Point

-
Authorize QoS resources (bandwidth, etc.) for the session. The P-CSCF (PCF) shall use the SDP contained in the SIP signaling message to calculate the proper authorization. The authorization shall be expressed in terms of the IP resources to be authorized. The authorization shall include limits on IP packet flows and restrictions on IP destination address and port.

-
The P-CSCF (PCF) shall be able to decide if new QoS authorization (bandwidth, etc.) is needed due to the mid-call media or codec change. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flows change. 

-
The PCF functions as a Policy Decision Point for the service-based local policy control.

-
The PCF shall exchange the authorization information with the GGSN via the Go Reference Point.

-
PCF provides final policy decisions controlling the allocated QoS resources for the authorized media stream. The decision shall be transferred from the PCF to the GGSN.

-
At IP multimedia session release, the PCF) shall revoke the QoS resource authorization for the session.

Binding Mechanism Handling
-
The PCF generates an authorization token for each SIP session and send the authorization token to the UE in the SIP message. The authorization token may contain information that identifies its generator. The authorization token shall be unique across all PDP contexts associated with an APN. The authorization token conforms to the IETF specification on SIP Extensions for Media Authorization.

-
The PCF shall generate a new authorization token when a new authorization is required.

5.3
Go Reference Point (PCF – GGSN)

5.3.1
Go Functional Requirements 

The GoReference Point allows service-based local policy and QoS inter-working information to be "pushed" to or requested by the GGSN from a Policy Control Function (PCF).   The Go Reference Point provides information to support the following functions in the GGSN:

· Control of Diffserv inter-working

· Control of RSVP admission control and inter-working

· Control of service-based policy "gating" function in GGSN

· UMTS bearer authorization
· QoS charging related function

If the PCF is provisioned external to the GGSN the interfaces over the Go Reference Point may use the COPS protocol.  The Common Open Policy Service (COPS) protocol supports a client/server interface between the Policy Enforcement Point in the GGSN and Policy Control Function (PCF).  The GGSN – External PCF interface shall conform to the IETF COPS framework as a requirement and guideline for Stage 3 work. 

The COPS protocol allows both push and pull operations. For the purpose of the initial authorisation  of QoS resources the pull operation shall be used. Subsequently the interactions between the PCF and the GGSN may use either pull or push operations.

Policy decisions may be stored by the COPS client in a local policy decision point allowing the GGSN to make admission control decisions without requiring additional interaction with the PCF.  

5.3.2
Information Elements Exchanged (External PCF – GGSN) via Go Reference Point
The COPS protocol supports several messages between a client and server.   These messages consist of the following operations that may be performed:

· Client-Open/Client-Accept/Client-Close

· Request

· Decision

· Report State

· Delete Request State

· Keep Alive

· Synchronize State Request/Synchronize State Complete

…….

……..

…………

…..……….
6.3.1
Authorize QoS Resources

The Authorize QoS Resources procedure is triggered by the P-CSCF receiving a SDP message. The SDP message contains sufficient information about the session, such as the end-points, bandwidth requirements, and the characteristics of the media exchange.

The PCF shall authorize the required QoS resources for the session and install the IP bearer level policy based on information from the P-CSCF.  In order to ensure that the IP bearer flow correlates to the one approved during the SIP session establishment, the SIP extensions for media authorization proposed in IETF shall be used.

The Authorization-Token is generated by the PCF and sent to the UE.  For the originating UE, the Authorization-Token shall be included in the SIP message (183) from P-CSCF to the UE.  For the terminating UE, the Authorization-Token shall be  included in the SIP Invite message from P-CSCF to the UE.

The PCF, which is the Policy Decision Point (PDP) makes decision and communicates these decisions to the IP BS Manager in the GGSN, which is the Policy Enforcement Point (PEP) for the IP bearer service. 
For the purpose of the initial authorization of QoS resources the pull operation shall be used.  (Reference Section 5.3 Go Reference Pointfor details.) 
The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.

…….

……..

…………

…..……….
6.3.2
Resource Reservation Message Flows – PCF External to GGSN
6.3.2.1
Service-based Local Policy – PCF External to GGSN
For this case, Service-based Local Policy is added to the GPRS bearer establishment procedures specified in TS23.060.

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and DiffServ inter-working.  

The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
…….

……..

…………

…..……….

6.3.2.2
Resource Reservation with End-to-End RSVP – PCF External to GGSN
For this case, RSVP is added to the GPRS bearer establishment procedures specified in TS23.060, with no Service-based local policy.

Note:  The diagrams in this subsection depict one possible signalling sequence, however, the alternative signalling sequences below are possible: 

-
to trigger the Create PDP Context Request message after the PATH message.

-
to trigger the Create PDP Context Request message after the RESV message.
-
to trigger only one PDP context after all RSVP exchanges have completed. 
Note:  The diagrams in this subsection depict the case when the GGSN is not RSVP aware, however, the alternative of GGSN being RSVP aware is also possible.

The following figure is applicable to the Mobile Originating (MO) side.

…….

……..

…………

…..……….

6.3.2.3
Resource Reservation with End-to-End RSVP and Service-based Local Policy – PCF External to GGSN
For this case, Service-based Local Policy and RSVP are added to the GPRS bearer establishment procedures specified in TS23.060.

Note:  The diagrams in this subsection depict one possible signalling sequence, however, the alternative signalling sequences below are possible: 

-
to trigger the Create PDP Context Request message after the PATH message.

-
to trigger the Create PDP Context Request message after the RESV message.

-
to trigger only one PDP context after all RSVP exchanges have completed. 

Note:  The diagrams in this subsection depict the case when the GGSN is RSVP aware, however, the alternative of GGSN not being RSVP aware is also possible.

This section provides the flows for bearer establishment, resource reservation and policy control with RSVP.

The following figure is applicable to the Mobile Originating (MO) side.

…….

……..

…………

…..……….

6.3.2.4
Service-based Local Policy and RSVP Sender/Receiver Proxy – PCF External to GGSN
For this case, Service-based Local Policy and RSVP Sender/Receiver Proxy are added to the GPRS bearer establishment procedures specified in TS23.060.

The SIP QoS precondition met criteria for this case is the successful activation of PDP context, and does not depend on the RSVP aspect.  In this case, the use of RSVP may be intended to enable the external network provider to support traffic engineering, efficient resource management, and call blocking if needed to handle temporary overload conditions.  If the RSVP setup is unsuccessful, it is operator choice to have for example the GGSN initiate a PDP context deactivation. 

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and RSVP inter-working.  

The following figure is applicable to the Mobile Originating (MO) side.

…….

……..

…………

…..……….

6.3.3
Approval of QoS Commit – PCF External to GGSN
The Approval of QoS Commit procedure is triggered by the P-CSCF receiving a 200 OK message.

The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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Figure 11:  Approval of QoS Commit

1)
The P-CSCF receives the 200 OK message.  PCF approves the QoS Commit based on local policy.

2)
The PCF shall send a COPS DEC message to the GGSN to open the ‘gate’ e.g., enable the use of the authorised QoS resources, unless this was done based on local policy at the time the QoS resources were authorised.

3)
The GGSN receives the COPS DEC message and opens the ‘gate’ e.g., enables the use of the authorised QoS resources, and sends a COPS RPT message back to the PCF.

4)
The P-CSCF forwards the 200 OK message to the next hop. 






�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the CR number here. This number is allocated by the 3GPP support team.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the lastest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��http://www.3gpp.org/3G_Specs/3G_Specs.htm�


�PAGE \# "'Page: '#'�'"  �Page: 1��� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter a concise description of the subject matter of the CR. It should be no longer than one line.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. Work item acronyms are listed in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/�


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter the date on which the CR was last revised.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report 21.900 "3GPP working methods".


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. essential correction).


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter each the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter an X in the box if any other specifications are affected by this change.


�PAGE \# "'Page: '#'�'"  �Page: 1��� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �Page: 1��� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





3GPP


_1044619338.doc


RAB







Manager







UMTS BS







Manager







UMTS BS







Manager







UMTS BS







Manager







Subsc







r







.







Control







Adm







./Cap.







Control







Transl







.







UE







Gateway







CN EDGE







UTRAN







Ext







Service







Control







Iu







 BS







Manager







Radio







BS







Manager







Iu







 NS







Manager







UTRA







ph







. BS M







Radio







BS







Manager







UTRA







ph







. BS M







Adm







./Cap.







Control







Adm







./Cap.







Control







Adm







./Cap.







Control







Iu







 BS







Manager







Iu







 NS







Manager







CN BS







Manager







CN BS







Manager







service primitive interface







BB NS







Manager







BB NS







Manager







protocol interface







Ext







Netw







.







IP BS







Manager







Transl







.







IP BS







Manager







Policy Control







Function







local







SIP proxy







P-CSCF












