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Background:

The selection of the correct CN node in networks with “Intra Domain Connection of RAN nodes to multiple CN nodes” is performed by the NAS node selection Function (NNSF) in the RNC/BSC. This NNSF relies on the availability of a Network Resource Identifier (NRI) in the initial messages from the MS. The NRI is provided as part of the (P-)TMSI to the MS. Therefore the usage of (P-)TMSI is demanded in networks where “Intra Domain Connection of RAN nodes to multiple CN nodes” is used.

Problem:

Even if the usage of (P-)TMSI is enabled in a network the CN nodes may in certain cases decide to use the IMSI for establishment of terminating calls (e.g. a terminating call request after VLR-restart). In these cases when no (P-)TMSI is available the CN nodes will send a paging with IMSI. For the usage of mobile identities TS 24.008 (chapter 10.5.1.4) specifies: “For mobile terminated call establishment the mobile station shall select the same mobile identity type as received from the network in the PAGING REQUEST message”. So even if a valid (P-)TMSI would be available in the MS the paging response will include IMSI which is unsuitable for the NNSF to derive the serving CN node. Since PS-paging is not supervised by the SGSN and the MS will locally detach (RAI and P-TMSI are deleted) if paged by IMSI there is no problem in the PS-domain. The MS will respond with a new attach-request with IMSI and NNSF can re-distribute the subscriber to any available SGSN. In the CS-domain paging procedures are supervised by network timer T3113 in the MSC and the paging response message has to be returned to the correct MSC to complete the CM establishment procedure. This procedure is not covered in TS 23.236, and functionality in 23.236 has to be enhanced to cope with this procedure.

Proposed solution:

The proposed solution is that the RNCs/BSCs in a network using “Intra Domain Connection of RAN nodes to multiple CN nodes” keep track of the CS-paging messages that are sent with mobile-identity type IMSI. If such a message is detected the BSCs/RNCs temporarily store the IMSI and the address of the related MSC/VLR that issued that paging. The address should be of type VLR-number as it is used to establish an association between MSC/VLR and SGSN on the Gs-interface.

When the paging response is received with this IMSI the NNSF can then derive the associated MSC/VLR number and forward the paging response to the serving node.
In case a CS-paging is sent via Gs-interface the SGSN has to include the VLR-number in the paging-request (Gb-mode) to the BSC and the paging (Iu-mode) to RNC. This VLR-number shall only be used in the BSC/RNC i.e. it shall not be sent in the air-interface paging-request to the MS. 

Proposal:

It is proposed to add the proposed text to the relevant sections of 23.236.


4.4
NAS Node Selection Function

This function is used in RAN nodes and potentially in CN nodes. In the RAN node the function selects the specific CN node (i.e. MSC or SGSN) to which initial NAS signalling messages or LLC frames are routed. The NRI identifies the specific CN node. If the NAS Node Selection Function has a CN node address configured for the NRI derived from the initial NAS signalling message or from the LLC frame then this message or frame is routed to this address. If no CN node address is configured for the derived NRI or if no NRI can be derived (e.g. the MS indicated an identity which contains no NRI) then the NAS Node Selection Function selects an available CN node (e.g. according to load balancing) and routes the message or LLC frame to the selected CN node.

The pool-area has no influence on the decisions of the NAS Node Selection Function as pool-areas may overlap. The NAS Node Selection Function in the RAN node derives the NRI from the IDNNS when the MS is supported in Iu mode. When the MS is supported in Gb mode the NRI is derived from the TLLI and for A interface mode the NRI is derived from the TMSI.

It is FFS whether a NAS Node selection Function is needed in the CN nodes or whether all selection is fixed by configuration. In the CN node the NAS Node Selection Function selects the new CN node to which a handover or relocation is performed when the MS leaves the pool-area. This selection may base on load balancing between the available CN nodes only, for example. The NAS Node selection Function may not need to evaluate the NRI, as the CN node may have better knowledge about candidate CN nodes for the handover, especially for the case when CN nodes of multiple CN operators are connected to one RAN. Furthermore, in the CN node the NAS Node Selection Function selects at the Gs interface of the SGSN with which MSC the association for combined procedures is established. 
If a CS paging-request/paging with IMSI is received in a RAN node, the NAS node selection function shall temporarily store the IMSI and the associated serving MSC/VLR number. If a VLR-number is received from the SGSN then this VLR-number should be used as serving MSC/VLR number.
If no NRI is received from the MS in a paging response message, i.e. the mobile uses mobile-identity type IMSI, then the NAS node selection Function shall first check the temporary IMSI storage. If the IMSI and an associated MSC/VLR number are available, then the request shall be routed to this node. 
An MS will return an Attach Request containing the IMSI parameter as a response to a PS IMSI paging. Also, a PS IMSI paging is not time supervised from the SGSN sending the message. Therefore the RAN node receiving such a paging request does not have to buffer the associated SGSN identity. This again means that the NAS Node Selection Function in the RAN node selects an available SGSN (e.g. according to load balancing) when it receives an Attach Request containing the IMSI parameter.
5.2 RNC Functions 

The RNC provides the NAS Node Selection Function. It masks the significant number of bits out of the IDNNS provided by the MS together with the initial NAS signalling message. The significant number of bits is configured in the RNC. The NAS Node Selection Function derives from the NRI the address of the specific CN node for the relevant domain (CS or PS). The association between NRI values and CN node addresses is configured in the RNC (O&M).

The RNC routes the initial NAS signalling messages according to the NRI and the “domain indicator” (CS or PS) to the relevant CN node if a CN node address is configured in the RNC for the specific NRI and the requested domain (CS or PS).

If no CN node address is configured in the RNC for the requested NRI or if the provided identity contains no NRI then the RNC routes the initial NAS signalling message to a CN node selected from the available CN nodes which serve the related domain (CS or PS). The selection mechanism is implementation dependent and should enable load balancing between the available CN nodes.
If a CS paging is received with mobile identity type IMSI then the RNC should temporarily store the IMSI and the associated serving VLR number. For a CS-paging via the PS domain, the serving MSC/VLR is identified by the VLR-number provided by the SGSN.
5.3 BSC Functions

5.3.1
A interface mode

The BSC provides the NAS Node Selection Function. It is aware whenever a new RR connection is established. In particular, the BSC always examines the content of the Initial Layer 3 message sent by the MS in order to determine the position of the MS Classmark and to extract its contents. The examination of the Initial Layer 3 message content allows the BSC to observe the TMSI+LAI or IMSI or IMEI.

The BSC derives from Initial Layer 3 messages the NRI from the TMSI. It is configured in the BSC (O&M) which bits of the TMSI are significant for the NRI. The BSC routes the Initial Layer 3 message according to the NRI to the relevant MSC if an MSC address is configured in the BSC for the specific NRI. The association between NRI values and MSC addresses is configured in the BSC (O&M).

If no MSC address is configured in the BSC for the requested NRI or if no TMSI is sent by the MS (e.g. an IMSI or IMEI) then the BSC routes the initial NAS signalling message to an MSC selected from the available MSCs. In addition, the BSC may route the initial NAS signalling message to an MSC selected from the available MSCs if this message is a Location Update Request messages and the PLMN ID in the LAI is not one of the PLMN IDs served by the BSC (FFS). The selection mechanism is implementation dependent and should enable load balancing between the available MSCs.
If a paging request is sent with mobile identity type IMSI then the BSC should temporarily store the IMSI and related to it the serving MSC/VLR number. The serving MSC/VLR number is the identity of the MSC/VLR from which the paging-request is received.
5.3.2
Gb mode

The BSC provides the NAS Node Selection Function. The MS sends the TLLI to the BSC. The NRI is part of the P-TMSI and therefore also contained in the 'local TLLI' or in the 'foreign TLLI'. The number of bits out of the TLLI which are significant for the NRI is configured in the BSC (O&M).

A 'local TLLI' indicates to the BSC that the TLLI is derived from a P-TMSI which was assigned for the current RA, i.e. the 'local TLLI' contains an NRI which is valid for routing to an SGSN. A 'foreign TLLI' indicates to the BSC that the TLLI is derived from a P-TMSI which was assigned for another RA than the current RA. The BSC does not know whether the other RA and therefore the related P-TMSI belongs to the same pool-area or not unless this is configured in the BSC (which is not intended). Consequently, the BSC assumes, that the 'foreign TLLI' contains a NRI which is valid for routing to an SGSN.

For 'local TLLIs' and for 'foreign TLLIs' the BSC masks the NRI out of the TLLI which is indicated in each LLC frame. The BSC routes the uplink LLC frame to the relevant SGSN if an SGSN address is configured in the BSC for the specific NRI. The association between NRI values and SGSN addresses is configured in the BSC (O&M).

If no SGSN address is configured in the BSC for the requested NRI, which may happen for NRIs masked out of a 'foreign TLLI', or if the BSC received a 'random TLLI' which contains no NRI at all then the RNC routes the uplink LLC frame to an SGSN selected from the available SGSNs. The selection mechanism is implementation dependent and should enable load balancing between the available SGSNs.

Note: For the selection mechanism in the BSC it is probably sufficient, that the algorithm is ‘slow moving’. If the selection algorithm changes the SGSN to be assigned for 'random TLLIs' during a MS’s RA update procedure, then the RA update procedure is likely to fail, but, the MS will reattempt the procedure at T3310/T3330 expiry (=15 seconds).

An additional load balancing mechanism may be required for the traffic at the Gb interface. As more than one SGSN may send downlink data at the same time for a cell or a BVCI the BSC may have to flow control the traffic from the connected SGSNs individually (FFS).

If a CS paging request is sent with mobile identity type IMSI, then the BSC should temporarily store the IMSI and associated to it the serving MSC/VLR number, which is provided by the SGSN.
5.5 SGSN Functions

P-TMSI Allocation

Every SGSN is configured with its specific one or more NRI (O&M). One of these specific NRIs is part of every temporary identity (P-TMSI) which the SGSN assigns to an MS. The P-TMSI allocation mechanism in the SGSN generates P-TMSIs which contain one of the specific NRIs in the relevant bit positions. An NRI has a flexible length between 10 and 0 bits (0 bits means the NRI is not used and the feature is not applied). The use of the bits not used to encode the NRI is implementation dependent (e.g. to extent the TMSI space).

Mobility Management and Handover/Relocation

If the core network has SGSNs supporting the Intra Domain Connection of RAN Nodes to Multiple CN Nodes and SGSNs which do not support this feature then a default SGSN has to be configured for every RAI in which multiple SGSNs serve MSs. This default SGSN relays the GTP signalling from the new SGSN without the feature to the old serving SGSN (e.g. to derive the SGSN context) unless the default SGSN itself is the old SGSN. The default SGSN resolves the ambiguity of the multiple SGSNs per RAI by deriving the NRI from the P-TMSI/TLLI. For every NRI value which is used in the RAI an SGSN address is configured in the default SGSN (O&M).

For the GTP signalling between two SGSNs supporting the Intra Domain Connection of RAN Nodes to Multiple CN Nodes the new SGSN derives the address of the old SGSN from the old RAI and the NRI contained in the old P-TMSI/TLLI. The SGSN addresses are configured in the SGSN (O&M) for each RAI + NRI combination. Alternatively, the default SGSN per RAI as described above may be used to reduce the configuration effort. Some redundancy may be required as the default SGSN is a single point of failure. The selection of one alternative is FFS. If the old SGSN does not support the feature then there is only one address configured for the old RAI in the new SGSN.

The default SGSN may also relay handover requests from SGSNs which do not support the feature to another SGSN which also serves the handover target to balance the handover load. Alternatively, each of the multiple SGSNs serving a pool-area may be configured as a default SGSN for some of the RAIs which belong to the pool-area. The selection of one alternative is FFS. The usage of default SGSNs has drawbacks for the service availability in the pool-area as the default SGSN is a single point of failure.

Also, the handover/relocation between SGSNs which support the Intra Domain Connection of RAN Nodes to Multiple CN Nodes may need load balancing between the multiple SGSNs which serve the same handover/relocation destination. One approach is: each of the multiple SGSNs serving the same handover/relocation destination may be configured as the only SGSN for some of the handover/relocation destinations out of all which are served by the multiple SGSNs in parallel.

The handover/relocation from an SGSN which supports the Intra Domain Connection of RAN Nodes to Multiple CN Nodes to an SGSN not supporting the feature needs no new functionality as there is only one SGSN which serves the handover/relocation target.

Support of Combined Procedures

The SGSN has to select an MSC at the Gs interface for the combined procedures if multiple MSCs are configured for the relevant LAI. Preferably, the MSC out of the available MSCs is selected based on the IMSI. This prevents an MSC change for many MSs if an SGSN fails and the re-attaching MSs would get assigned another MSC by the new SGSN. Two HLR updates instead of one would be the result. In addition the SGSN may perform load balancing at the Gs interface if this is required as the load balancing at the RAN - CN interface might be sufficient if not all MSs are attached to PS and CS (FFS).

CS Paging
If a CS paging is received via the Gs interface from MSC with mobile identity type IMSI then the SGSN should include the VLR-number in the paging / paging-request message to RNC/BSC.
8.1 Impact on TS 23.060 “General Packet radio Service”

The definition and the concept of the Intra Domain Connection of RAN Nodes to Multiple CN Nodes, i.e. the parts relevant for the PS domain, have to be inserted in chapter 5. Procedures like e.g. RA update have to be modified since the NRI has to be taken into account to determine the previous SGSN if SGSN-pooling is used. In addition the combined RA/LA update procedure requires updates.
Chapter on CS paging requires update: VLR-number should be sent to RAN nodes i.c.o. paging with IMSI is received.
8.2 Impact on TS 48.018 “BSS GPRS Protocol (BSSGP)”
Add VLR-number to CS paging PDU and update chapter 7.1 ‘paging procedure’ accordingly. 
8.3 Impact on TS 25.413 “UTRAN Iu-Interface RANAP Signalilng”

Add VLR-number to Paging message and update chapter 8.15 ‘paging’ accordingly. 

