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5.2.1 P-CSCF(PCF)

This clause provides functional  descriptions of capabilities in  P-CSCF(PCF).  Determination of exactly which functions are required to support interoperator and multi-vendor aspects are not addressed in this clause.

Service-based Local Policy Decision Point

-
Authorize QoS resources (bandwidth, etc.) for the session. The P-CSCF (PCF) shall use the SDP contained in the SIP signaling message to calculate the proper authorization. The authorization shall be expressed in terms of the IP resources to be authorized. The authorization shall include limits on IP packet flows and restrictions on IP destination address and port.

-
The P-CSCF (PCF) shall be able to decide if new QoS authorization (bandwidth, etc.) is needed due to the mid-call media or codec change. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flows change. 

-
The PCF functions as a Policy Decision Point for the service-based local policy control.

-
The PCF shall exchange the authorization information with the GGSN via the Go interface.

-
The P-CSCF (PCF) provides final decisions on enabling and disabling the allocated QoS resources for the authorized media stream. The decision shall be transferred from the PCF to the GGSN.

-
At IP multimedia session release, the P-CSCF (PCF) shall revoke the resources authorization for the session. In cases when the UE cannot perform this release itself (i.e., loss of signal from the mobile), the P-CSCF (PCF) shall provide indication to the GGSN that the previously authorized resource has been revoked.

Binding Mechanism Handling
-
The PCF generates an authorization token for each SIP session and send the authorization token to the UE in the SIP message. The authorization token may contain information that identifies its generator. The authorization token shall be unique across all PDP contexts associated with an APN. The authorization token conforms to the IETF specification on SIP Extensions for Media Authorization.

-
The PCF shall generate a new authorization token when a new authorization is required.

NEXT CHANGE

6.1.3 Procedures in the P-CSCF(PCF)

The QoS procedures in P-CSCF(PCF) are related to service based local policy control.

The QoS resource authorization procedure is triggered by the P-CSCF receiving a SIP message with SDP. The SDP contains sufficient information about the session, such as the end-points, bandwidth requirements and the characteristics of the media exchange. The P-CSCF initiates a policy setup in PCF for the session. The PCF shall authorize the required QoS resources and install the IP bearer level policy for the session.

The Authorization-Token is generated by the PCF and sent to the UE.  For the originating UE, the Authorization-Token shall be included in the SIP message (183) from P-CSCF to the UE.  For the terminating UE, the Authorization-Token shall be  included in the SIP Invite message from P-CSCF to the UE.

Upon receiving the bearer authorization request from the GGSN, the PCF shall authorize the request according to the stored service based local policy for the session.

Upon receiving the SIP 200 OK message, the P-CSCF provides final decision to enable the allocated QoS resource for the authorized media stream.

During the mid-call SIP signaling for media or codec change, the P-CSCF shall be able to decide if new QoS authorization is needed. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flow changed.

At session release, the P-CSCF shall disable the media stream and revoke the resource authorization for the session in the PCF.

NEXT CHANGE

6.2 IP Bearer Level / Application Level Binding Mechanism

The binding mechanism associates the PDP context bearer with policy information in the GGSN to support service based local  policy enforcement and QoS inter-working. The policy and QoS decision information in the GGSN is based on IP media flows.  The binding mechanism identifies the IP media flow(s) associated with a PDP context bearer and uses this information in selecting the policy information to apply.

The UE shall be able to include binding information  in  PDP Context Activation or Modification messages to associate the PDP context bearer with policy information .  The PDP Configuration Options parameter shall be used for this purpose.  The PDP Configuration Options parameter is one of the optional parameters signalled in PDP Context Activation/Modification.   The binding information includes 1) an Authorization Token sent by the P-CSCF(PCF) to the UE during SIP signaling, and 2) one or more Flow Identifiers which are used by the UE, GGSN and PCF to uniquely identify the IP media flow(s). If the session has only one IP flow, then the Flow Identifier may not be needed.

The authorization token shall be unique locally. The Authorization Token conforms to the IETF specification on SIP Extensions for Media Authorization.

A Flow Identifier identifies an IP media flow associated with the SIP session.  Flow Identifiers are based on the sequence of media flows in the SDP.  A Flow Identifier combined with the Authorization Token shall be sufficient to uniquely identify an IP media flow.

In order to allow QoS and policy information to be "pulled" from the PCF, the authorization token shall allow the GGSN to determine the address of the PCF to be used.  

When the SDP changes during a SIP session, the PCF shall generate a new authorization token to be used by the UE in subsequent PDP context activation/modification requests. 

NEXT CHANGE

6.3
Session Flow : QoS Interaction Procedures

This section highlights possible additions to the GPRS bearer establishment procedures specified in TS23.060 for support of IM Services, and describes the QoS interactions involved within the sub-procedure blocks for Authorize QoS Resources, Resource Reservation, and Approval of QoS Commit in Chapter 5: ‘IP multimedia subsystem procedures’ of TS23.228.  The possible additions refer to procedures on the use of Service-based Local Policy, RSVP Signalling, and RSVP Sender/Receiver Proxy, as well as the allowed combinations.

It shall be possible according to operator choice to use solely the GPRS bearer establishment procedures specified in TS23.060 without the additions described in this section. 

For cases where Service-based Local Policy is not used, the Authorize QoS Resources and the Approval of QoS Commit sub-procedure blocks are effectively non-existent in TS23.228. 

For the flow sequences involving RSVP, the following are assumed:

· the successful setup of RSVP signalling.

· bi-directional PDP contexts are being set up.  

For the flow sequences involving Authorize QoS Resources and Approval of QoS Commit, the following are assumed:

· the successful authorization of QoS resources.

· the successful approval of QoS commit.


Note:  Whether ‘gate’ corresponds to a single IP flow or multiple IP flows is FFS.

Note:  ‘Activate (Secondary) PDP Context’ here means that either Primary or Secondary PDP context may be activated.

Note:  When necessary, it is assumed that there is an existing PDP context that carries signalling (e.g., RSVP) between the UE and GGSN.

6.3.1
Authorize QoS Resources

The Authorize QoS Resources procedure is triggered by the P-CSCF receiving a SDP message. The SDP message contains sufficient information about the session, such as the end-points, bandwidth requirements, and the characteristics of the media exchange.

The PCF shall authorize the required QoS resources for the session and install the IP bearer level policy based on information from the P-CSCF.  In order to ensure that the IP bearer flow correlates to the one approved during the SIP session establishment, the SIP extensions for media authorization proposed in IETF shall be used.

The Authorization-Token is generated by the PCF and sent to the UE.  For the originating UE, the Authorization-Token shall be included in the SIP message (183) from P-CSCF to the UE.  For the terminating UE, the Authorization-Token shall be  included in the SIP Invite message from P-CSCF to the UE.

The PCF makes decision and communicates these decisions to the IP BS Manager in the GGSN, which is the Policy Enforcement Point (PEP) for the IP bearer service. The interface between the PCF and PEP is the COPS protocol defined by IETF.

For the purpose of the initial authorization of QoS resources the pull operation shall be used.  (Reference Section 5.3 Go interface for details.) 
The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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Figure 3:  Authorize QoS Resources

1)
The SIP “SDP” message is received by the P-CSCF.  The PCF shall authorize the required QoS resources for the session and install the IP bearer level policy based on information from the P-CSCF.

2)
Upon successful authorization of the session, the P-CSCF forwards the SDP message to the UE for the originating side. For the terminating side, the P-CSCF forwards the SDP message to the terminating S-CSCF.  
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