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1 Introduction


This is a revision of S2-011081.
2 Proposal

It is proposed that following section to be added in TS23.207.

Proposed addition to TS23.207
6.1
QoS Procedures in Functional Elements

This section describes the main procedures that are used for the end-to-end QoS management. These procedures are described in text description for each involved network elements. The procedures described in this document are meant to provide a high level description for further Stage 3 work and are not intended to be exhaustive.

6.1.1 Procedures in the GGSN

The QoS procedures in the GGSN are triggered by the QoS signaling messages from the UE, i.e., PDP Context Activation message or the RSVP messages. The exact QoS procedures in the GGSN depend on the GGSN and UE QoS capabilities. The GGSN is required to support Diffserv edge function. Other QoS capabilities that may be supported at the GGSN are RSVP functions, RSVP Proxy functions and service-based local policy enforcement functions.

For UEs that do not support RSVP, the GGSN may use the IP level information (e.g., addressing 5-tuple) provided by service based local policy according to the authorization token to configure the DiffServ classifier functionality and provide internetworking between PDP context and backbone IP network. The authorization token is included in the PDP context activation/modification messages. The GGSN may also invoke RSVP Proxy function for the UE. The decision mechanism on whether or not to do RSVP Proxy for a session is FFS.

For UEs that support RSVP, the GGSN may also support RSVP and use RSVP rather than the PDP context to control the QoS through the backbone IP network. The GGSN may use IP level information provided by service based local policy according to authorization token to authorize the RSVP session and configure the DiffServ classifier functionality. The authorization token is included in the RSVP signaling and the PDP context activation/modification messages. Alternatively, the RSVP messages may pass transparently through the GGSN.

If service based local policy is implemented in the operator’s network, the GGSN shall authorize the PDP context activation/modification messages and RSVP messages by sending the request to the PCF or from the cached policy in the Local Decision Point.

6.1.2 Procedures in the UE

The QoS procedures in the UE are triggered by the application layer (e.g., SIP/SDP) QoS requirements. The exact QoS procedures in the UE depend on the UE QoS capabilities.

For UEs that support only UMTS QoS mechanism, the application QoS requirements will trigger a PDP Context Activation procedure with the corresponding UMTS QoS parameters. If the UE received the Authorization Token in the SIP messages,  the UE shall include the Authorization Token in the PDP Context Activation message if the PDP Context is associated to the session.

For UEs that support both IP (e.g., IP BS Manager) and UMTS QoS mechanism, the application QoS requirements are mapped down to the IP layer QoS parameters. The IP layer parameters are further mapped down to the PDP context parameters in the UE. If the UE received the Authorization Token in the SIP messages, the UE shall include the Authorization Token in the PDP Context Activation message if the PDP Context is associated to the session.

For UEs that support RSVP, the application QoS requirements are mapped down to create an RSVP session. The UE shall establish a PDP context suitable for support of the RSVP session. If the UE received the Authorization Token in the SIP messages, the UE shall include the Authorization Token in both the PDP Context Activation message and RSVP messages if the PDP Context/RSVP is associated to the session.

For UEs that does not support RSVP, the GGSN may function as RSVP Proxy on the UE’s behalf. The mechanism is FFS.  

At the session release, the UE shall release all QoS resources allocated for the session.

6.1.3 Procedures in the P-CSCF/PCF

The QoS procedures in P-CSCF/PCF are related to service based local policy control.

The QoS resource authorization procedure is triggered by the P-CSCF receiving a SIP message with SDP. The SDP contains sufficient information about the session, such as the end-points, bandwidth requirements and the characteristics of the media exchange. The P-CSCF initiates a policy setup in PCF for the session. The PCF shall authorize the required QoS resources and install the IP bearer level policy for the session.

An authorization token will be generated by the PCF and sent to the UE in the SIP Invite message by the P-CSCF. For the origination UE, the authorization token is included in the SIP message (183) from P-CSCF to the UE; for the termination UE, the authorization token is included in the SIP Invite message from P-CSCF to the UE.

Upon receiving the bearer authorization request from the GGSN, the PCF shall authorize the request according to the stored service based local policy for the session.

Upon receiving the SIP 200 OK message, the P-CSCF provides final decision to enable the allocated QoS resource for the authorized media stream.

During the mid-call SIP signaling for media or codec change, the P-CSCF shall be able to decide if new QoS authorization is needed. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flow changed.

At session release, the P-CSCF shall disable the media stream and revoke the resource authorization for the session in the PCF.






















