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1 Introduction

“Gating” has been associated with the policy enforcement function in TS23.207  for access authorisation  to  IP Bearer Service  in TS23.207. It is also defined  in TS23.228 as a function to  enable/disable the IMS  media flows  through the operation of “open”/”close” the gate. There have  been some discussions in the QoS Drafting group meetings about the meaning of the “gating”  function but there are still come confusions  and inconsistencies  about the use of the “gating” function in Policy Control in general for QoS and Call Control for IMS. This contribution aims to clarify the definition of the “gating” function and proposes some modifications to the existing definition of “Gating” in TS23.207.

2.  “GatE” FunCtion  in Policy Control 


vs.


“GATE” FUNCTION IN  IMS CALL CONTROL
“Gating” function has been generally defined to perform the resource access authorisation  on each access request to the IP Bearer Service in UMTS. In section 5.1.1.2.1 of TS23.207, “Gating” has been defined as ” a policy enforcement function for a unidirectional flow of packets, e.g., in either the upstream or downstream direction.  At a high level, a gate consists of a packet classifier, a resource “envelope,” and an action taken when the set of packets matching the classifier exceeds the resource envelope”. It is not clear from the definition what function the “gating”  operation  has in terms of Policy Control and how it interacts with PCF as the Policy  Decision Point. 

Section 5.4.7 of TS23.228 defines that “ This ‘gate’ function has an external control interface that allows it to be selectively ‘opened’ or ‘closed’ on the basis of IP destination address and port. When open, the gate allows packets to pass through  (to the destination specified in the classifier) and when closed, no packets are allowed to pass through.” This definition  of “gate” is about the function of call control (enabling/disabling the media flows) as performed by P-CSCF and should be separate from  the “gate” function in  policy control as defined as above in TS23.207. 

 As a policy enforcement function, the “gate” function in Policy Control interacts with PCF  (the Policy Decision Point)  for access authorisation to the IP Bearer Service upon receiving a service access request from the application level such as the IMS session level.  This “Gating” function for bearer access authorisation should also be applicable to non-IMS services. 

As a function in Call Control in IMS, the “gate” interacts with P-CSCF to enable/disable the call flows by performing “open” and “close” gate operations, respectively.   It should be taken as a separate function as the “gate” function in Policy Control for QoS resource authorisation as described above.


3. 
PROPOSAL

It is proposed that the definition of “gate” function on  Section 5.2.1  GGSN of TS23.207 be modified as follows;



5.2.1 GGSN

[Skipped Text]

In the user plane, policy enforcement is defined in terms of a “gate” implemented in the GGSN.   A gate is a policy enforcement function that interacts  through Go interface with PCF as the Policy Decision Point  for QoS resource authorisation at the IP BS level for a unidirectional flow of packets, e.g., in either the upstream or downstream direction.  At a high level, a gate consists of a packet classifier, a resource “envelope,” and an action taken when the set of packets matching the classifier exceeds the resource envelope.  

“Open”/”Close” gate operations as defined in TS23.228  are to enable/disable media  flows. They are under the control of P-CSCF via the Go interface.

A gate operates on a unidirectional flow of packets, i.e., in either the upstream or downstream direction.  A gate consists of a packet classifier, a traffic metering function, and user plane actions to be taken for the set of packets matching the classifier.    When a gate is enabled, the packets in a flow are subject to the Diffserv edge treatment (policing or marking) as determined by traffic metering and user plane actions.  When a gate is disabled, all of the packets in the flow are dropped.    

[Skipped Text]
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1. 3G TS23.207 “End-to-End QoS Concept and Architecture”.

2. 3G TS23.228,  “ IP Multimedia (IM) Subsystem – Stage 2”.






















































































































































































































































































































