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1 Background

In Tdoc S2-010854 Ericsson and AT&T proposed a general restructuring of 23.207. The outline was approved but all rephrased  content should be brought in as separate contributions.

2 proposal

This contribution proposes text to be added to the chapters listed below, that where left empty in the proposal after the restructure drafting. The proposal is an update of  S2-010854 with the comments received during the restructuring discussion. The text is based on the call flows of baseline Tdoc S2-010438 with essential deviations from the baseline marked in blue.

It is also proposed to delete annex B of 23.207.
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6.3
Call Flow : QoS Interaction Procedures 

This section highlights possible additions to the  GPRS bearer establishment procedures specified in TS23.060 for support of IM Services, and describes the QoS interactions involved within the sub-procedure blocks for Authorize QoS Resources, Approval of QoS Commit, and Resource Reservation in Chapter 5: IP multimedia subsystem procedures of TS23.228.  The possible additions refer to procedures on the use of  Service-based Local Policy, RSVP Signalling, and RSVP Sender/Receiver Proxy, as well as the allowed combinations.

It shall be possible according to operator choice to use solely the  GPRS bearer establishment procedures specified in TS23.060 without the additions described in this section. 

For cases where Service-based Local Policy is not employed, the Authorize QoS Resources and the Approval of QoS Commit sub-procedure blocks are effectively ‘authorize-all’ and ‘commit-all’, respectively.  Signalling via the Go interface is optional.

The flow diagrams and corresponding descriptions in this section are intended to highlight the following:

· the relevant capabilities of network elements involved

· the interworking between relevant capabilities within each network element

· the protocol sequence involved  (aspects which are not normative will be stated explicitly as such in each flow description) 
For the flow sequences involving RSVP, the following are assumed:

-  the successful setup of RSVP signalling, i.e., the remote side is able to respond to RSVP messages

-  bi-directional PDP contexts are being setup.  

6.3.1
Authorize / Commit QoS Resources Message Flows 

6.3.1.1
Authorize QoS Resources

The Authorize QoS Resource functional block is triggered by the P-CSCF receiving a SDP message. The SDP message contains sufficient information about the session, such as the end-points, bandwidth requirements and the characteristics of the media exchange. The P-CSCF initiates a Policy Setup message to the policy control function (PCF) for the session. The PCF shall authorize the required QoS resources for the session and install the IP bearer level policy. In order to ensure that the IP bearer flow correlates to the one approved during the SIP session establishment, the SIP extension of Media-Authorization-Token proposed in [draft-dcsgroup-sip-call-auth-02.txt] may be used.

The Authorization-Token could be generated by the P-CSCF and sent to the UE in the SIP Invite Message. For the origination UE, the Authorization-Token maybe included in the SIP message (183) from P-CSCF to the UE; for the termination UE, the Authorization-Token maybe included in the SIP Invite message from P-CSCF to the UE.

The PCF makes decision using the installed IP policy rules and communicates these decisions to the IP bearer Manager in the GGSN, which is the Policy Enforcement Point (PEP) for IP bearer. The potential interface between the PCF and PEP is the COPS protocol currently being defined by IETF.

The IP policy can be implemented with COPS either in push model or pull model. In push model, the IP policies are pushed from PCF to PEP at policy setup time. The PEP will make the policy decision for the session locally at PEP. In pull model, the IP policies are outsourced to the PCF. The PEP shall query PCF for policy decisions.

The mechanisms by which the PCF and GGSN discover each other are FFS.

The follow is the message flow for the “Authorize QoS Resource” block when the COPS push model is used.
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Figure 3:  Authorize QoS Resource – Push Model

1. The SIP “SDP” message is received by the P-CSCF.  The P-CSCF authorizes the session with the media QoS information in the SDP message carried by SIP and setup the IP level policy for the session in the local PCF.

2.  The IP policy information elements are pushed to the corresponding GGSN in a DEC message. An Authorization-Token is included to uniquely identify the IP policy for the session.

3. The GGSN receives the DEC message and install the received policy information including the Authorization-Token in the local decision point (LDP) in the PEP. A RPT message is sent back to the PCF.

4. Upon receiving the RPT message, the P-CSCF forwards the SDP message to the UE. For origination UE, the Authorization-Token will be included in the SIP message carrying the SDP. For termination UE, the Authorization-Token may be sent to UE in the SIP Invite message from P-CSCF to the termination UE.

The follow is the message flow for the “Authorize QoS Resource” block when the COPS pull model is used.
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Figure 4:  Authorize QoS Resource – Pull Model

1. The SIP “SDP” message is received by the P-CSCF. The P-CSCF authorizes the session with the media QoS information in the SDP message carried by SIP and setup the IP level policy for the session in the local PCF.

2. Upon successful authorization of the session, the P-CSCF forwards the SDP message to the UE. For the origination UE, the Authentication-Token will be included in the SIP message carrying the SDP. For termination UE, the Authorization-Token may be sent to UE in the SIP Invite message from P-CSCF to the termination UE.

6.3.1.2
Approval of QoS Commit

The Approval of QoS Commit functional block is triggered by the P-CSCF receiving a 200 OK message.  The following figure considers only the push model.  The pull model is FFS.
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Figure 5:  Approval of QoS Commit

1. The P-CSCF receives the 200 OK message. P-CSCF approves the QoS Commit in the local PCF.

2. The PCF shall send a DEC message to the GGSN to open the ‘gate’.

3. The GGSN receives the DEC message and sends a RPT message back to the PCF.

4. The P-CSCF forwards the 200 OK message to the next hop.

6.3.2
Resource Reservation Message Flows

6.3.2.1
Service-based Local Policy with GPRS Bearer 

For this case, Service-based Local Policy is added to the  GPRS bearer establishment procedures specified in TS23.060.

The section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and DiffServ inter-working. Both COPS push and pull models are included. [The choice between push or pull model is FFS]. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

The following flow is for both MO and MT part with COPS push model.
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Figure 6:  Resource Reservation with DiffServ – Push Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN authorizes the PDP context activation request based on the authorization-token, using the policy information elements that were pushed from PCF to the GGSN. The policy information elements may include the addressing 5-tuple and authorized QoS (bandwidth, DSCP, etc.) for the session.  The policy information elements may be used to support interworking to DiffServ.

5. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

6. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

The following flow is for both MO and MT part with COPS pull model.
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Figure 7:  Resource Reservation with DiffServ – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a REQ message with the Authorization-Token and Negotiated QoS information to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN.  The policy information elements included in the DEC message may include the addressing 5-tuple and authorized QoS (bandwidth, DSCP, etc.) for the session.  The policy information elements may be used to support interworking to DiffServ.

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

6.3.2.2
RSVP with GPRS Bearer

For this case, RSVP is added to the  GPRS bearer establishment procedures specified in TS23.060.

The sequence relationships between PDP Context Activation/Modification messages and RSVP signalling are not normative.
Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

The following flow is for MO part.
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Figure 8:  MO Resource Reservation with End-to-End RSVP Carried Transparently

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. 

2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN authorizes the PDP context activation request according to the the local operator's IP bearer resource based policy, the local operator´s admission control function and the GPRS roaming agreements and sends a Create (Secondary) PDP Context Response message back to the SGSN.

5. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

6. UE sends an RSVP PATH message to the far end UE, transparently through the GGSN.  Alternatively, the GGSN may process the RSVP PATH message and forward the RSVP PATH message to the next hop.

7. The UE receives the RSVP RESV message from the far end UE, transparently through the GGSN.  Alternatively, the GGSN may process the RSVP RESV message upon receiving it, and forward the RSVP RESV message to the UE.
8. The UE sends a RSVP RESV-CONF message to the far end UE.  Due to the unreliable nature of the RESV-CONF message, the use of the RESV-CONF message is optional.

9. The UE receives a RSVP PATH message from the far end UE, transparently through the GGSN.  Alternatively, the GGSN may process the incoming RSVP PATH message and forward the RSVP PATH message to the UE.

10. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

11. The radio access bearer (RAB) modification procedure is performed.

12. The SGSN sends the corresponding Update PDP Context Request message to the GGSN.

13. The GGSN authorizes the PDP context modification according to the the local operator's IP bearer resource based policy, the local operator´s admission control function and the GPRS roaming agreements and sends an Update PDP Context Response message back to the SGSN.

14. The SGSN sends a Modify PDP Context Accept message to UE.

15. UE sends the RSVP RESV message to the far end UE, transparently through the GGSN.  Alternatively, the GGSN may process the RSVP RESV message and forward the RSVP RESV message to the next hop.

16. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for MT. As one might expect, the flow is the mirror of the MO part of the flow. The step-by-step description is omitted.
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Figure 9:  MT Resource Reservation with End-to-End RSVP Carried Transparently

6.3.2.3
Service-based Local Policy and RSVP with GPRS Bearer

For this case, Service-based Local Policy and RSVP are added to the  GPRS bearer establishment procedures specified in TS23.060.

The sequence relationships between PDP Context Activation/Modification messages and RSVP signalling are not normative.
The section provides the flows for bearer establishment, resource reservation and policy control with RSVP. Both COPS push and pull models are included. [The choice between push or pull model is FFS]. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.
The following flow is for MO part with COPS push model.
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Figure 10:  MO Resource Reservation with RSVP – Push Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate (Secondary) PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN authorizes the PDP context activation request using the local policy information installed by the PCF in the LDP.

5. The GGSN sends a Create (Secondary) PDP Context Response message back to the SGSN.

6. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

7. UE sends an RSVP PATH message to the GGSN with the SENDER_TSPEC mapped from the media QoS information carried in the SDP message. The UE includes the Authorization-Token in the POLICY_DATA object.

8. The GGSN authorizes the RSVP PATH message using the local policy information in the LDP and forwards the RSVP PATH message to the next hop.  Alternatively, the RSVP PATH message may pass transparently through the GGSN.
9. The GGSN receives the RSVP RESV message from the far end UE.  

10. The GGSN authorizes the incoming RSVP RESV message with the local policy information and forwards the RSVP RESV message to the UE.  Alternatively, the RSVP RESV message may pass transparently through the GGSN.  

11. The UE sends a RSVP RESV-CONF message to the far end UE.  Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

12. The GGSN receives a RSVP PATH message from the far end UE.

13. The GGSN authorizes the incoming RSVP PATH message with the local policy information and forwards the RSVP PATH message to the UE.  Alternatively, the RSVP PATH message may pass transparently through the GGSN.

14. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. The UE includes the Authorization-Token in the Modify PDP Context message.
15. The radio access bearer (RAB) modification procedure is performed.

16. The SGSN sends the corresponding Update PDP Context Request message to the GGSN.

17. The GGSN authorizes the PDP context modification with the local policy information installed by the PCF in the LDP.

18. The GGSN sends a Update PDP Context Response message back to the SGSN.

19. The SGSN sends a Modify PDP Context Accept message to UE.

20. The UE sends a RSVP RESV message to the GGSN.

21. The GGSN authorizes the RSVP RESV message with the local policy information and forwards the RSVP RESV message to the next hop.  Alternatively, the RSVP RESV message may pass transparently through the GGSN.
22. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for MT part with push model. As one might expect, the flow is the mirror of the MO part of the flow. The step-by-step description is omitted.
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Figure 11:  MT Resource Reservation with RSVP – Push Model

The following is the MO part of the flow with COPS pull model. 
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Figure 12:  MO Resource Reservation with RSVP – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a REQ message to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN.

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

8. UE sends a RSVP PATH message to GGSN with the SENDER_TSPEC mapped from the media QoS information carried in the SDP message. The UE includes the Authorization-Token in the POLICY_DATA object. 

9. The GGSN authorizes the RSVP PATH message based on the policy information cached in the LDP, and forwards the RSVP PATH message to the next hop.  Alternatively, the RSVP PATH message may pass transparently through the GGSN.

10. The GGSN receives the RSVP RESV message from the far end UE.

11. The GGSN authorizes the incoming RSVP RESV message with the local policy information and forwards the RSVP RESV message to the UE.  Alternatively, the RSVP RESV message may pass transparently through the GGSN.

12. The UE sends a RSVP RESV-CONF message to the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

13. The GGSN receives a RSVP PATH message from the far end UE.

14. The GGSN authorizes the incoming RSVP PATH message with the local policy information cached in the LDP and forwards the RSVP PATH message to the UE. Alternatively, the RSVP PATH message may pass transparently through the GGSN.
15. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. The UE includes the Authorization-Token in the Modify PDP Context message.
16. The radio access bearer (RAB) modification procedure is performed.

17. The SGSN sends the corresponding Update PDP Context message to the GGSN.

18. The GGSN sends a REQ message to the PCF to authorize the incoming PDP context modification request.

19. The PCF authorizes the PDP Context Modification request and sends a DEC message back to the GGSN.

20. The GGSN modifies the PDP Context and sends a Update PDP Context Response message back to SGSN.

21. The SGSN sends a Modify PDP Context Accept message to UE.

22. The UE sends a RSVP RESV message to the GGSN.

23. The GGSN authorizes the RSVP RESV message based on the policy information cached in the LDP, and forwards the RSVP RESV message to the next hop. Alternatively, the RSVP RESV message may pass transparently through the GGSN.

24. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

Note: It is assumed that the authorization of RSVP PATH and RESV messages is based on the policy information cached in the LDP. Authorization of RSVP PATH and RESV messages via requests to PCF is FFS.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure 13:  MT Resource Reservation with RSVP – Pull Model

6.3.2.4
Service-based Local Policy and RSVP Sender/Receiver Proxy with GPRS Bearer
For this case, Service-based Local Policy and RSVP Sender/Receiver Proxy are added to the  GPRS bearer establishment procedures specified in TS23.060.

The section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and RSVP inter-working. Both COPS push and pull models are included. [The choice between push or pull model is FFS]. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

The following flow is for MO part with COPS push model.
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Figure 14:  Resource Reservation with RSVP Inter-Working (MO) – Push Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate (Secondary) PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN authorizes the PDP context activation request based on the authorization-token, using the policy information elements that were pushed from PCF to the LDP in GGSN. The policy information elements may include the addressing 5-tuple and authorized QoS (bandwidth, delay, etc.) and the RSVP proxy decision for the session.

5. With the RSVP proxy decision in the LDP, the GGSN invoke a RSVP PATH message on behalf of the UE to the far-end destination. Within the RSVP PATH, the SENDER_TSPEC object is mapped from the UMTS QoS information and the SESSION object is constructed from the 5-tuple session information that is received from the PCF. 

6. Upon receiving the RSVP RESV message, the GGSN authorizes it using the local policy information in the LDP.

7. The GGSN sends a RSVP RESV-CONF message to the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

8. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

9. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

10. The GGSN receives a RSVP PATH message from the far end UE and authorizes the incoming RSVP PATH message with the local policy information in the LDP. Depending on the information in the TSPEC of the RSVP message, the GGSN will decide if PDP Context modification is needed.

11. If the PDP Context Modification is needed, the GGSN send a network-initiated PDP Context Update message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

12. The SGSN sends the corresponding Modify PDP Context message to the UE.

13. The radio access bearer (RAB) modification procedure is performed.

14. The UE sends a Modify PDP Context Accept message to GGSN.

15. The SGSN sends the PDP Context Update Response message to the GGSN.

16. The GGSN sends a RSVP RESV message to the far-end UE.

17. The GGSN receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for the MT part with COPS push model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure 15:  Resource Reservation with RSVP Inter-Working (MT) – Push Model

The following flow is for MO part with COPS pull model.
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Figure 16:  Resource Reservation with RSVP Inter-Working (MO) – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate (Secondary) PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a REQ message with the Authorization-Token and Negotiated QoS information to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN with the addressing 5-tuple, authorized QoS (bandwidth, delay, etc.) and the RSVP proxy decision for the session.

6. With the RSVP proxy decision from the PCF, the GGSN invoke a RSVP PATH message on behalf of the UE to the far-end destination. Within the RSVP PATH, the SENDER_TSPEC object is mapped from the UMTS QoS information and the SESSION object is constructed from the 5-tuple session information that is received from the PCF. 

7. Upon receiving the RSVP RESV message, the GGSN authorizes it using the local policy information cached in the LDP.

8. The GGSN sends a RSVP RESV-CONF message to the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

9. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

10. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

11. The GGSN receives a RSVP PATH message from the far end UE and authorizes the incoming RSVP PATH message with the local policy information cached in the LDP. Depending on the information in the TSPEC of the RSVP message, the GGSN will decide if PDP Context modification is needed.

12. If the PDP Context Modification is needed, the GGSN send a network-initiated PDP Context Update message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

13. The SGSN sends the corresponding Modify PDP Context message to the UE.

14. The radio access bearer (RAB) modification procedure is performed.

15. The UE sends a Modify PDP Context Accept message to GGSN.

16. The SGSN sends the PDP Context Update Response message to the GGSN.

17. The GGSN sends a RSVP RESV message to the far-end UE.

18. The GGSN receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure 17:  Resource Reservation with RSVP Inter-Working (MT) – Pull Model
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