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1. Introduction

During the last S2 QoS drafting meeting in Belgium, there was an intensive discussion regarding the COPS protocol usage for the Go interface.

This contribution aims to clarify the usage of COPS protocol regarding the Service based Policy control in UMTS reference architecture.
2. Discussion

COPS is a simple request-response protocol. In the COPS protocol itself, there is no push or pull models definitions. COPS has been applied in two different scenarios that resulted in two IETF RFCs , COPS-RSVP and COPS-PR and there’s where pull and push models are defined. This does not mean that there shall be two and only two models used in all other applications. 

In 3GPP we have defined a new application, which cannot fit completely into one of the existing models. A potential solution to this forever debate on pull vs. push could be to have a third document, in addition to the two IETF documents, which explains how COPS can be used in UMTS. [This can be FFS in Stage 3 work.] 

COPS protocol is the ideal candidate for Go interface and is the working assumption within S2. COPS is a simple and flexible protocol, which allows using pull and push way of delivering policy decisions to the policy enforcement point (PEP) in different phases.

The COPS client (PEP) can request (outsource) a policy decision from the PCF triggered by a QoS signaling request. One PEP request may be followed by few asynchronous PCF decisions. Each of the decisions will allow the PCF to notify the PEP, in the GGSN, whenever necessary to change earlier decisions, generate errors etc.

3. Proposal

It is proposed to be removed the terms “pull model” and “push model” from the specification in TS 23.207.

This contribution proposes the following modifications to section 5.3 Go interface (PCF-GGSN) TS 23.207 v.1.5.0 as shown below.  

5.3 Go interface (PCF – GGSN)

IP QoS admission control manages allocation of QoS resources based on administrative policy and available resources.  Admission control based on administrative policy is performed using a client/server architecture involving policy enforcement in the IP bearer service manager in the GGSN, and a policy control function (PCF). The COPS protocol is the ideal candidate for this interface and is the working assumption within S2.

The Common Open Policy Service (COPS) protocol [3] is used as the client/server protocol between the PEP and the PCF. The COPS client (PEP) can request a policy decision from the PCF triggered by a QoS signaling request. One PEP request may be followed by few asynchronous PCF decisions. Each of the decisions will allow the PCF to notify the PEP in the GGSN whenever necessary to change earlier decisions, generate errors etc. 

.

The COPS protocol supports several messages between a client and server.   These messages consist of the following operations that may be performed:

· Client-Open/Client-Accept/Client-Close

· Request

· Decision

· Report State

· Delete Request State

· Keep Alive

· Synchronize State Request/Synchronize State Complete.



Considering the COPS support for the policy control, the messages sent by the PEP are request, update, report and delete messages, whereas from the PCF side the messages are decision and update.

