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1.  Introduction

In 3GPP TSG SA2 #17 Ad-hoc on Push services in Gothenborg, there has been a lot of discussion on the bearer service that should be used for Push services. Main contenders have been:

· always on approach

· SMS initiated PDP Context

· Network Requested PDP Context Activation

The Push ad-hoc was not able to come to a conclusion in Gothenborg. Therefore, the issue was put up for discussion in the SA2 plenary.

The aim of this contribution is to provide input from an operator perspective on the validity of each of these approaches. Each of these solutions have their strong and weak points.

2. Discussion

Always on

There are two sub cases for Always on:

· Always on “the Internet way” (a dedicated PDP context to a push service)

· Always on using the IM CN subsystem (content is pushed using the PDP context established when registering to the IM CN Subsystem)

Always on “the Internet way”

Always on “the Internet way” is a very good option to provide similar Push services as are now provided on the Internet. Example of such a service is a Ticker Tape service providing continuous updates of stock exchange share prices. The user can control provisioning of this service by logging on or off (e.g. you may want log on to the Ticker tape service only while you are working with your laptop, and switch off when you have only a voice terminal in your pocket).

Always on “the Internet way” is not suitable for services where there is a (very) long time between different instances when data is sent (e.g. weeks, months, years). E.g. in case of machine type terminals, there is usually no “user” to log on or off push services. The terminal may have some kind of regular log on sequence (e.g. once a week), but often the terminal should be able to receive a trigger to send back their log to the network continuously.

It is also less suitable if you want to be able to support many different push services concurrently in a situation where the network and SP configuration does not allow for push servers to be accessible via a single APN. E.g. you may subscribe to various advertisement type services at the same time, for which you then would require a number of always on PDP contexts.

Always on using the IM CN subsystem

Always on using the IM CN subsystem is a good option if you have an IM CN client present in the terminal. Also, since the IM CN client requires a permanent PDP context anyway (e.g. for a VoIP service), the solution is also suitable in cases when data-transfer associated with any other services occurs only very infrequently.

Always on using the IM CN subsystem becomes very inefficient when there are no other requirements for an IM CN client in the terminal. E.g. if the terminal is only used for data communications (i.e. PS domain only), there is no other use for an IM CN client and registration.

The user can control services by registering and deregistering (all at the same time) to IM CN. Registrations for push services are thus coupled to the registration of the IM CN domain. This may not always be desirable.

SMS initiated PDP context establishment

In this case, an SMS is sent to the terminal. Its contents are interpreted to set up required PDP context. The parameters needed for the PDP context are carried in the SMS message or could known to the application in the UE beforehand.

The advantages are:

· Little network resources needed for a terminal to be able to receive data. Therefore suitable for cases where there is a long time between data communications.

· It can be provided without any further standardisation.

You can leave the interpretation of the SMS up to the application. The application then knows what to do when the SMS is received (could also be something like: log data for next 5 minutes and then send data via PDP context). This gives a lot of flexibility (but requires the application providers to develop their own application protocol for establishing communications).

Alternatively, a standardised interpretation of SMS and in some cases mapping of parameters in SMS (is this standardisation already done, e.g. in WAP Forum?) could be carried out. All terminals would know how to interpret this special SMS. This would be more friendly to application providers. However, it requires keeping  standards up to date with PDP context parameters.

The disadvantages are

· SMS was intended as text based messaging service, not for signalling. The SMS architecture (SMSC) was not intended for this kind of use (this is a kludge architecture solution).

· Text based messaging will increasingly be taken over by e-mail like messaging. This would leave the SMS architecture for signalling only? It would not be an architectural nice solution to have a dedicated and separate architecture part for setting up PDP contexts towards the UE.

· The delay introduced by an SMS-based solution is too large (see NTT DoCoMo contribution).

· SMS is based on MS-ISDN (E.164 number). You need to reserve MS-ISDNs for every terminal that you want to reach with SMS initiated PDP establishment.

Conclusion: SMS initiated PDP establishment is valid for the short term, but not for long term.

NRCA

NRCA is a good solution in situations where a network entity controls the initiation of data communication. This is often the case for machine-type terminals. NRCA circumvents all of the disadvantages mentioned in the previous sections: most importantly, it requires little network resources for a terminal to be able to receive data, the delay associated with it is relatively low and is futureproof. Therefore, it is suitable for cases where there is a long time between data communications.

However, the downside is that there is a need for standardisation.

Conclusion

All proposed mechanisms have their specific strong points. SMS initiated and NRCA have a similar application. However, NRCA is clearly more future proof.

Proposal

S2 should standardise NRCA to have a future proof way of setting up a network initiated PDP context when there is no PDP context available.

