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This document proposes some new text to describe how the GSM BSC selects the Gb interface to the ‘registered SGSN’ and how the GSM BSC detects that a GPRS mobile has “entered” the pool area. 

Solutions for the Routeing Area Update and Attach messages seem to be feasible with both Alternative A and B.

However, normally there are several messages and user data frames sent uplink before the P-TMSI reallocation procedure is completed. The BSC needs to route these LLC frames to the same SGSN as the RA Update/Attach message. This seems feasible for alternative B but poses some problems for alternative A.

5.1 RNC Functions 

The RNC masks the significant number of bits out of the NRI provided by the UE in the initial NAS signalling message. The significant number of bits is configured in the RNC.

The RNC shall route the request in the NAS-PDU according to the IDNNS and the ‘domain indicator’ (CS or PS) to the Core Network.

For alternative A, 

if the PA-changed-indicator is set to ‘new pool’ this indicates that the UE has roamed newly to this pool-area. In this case the RNC can select one of the CN elements in the addressed domain.

If the PA-changed-indicator is set to ‘old pool’ the UE has been served in this pool area with the previous request already. In this case the RNC should route the request according to the NRI.

For alternative B
The RNC routes initial NAS signalling messages according to the NRI and the “domain indicator” (CS or PS) to the relevant core network node if a core network node address is configured in the RNC for the specific NRI and the requested domain (CS or PS).

If no core network node address is configured in the RNC for the requested NRI and domain (CS or PS) then the RNC routes the initial NAS signalling message to a core network node selected from the available core network nodes which serve the domain (CS or PS). The selection mechanism is implementation dependent.

5.2 BSC Functions

5.3.1
A interface

FFS.

5.3.2
Gb interface

The mobile sends the TLLI to the BSS. The NRI is part of the TLLI. The significant number of bits is configured in the BSS. 

When the TLLI is a ’local TLLI’: this indicates that the mobile is registered in this RA. The BSS masks the significant number of bits out of the NRI and routes the LLC packet to the SGSN where the mobile is registered. 
When the TLLI is a ’random TLLI’: this indicates that the mobile does not have a valid P-TMSI. The BSS assumes that the mobile has just roamed into this pool area. The BSS then routes the LLC frame to an SGSN selected (by some algorithm) from the pool of available SGSNs. The algorithm used by the BSS needs to have the property that subsequent LLC frames sent by that mobile with the same random TLLI (ie those sent prior to completion of the P-TMSI reallocation procedures) are delivered to the same SGSN.
For alternative A, when the TLLI is a ’foreign TLLI’:
The BSS sees the foreign TLLI and examines the LLC SAPI. If the SAPI=1 (ie signalling) then the BSS examines the protocol discriminator and message type to see if it is a Routeing Area Update or Attach message. If it is one of these messages, then the BSS examines the RAI to determine whether or not the mobile is a new entrant to the pool area. 
If the mobile is a new entrant, then the BSS routes the GMM message to an SGSN selected (by some algorithm) from the pool of available SGSNs. The algorithm used by the BSS needs to have the property that subsequent LLC frames (both signalling and user data) sent by that mobile with the same foreign TLLI (ie those sent prior to completion of the P-TMSI reallocation procedures) are delivered to the same SGSN.

If the mobile is not a new entrant, then the BSS routes the GMM message to the SGSN where the mobile is already registered. HOWEVER, subsequent GMM messages (eg Authentication and Ciphering Response) and LLC data frames do not contain the old RAI and the BSS does NOT KNOW WHICH SGSN to send them to. This stops the RA update procedure working – unless perhaps the SGSN performs P-TMSI reallocation immediately (ie prior to authentication). 
A possible solution might involve the BSS caching foreign TLLIs and their associated SGSN.
For alternative B: When the TLLI is a ’foreign TLLI’: 
The BSS examines the NRI and determines whether the TLLI was allocated in this pool area or not. 

If the TLLI was allocated within the pool, then the significant bits of the NRI are used to route the LLC frame to the correct SGSN.
If the TLLI was not allocated within the pool, the BSS then routes the LLC frame to an SGSN selected (by some algorithm) from the pool of available SGSNs. The algorithm used by the BSS needs to have the property that subsequent LLC frames sent by that mobile with the same foreign TLLI (ie those sent prior to completion of the P-TMSI reallocation procedures) are delivered to the same SGSN.
Note: the above procedures imply a totally static Gb interface selection algorithm in the BSS. This is not essential; it is probably sufficient that the algorithm is ‘slow moving’. For example, if the selection algorithm changes during the mobile’s RA update procedure, then the RA update procedure is likely to fail, but, the mobile will reattempt the procedure at T3310/T3330 expiry (=15 seconds).
5.3.3.
Iu interface

FFS.

