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1
Architectural requirements

S1 seem likely to require Emergency calls to be supported in the IM subsystem for (a) registered UEs with USIM, (b) unregistered UEs with USIM, and (c) UEs without USIM.

The main reason for S1’s requirement appears to relate to the (small) risk that a particular network does not contain any MSCs. 

If one adopts such a cautious approach then it becomes clear that the solutions for IMS emergency calls must cope with the case that the GGSN is in the HPLMN. (Note that the HLR can force the selection of GGSNs in the HPLMN. )

But this HPLMN may have MSCs and thus the HPLMN might assume that (ie require) all IMS mobiles to make their emergency calls through the MSCs. Such an HPLMN need not have any support for IMS emergency calls.

With these scenarios, it seems that all IMS emergency calls (from registered mobiles with SIMs) have to be identifiable at the SGSN level.

2
Single architecture for emergency calls

It can be imagined that designing a solution for case (a) is easier than case (b) which in turn is easier than case (c). However solutions for case (a) probably do not provide building blocks for solutions for case (b) and neither help with case (c).

However, if we start from the difficult case ‘c’ then it provides building blocks and/or solutions for cases (b) and (a).

Hence, if S2 is to provide a solution for IMS emergency calls, then the starting point for the design should be “UEs without USIM”.

3
Outline Solution

a)
S1 standardise the MMI for emergency services (eg 112, 999, 911 etc).

b)
the HPLMN operator programmes the USIM card with the HPLMN’s emergency numbers which are not globally unique.

c)
when the user enters an “emergency number” (as defined in the 2 bullets above) or requests an emergency service, the mobile sends an “Activate Emergency PDP Context” message to the SGSN. If the mobile is attached to the SGSN then the P-TMSI can be used to identify the mobile. If the mobile is not attached to the SGSN, then the mobile uses its IMSI if it is available and otherwise its IMEI to identify itself. (When not attached the mobile should probably not attempt to attach to the SGSN - but this is FFS).

d)
the “Activate Emergency PDP Context” message is used by the SGSN to avoid the normal APN selection tables. The SGSN can use cell ID (or SAI) information (obtained via RANAP messages) to select an appropriate “emergency services GGSN”.

e)
the SGSN then activates a PDP context with the “emergency services GGSN”. Whether or not this needs new GTP messages is FFS. (eg if this GGSN only ever handles emergency calls, then it could reuse existing GTP messages). The Cell ID/SAI and NAI information is passed to the “emergency service GGSN”.

f)
the “emergency services GGSN” allocates an IP address for the mobile and this is returned to the mobile.

g)
the “emergency services GGSN” uses the Cell ID/SAI information to locate the correct P-CSCF/S-CSCF to handle the subsequent emergency call.

g)
if necessary (eg the mobile can only handle one IP address at a time), the mobile locally abandons (or cleanly releases? - FFS) existing PDP contexts and accepts this new IP address. 

h)
the mobile then sends the necessary SIP signalling for the call to the P-CSCF/S-CSCF. 

i)
the GGSN passes the cell ID/SAI and NAI to the P-CSCF/S-CSCF. [This may be difficult - which is why another Vodafone document describes how/why the mobile should include Cell ID in every INVITE.]

j)
existing signalling can probably be reused for the activation of the secondary PDP context(s)

k)
while the emergency PDP context is active (at least for the SIM less case and the unregistered case), the SGSN prohibits SRNS relocation. This is to avoid problems with the (eg SIM-less) mobile being forced to perform a RA update during the middle of an emergency call.

4
Proposals

If IMS emergency call flows are to be developed, then :

1)
they should be developed to cover all 3 scenarios for (a) registered UEs with USIM, (b) unregistered UEs with USIM, and (c) UEs without USIM;

2)
a single solution for these 3 scenarios should be adopted; and

3)
the solution should be based on the outline given in section 3 above.

