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Introduction

Currently PDP type IPv4 is being widely deployed and soon PDP type IPv6 will enter the scene. These are the mainstream PDP types and therefore it is worthwhile to discuss the need for keeping PDP type PPP in the specifications. It should be considered if implementation of PDP type PPP provides any major advantages, or if it only introduces more complexity into the CN and the UE. Below we present a few technical arguments concerning the removal of PDP type PPP.

Technical discussion

Motivations for removal of PDP type PPP

· Multiple PDP contexts per PDP address (with different QoS characteristics) are not possible with PDP type PPP.

· The setup phase involves the exchange of an undefined number of packets between the UE and the GGSN. This is more radio resource consuming and leads to a longer and more unpredictable setup time as compared to PDP type IP. This is due to:
1. In the separate TE and MT case, negotiations could be done between two commercial PPP entities that would be unaware of the underlying media. Hence there would be no control of what options/values that would be negotiated.
There is no way of foreseeing how long this could take and how many packets it could require.

2. In RFC 1661 section 3.5, it is stated that “An implementation SHOULD NOT fail authentication simply due to timeout or lack of response.  The authentication SHOULD allow some method of retransmission, and proceed to the Link Termination phase only after a number of authentication attempts has been exceeded.”
There is no way of foreseeing how long this could take and how many packets it could require.

3. The PPP entities may run some link quality determination protocol before setting up the NCP (e.g. IPCP). In RFC 1661 section 3.6, it is stated that “Because an implementation may initially use a significant amount of time for link quality determination, implementations SHOULD avoid fixed timeouts when waiting for their peers to configure a NCP.”
There is no way of foreseeing how long this could take and how many packets it could require.

· Some overhead is added throughout the lifetime of the PPP connection. Both a fix PPP header (small), and potential PPP CHAP re-authentication and LCP Echo-request/response signaling.

· The working of PDP type PPP is not fully specified in the 3GPP standards, for instance how to handle the separated TE-MT case and the termination of the PPP sessions. These problems are not trivial and will lead to interoperability problems.

· Re-ordering is required on GTP tunnels; this may affect network capacity.

· The IP address allocated to the UE will be unknown to the GSN nodes, in particular the SGSN.

Possible motivations for keeping PDP type PPP

· All PPP authentication methods are supported, not only PAP and CHAP.
>> But do we really needed other methods in the context of UMTS?

· Other PPP specific protocols for e.g. encryption, header compression supported
>> But this is provided by the network in case of PDP type IP

· Support for any network-level protocol supported by PPP (e.g. IPX)
>> But what other network-level protocol than IP is foreseeable?

Conclusion

We propose that the removal of PDP type PPP from release 99 onwards should be seriously considered.

One main result of a removal is that the future complexity of the CN and the UE is kept to a minimum. This is important for multi-vendor situations and also when new mechanisms (e.g. multiplexing of small real-time IP packets on Gn) are considered. Another point to take into account is that the encryption and compression provided by PPP should be unnecessary. These functions are handled on the application level, e.g. https, SSH.
