3GPP TSG WG SA2#18

Tdoc S2-011154
Puerto Rico, May 14-18, 2001


Title: On the need for NRPCA for Push Services
Source: L.M. Ericsson

Purpose: Discussion and approval

Introduction

Push services can be split into two different scenarios, without or with an active PDP context between the mobile and the PDN where the Push Proxy is located: 

· When no PDP context is active at the push event and a PDP context has to be activated. This is for general use, but typically also cover the machine-machine scenario (e.g. vending machines and reading power meters). The Session Initiation Request (SIR) is then sent in an SMS message to the mobile, which then establishes a PDP context for the content to be pushed.

· The other scenario is when an already existing PDP context is used for sending the Session Initiation Request (SIR) to the mobile. The mobile then uses the already existing PDP context for establishment of a TCP connection to the Push Proxy in the same way as for the first scenario. 

This contribution discusses on the first scenario without an active PDP context. 

In the push ad hoc group the discussions have resulted in one major question. If there is a need to standardise Network Requested PDP Context Activation for dynamic IP addresses (NRPCA) to trigger a mobile to activate a PDP context for push services. This procedure adds a parallel mechanism to the currently available SMS triggered method. In the following, we attempt to show that an addition of NRPCA for dynamic IP addresses is not recommended.

Discussion

It is expected that SMS also in the future will add a lot of value for the operators in addition to the user-to-user communication. As examples over the air activation, provisioning and terminal configuration is using SMS. To further continue to use SMS to carry the Session Initiation Request (SIR) also in the future has the advantage of reusing an already existing solution. It is also worthwhile to note that with SMS it is possible to send short push messages without the need to establish a PDP context.

Some additional drawbacks in relation to the NRPCA are listed below:

· A new interface is introduced in the GGSN (towards the Proxy Application Server) together with the Notification Agent (NA) and its configuration. This functionality increases the complexity of running and operating the GGSN node. 

· A push service should be access independent. The NRPCA solution is not in line with this requirement since the Proxy Application Server (AS) handles the IMSI and is therefore a GPRS specific node.

· The IMSI is handled in a new node, the Proxy AS, which is used for communication with the Internet, which could open up for potential security problem.

· When the end-user/mobile receives a network initiated PDP context activation request, a PDP context has to be established in order to make it possible for the mobile to receive further information about e.g. the push originator. The reason is that the PDP context activation request that is sent to the mobile will only contains the APN as a push service indication. This means that even if the end user chooses to deny the push event, a PDP context has to be activated and deactivated. This introduces significant amount of signalling and a higher load on the GSN nodes. 

· The NRPCA alternative does not work in the not unlikely case when the Application Server (AS) is connected to a different PDN than the mobile has established its PDP context towards and when these two PDNs are separated by a NAT. This is e.g. the case when the AS is located on the Internet and the mobile has a PDP context with a private IP address allocated. However, this is not a problem for WAP Push since the IP address of the Push Proxy Gateway is delivered to the mobile in the SIR. 

Potential advantage with NRPCA:

· The delay variation of the delivery of a push request may be smaller than with delivery of the SIR in an SMS message. However, it can be questioned if that is an issue, because a user is not aware of an incoming push request (will not be waiting for it) and will therefore not be able to notice such delay.

Conclusion

From the discussion above, it is concluded that standardisation of new functionality to support push services with NRPCA with allocation of dynamic IP address is not worthwhile since already existing methods are well established and better functioning. It is also noted that the NRPCA method has some drawbacks as listed above. 

