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Introduction:

The aim of this contribution is to further elaborate the three options to provide IP multimedia services. Clearly there is a need to harmonise requirements with technical solutions and to find an acceptable consensus between all involved parties.

The three options are the following (in the order as they are mentioned in 23.228, chapter 4.2.4):

· CAP,

· SIP and

· OSA.

The discussion is focused on the Reference Point Sc [1], which is the interface between serving CSCF (s-CSCF) and an Application Server (AS).

CAP:

Since it is strongly requested to protect current investment and to continuously support legacy services, CAP seems to solve this kernel requirements. Backward compatibility is another issue what CAP assessed over the last years. SA#10 also requested to continue the spirit of solutions capable of multi vendor environment. CAP did an excellent work over the past to reach global multivendor requirements. Modern mobile networks are based on distributed architecture. Retrieval of individual pieces of information needed to complete, modify or terminate a call or session is of great importance. The design of CAP already supports access to profiles, read location information, consider terminals capabilities, etc. One of the most exciting motivator for the CAMEL development is coming from the pre-paid service, which is perfectly supported by CAMEL and successfully launched as commercial  service. 

Another issue, 3GPP TSG CN2 currently describe the adaptation needed to support CAP over IP. Limitation on CAP caused by #7 low layers do not exist any longer. Further more, CN2 began to specify the modelling needed to use CAMEL for IP Multimedia Service Provision [2] and [3].

SIP:

To be best prepared for future services (which we do not know yet) we have to look for flexible and extensible approaches. This is where SIP comes into. SIP originally was designed for multimedia services. SIP is extensible for future requirements. When using SIP, no protocol conversion between the session signalling and the service control protocol is required. Instead, the Service Platform is added to the session signalling path, which is a fundamental difference to CAP and OSA approach. 

Furthermore SIP provides direct access to all capabilities of the IMS network signalling protocol. This leads to more flexibility than an abstraction of the network signalling protocol. Naturally abstraction always will hide SIP specific capabilities.

All above counts positive and makes SIP a worthwhile candidate to be used the protocol on the interface between AS and s-CSCF. SIP and SIP related methods even offers the usage of scripts and servlets to be executed in a SIP execution environment.

SIP, although being a “newcomer” in the field of mobile network development, supports legacy services, at least most of them. Value added services, like pre-paid services as they are rolled out today, might not be supported from the early beginning.

OSA:

The idea to open telecom networks resulted in the creation of open API´s. Parlay first and later the development of OSA were born. OSA intends to allow secure and trusted access to telecom network capabilities and to protect the integrity of the network itself.  The concept of OSA was (and is) mainly driven on the demand of 3rd Party Service Providers or Retailers but not exclusively to be used by 3rd party service providers.

Another key point for the OSA was to stay independent of the underlying network constrains (including protocols used) as far as possible. Keeping this in mind, OSA is an excellent approach to get access to a telecom network not knowing to much of the network structure itself. The service control protocol in use, e.g. CAP and/or SIP, shall remain transparent to OSA clients offering services. OSA shall stay as an abstraction of network capabilities. To keep this approach, we see OSA independent of any service control protocol but not necessarily as an “substitute” neither as a “complementary” of CAP or SIP. 

Conclusion:

Since CAP and SIP addresses mainly different needs and might apply exclusively to different services, SIEMENS propose to use both for service control via the Reference Point Sc.

OSA is seen as a smart approach to hide away network constrains to services providers and OSA shall be kept and further developed for this purpose. However, SIEMENS do not see the need for OSA API to be used on the Reference Point Sc.

The following figure illustrates the architectural concept:
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