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1. Discussion

Bearer authorization performed by the PCF requires binding information in order to map a bearer to an application session. The bearer, i.e. the PDP context, is generic which may be used for multiple applications. To enable bearer authorization by multiple applications, the binding information should be as generic as possible.

Existing information should be used for bearer authorization if possible in order to avoid increasing the length of signalling messages. This is particularly true for the radio interface, and thus new parameters to and from UE should be avoided if possible.

In [S2-010033] it has been proposed to use Authorization Token as binding information. Authorization Token is IP multimedia specific mechanism and can not be used for bearer authorization by other applications. Other mechanism is thus needed for other applications.

If an IP multimedia session consists of multiple components, multiple bearers may exist for the IP multimedia session, e.g., one for each IP multimedia session component. If one Authorization Token is allocated for an IP multimedia session, Authorization Token itself is not enough for bearer authorization but additional information is needed to identify the IP multimedia session component. This additional information should be information which is available in SDP, e.g., the destination port number of the UE.

This contribution proposes to use the IP address and destination port number of the local UE as binding information. This information uniquely identifies an IP multimedia session component. IP multimedia session components are carried by the means of RTP, and due to RTP characteristics, traffic received in the IP address and destination port number of the UE are considered as belonging to the same IP multimedia session component.

The IP address of the local UE is an existing parameter in the PDP context activation messages (i.e. the PDP address) and in SDP (i.e. the destination IP address). In addition, the destination port number of the local UE is a parameter in the TFT and in SDP. Due to reasons described above, the destination port number of the local UE is needed both with Authorization Token and with the IP address of the local UE.

The IP address and destination port number of the local UE are available for all applications. The mechanism proposed in this contribution is thus generic. It does not introduce any new parameters to the SIP messages or to the PDP context activation messages.

2. Proposed text

5
End-to-End IP QoS Architecture

5.1.1.1 
QoS management functions for end-to-end IP QoS in UMTS Network

IP Policy Control is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer.  These mechanisms may be conformant to, for example, the framework defined in IETF [RFC2753] “A Framework for Policy-based Admission Control” where the IP Policy Control is effectively a Policy Decision Point (PDP).  The IP Policy Control makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP Policy Enforcement Point (PEP).

A protocol interface between the IP Policy Control and application servers/proxies (e.g. local SIP proxy) supports the transfer of policy related information from the application layer to the policy decision point. 

[Editorial note:  There is a working assumption within S2 that the PCF is co-located with the P-CSCF for Release 5.]

[Editorial note:  The PCF is a logical entity.  It can also be implemented in a separate physical node.  The interface between the PCF and P-CSCF is FFS.]
A protocol interface between the IP Policy Control and GGSN supports the transfer of information and policy decisions between the policy decision point and the IP BS Manager in the GGSN.  

[Editorial note:  There is a working assumption within S2 that the interface between the P-CSCF (PCF) and GGSN will be standardized]
The IP Policy Control bases policy decisions only on information obtained from nodes / elements within its domain or from nodes with which it has a trust relationship.  The IP Policy Control needs to be in the same domain as the GGSN or have a trust relationship with the GGSN. 

NOTE:
Currently in IETF, inter-domain policy interactions are not defined. 

NOTE:
The security issues regarding the trust relationship between the nodes / elements is outside the scope of this chapter.
[Editorial Note:
Additionally, the IP Policy Control may have protocol interfaces to other devices (e.g., AAA, bandwidth broker) which support transfer of information (e.g., authentication, availability of resources, etc.) for use in policy decisions.  These are for further study.]

5.1.1.2
IP BS Manager Functionality in the GGSN and the UE

5.1.1.2.1  Policy Enforcement Point in the GGSN

5.1.1.2.2  Policy Control Interface

5.1.1.2.3  Bearer Level / Application Level Binding Mechanism
To support IP policy enforcement and QoS inter-working in the GGSN, the UE shall be able to include binding information in UMTS PDP Context Activation or Modification messages.   Binding information may consist of an IP specific information element known as an authorization token or the IP address of the local UE and the destination port number of the local UE.
Binding information is used to reference QoS and policy decision information that is provided to the GGSN by a PCF.  The authorization token is provided to the UE by the P-CSCF during session establishment.

In order to allow QoS and policy information to be "pulled" by the GGSN from the PCF, the authorization token, if available, allows the GGSN to determine the address of the PCF to be used.  

[Editorial note:  The use of alternative mechanisms for bearer level/application level binding are for further study.]
3. Proposal

It is proposed to modify chapter 5 of 23.207 according to chapter 2 of this Tdoc.
