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Introduction

The large number of solutions under discussion in the WI for Push Services needs to be diminished. This contribution presents a discussion that leads to two preferred solutions. The discussion is based on simplicity, interoperability and future convergence with IP Multimedia (IM) networks. One thing to keep in mind is that push should soon migrate to the IM subsystem and therefore a solution introduced earlier has to be simple and preferably have a use even later. Another issue is that early solutions have to be connectionless because of IP address shortage and low node capacity. There are three main tracks in the feasibility study; 1) solutions based on Network Requested PDP Context Activation (NRPCA), 2) SMS based push, and 3) SIP based push. 

Solutions based on NRPCA

Within this track there are two ideas/proposals, DNS query and User-ID. Both are attempts to improve the NRPCA solution that is present in 23.060 today. Here follows a number of points which need to be considered if a NRPCA solution is chosen:

- When GPRS for GSM/UMTS is introduced it will not be possible for all attached users to have an active PDP context since the IPv4 addressing space is limited. Therefore users will have dynamic IP addresses (static will never be preferred since redundancy and loadsharing functionality will be difficult to achieve). For NRPCA dynamic addressing means that it is not known in beforehand which GGSN the MS will establish its PDP context towards.

- Security. There has to be functionality in the GGSN to authenticate a server requesting push and something in the MS to stop unwanted push. The GGSN also has to have denial of service capability for push queries.

- A mechanism for the PI (Push Initiator) to locate a GGSN is needed, and then a protocol for communication between them (already specified DNS proposal).  To guarantee a reliable push service, redundancy and loadsharing of GGSNs has to be assured when a PI initiates a push request. This is necessary to e.g. cover the situation when a GGSN has gone down.

- An improved mechanism has to be introduced to allow a GGSN to locate an MS based on e.g. the MSISDN. The present procedures use the IMSI. There will be an increased load on the HLR.

- A mapping between the User-ID and IP address of active users needs to be maintained in connection to the GGSNs acting as notification agents (NA). For this mapping to stay up to date, all GGSNs have to communicate with the GGSN/NAs at PDP context activation, also when the MS is roaming in a VPLMN. This will lead to a lot of signaling.

-  The information that can be passed between the PI and the MS in the push request is limited and tough to modify since it is sent first through a yet unknown protocol (PI to GGSN) and then through CN procedures (GGSN to MS).  This limitation is especially noticeable for the DNS case.

- For push to work when roaming there will have to be NRPCA support in all visited networks, independent of the operator. This is not likely, at least in the beginning since push can be supported via WAP push, using SMS for GPRS.

To solve all these issues a number of new procedures, protocols and databases have to be introduced. All in all it is a complicated solution.

SMS based push

One of the most important points about SMS based push is that a solution already exists, using WAP 1.2 and this will be operable during 2001. WAP NG with enhanced push support will be deployed during 2001. A terminal equipped with WAP 1.2 has support for push today. 

Short description of WAP Push

The PI communicates over internet with a Push Proxy Gateway (PPG) using Push Access Protocol (PAP). The PPG then uses Push OTA Protocol (POP) to reach the MS. The configuration of  “how” to reach the MS, in this case SMS that uses the MSISDN as id, is stored in the PPG together with the capabilities of the mobile. The PPG does not have any knowledge of where the mobile is, this is handled by the access network.

To be considered:

 - Roaming is not a problem, this is covered by the existing SMS system. Another point is that SMS is a standard function today, which means that push can be supported in all visited networks.

- It is possible to reach a mobile that isn’t GPRS attached. This is done with a CS SMS. 

- Security. If WAP Push is used an architecture is already in place to protect the user from spam, and there is also support for authentication of the PI.

- If WAP Push is used an architecture for push result notification, and status queries has already been developed.  And optionally terminal capabilities can be stored in the PPG.

- Initially there will be a higher load on the SMS system if push becomes popular. However, it is possible to spread this load between the PS and CS SMS services. In R5 perspective the traffic over SMS today (SMS-mails) will migrate to email  (over GPRS) and SMS capacity will be available for connectionless push on a larger scale.

-  It is already here.

- WAP Push is independent of the bearer used.

- Later, when the majority of push services has migrated to IM, SMS based push can still be used for connectionless push e.g., for polling of power meters where “always connected” is unrealistic.

SIP based push

This track is described in the feasibility study (TR 23.874). To be considered:

- This is a solution for the R5 perspective and preferably uses the IM subsystem that is currently under development (TS 23.228). This should be the long-term solution for push. 

- Roaming and addressing is not a problem.

- It should be a small issue to include push support into the IM subsystem under development, TS 23.228. 

Conclusions

Use always on and SMS based push now and later also  SIP based push. This is well motivated since always on and SMS based push, through e.g. WAP 1.2, is currently in the mobiles and one of the complicated issues is already solved, namely contacting the mobile. One can say that NRPCA with used-id is a very complicated manner of asking a mobile to establish a PDP Context when it is possible to use the existing SMS system for that purpose. At a later stage, when solutions based on SIP are  introduced, the SMS solution can still be used for connectionless push.

One main benefit of using always on and SMS based push now , and later also SIP is that existing architectures/solutions can be reused. If possible this should be our goal, we reduce the amount of work needed for support of push services and also reduce the complexity of the whole network.


