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Summary

This document describes how it is proposed to introduce a CTM service node in the core network to provide the interworking functions between PSTN Text Telephony and GTT-Voice. 

The document describes CAMEL based procedures for routing of calls for handling in the CTM service node. 
1 Routing of text telephone calls with CAMEL procedures.

The intention of this document is to demonstrate that an SCP and a CTM Service node together can implement the required routing and actions for support of mobile text telephone users based on CAMEL procedures. 

The main benefits are:

- It does not require any modification to existing network elements.

- It supports calls to or from visited networks, having just the basic CAMEL phase 1 routing support. This gives important support for travelling text telephone users.

- The new elements are only the CAMEL SCP for GTT, and the CTM service node. They are connected on standardised interfaces; the SCP on the CAMEL server interface and the CTM service node on ISUP.

- No impact on processing load for non GTT subscribers.
The following diagrams and procedure descriptions describe one way to route the text telephone calls through a CTM service node with CAMEL phase 1 operations. GTT specific actions only occur in the SCP for GTT and in a CTM service node

1.1 Mobile Originated procedure
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Figure 1: Using CAMEL for Global Text Telephony – Mobile Originated call case

Table 1: Operation steps for the Mobile Originated case

Step
Actions

1
The A-subscriber makes a call that arrives at MSC/VLR.

2
A-subscriber is a CAMEL subscriber (has O-CSI in HLR and VLR ), so MSC analyses O-CSI and uses gsmSCF address to contact the SCP; Service Key (SK) is sent to SCP

3
SCP analyses SK. Subscriber is TTY subscriber (concluded from SK ). SCP sends CAP Connect with the address of the CTM Server + the original Called Party Number  of the B-subscriber is converted to ISUP format. The address of the CTM Server + Called Party Number shall not exceed the length of the Destination Routing address in CAP Connect. The CAMEL Service may now be terminated.

4
The MSC receives CAP Connect. The MSC uses the Destination Routeing Adress in CAP Connect to do the routeing and to send out ISUP IAM to the CTM Server. The routeing is based on the address of the CTM Server.

5
The CTM Server may link its CTM and textphone terminations and then routes the call to the original Called Party Number. The CTM Server received this original Called Party Number via ISUP. So it can compile the ISUP IAM message to the transit network. The CTM server places the original Calling party number in ‘Additional Calling Party Number’ so that it can be used by the CLIP service.

The ISUP IAM message may now be sent to the next node on the way to the B-subscriber. Normal ISUP routing takes place and the call is eventually offered to the B-subscriber. 

6
The ISUP IAM contains the Destination number of B-subscriber. The call is offered to B-subscriber. The ISUP link now consists of: A-party ( MSC/VLR ( CTM Server ( MSC ( B-Party

Additional comments:

· The above should be feasible with CAMEL Phase 1.

· The service invocation (before routeing to CTM Server) may be terminated immediately after the CAP Connect / Continue.

· The A-subscriber may be in the HPLMN or may be roaming in a VPLMN

· Requirements: CAMEL Support in MSC/VLR (in VPLMN), HLR (in HPLMN); 

· CLIP can be ensured by means of the ‘Additional Calling Party Number’ (to be set by CTM Server)

· This solution may be combined with any other MO service. At the end of the regular MO service, the SCP needs to send down CAP Connect, with the address of the CTM Server and the original Called Party Number  of the B-party, or with a modified destination number, depending on the Service.

1.2 Mobile Terminated Procedures
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Figure 2.  Using CAMEL for Global Text Telephony – Mobile Terminated call case

Table 2: Operation steps for the Mobile Terminated case.

Step
Actions

1
ISUP IAM arrives at GMSC.

2
GMSC sends SRI to HLR

3
B-subscriber is a CAMEL subscriber (has T-CSI in HLR), so HLR sends PSI to VLR

4
VLR responds with PSI Ack (with Location Info, subscriber state)

5
HLR sends SRI Res to GMSC, including T-CSI

6
GMSC analyses T-CSI and uses gsmSCF address to contact the SCP; Service Key (SK) is sent to SCP

7
SCP analyses SK. Subscriber is TTY subscriber (concluded from SK or from MSISDN). SCP sends CAP Connect with the address of the CTM Server + the original MSISDN of the B-subscriber. The address of the CTM Server + MSISDN shall not exceed the length of the Destination Subscriber Number in CAP Connect. The CAMEL Service may now be terminated.

8
The GMSC receives CAP Connect, so it creates a new instance of an O-BCSM for this CAMEL-based forwarding leg. The GMSC uses the Destination Subscriber Number in CAP Connect to do the routeing and to send out ISUP IAM to the CTM Server. The routeing is based on the address of the CTM Server.

9
The CTM Server may link its CTM and textphone terminations and then routes the call to the original MSISDN. The CTM Server received this original MSISDN via ISUP. So it can compile the ISUP IAM message to the GMSC. The CTM server places the original Calling party number in ‘Additional Calling Party Number’ so that it can be used by the CLIP service.

In fact, the ISUP IAM message may now be sent to any GMSC in the HPLMN of the B-subscriber. It may be a different GMSC than the GMSC where the call cam in first.

10
The GMSC receives ISUP IAM. The GMSC treats this like any other ISUP IAM that terminates in that GMSC, so it sends SRI to HLR. ISUP IAM contains the MSISDN of B-subscriber and so does SRI to HLR. 

11
B-subscriber is a CAMEL subscriber (has T-CSI in HLR), so HLR sends PSI to VLR.

12
VLR responds with PSI Ack (with Location Info, subscriber state)

13
HLR sends SRI Res to GMSC, including T-CSI.

14
GMSC analyses T-CSI and uses gsmSCF address to contact the SCP; Service Key (SK) is sent to SCP.

The same service as in step 7 is started; this is beacause the same T-CSI is sent to GMSC, with the same gsmSCF Address and the same SK value. However, in this case the Calling Party Number in CAP InitialDP denotes ‘CTM Server’. That shall serve as a trigger for the Service Logic to simply send CAP Continue.

The CAMEL Service may now be termined.

15
The SCP sends CAP Continue

16
GMSC sends the 2nd SRI to HLR

17
HLR sends PRN to MSC/VLR

18
MSC/VLR responds with PRN Res to HLR (including MSRN)

19
HLR sends SRI Res to GMSC

20
GMSC sends ISUP IAM (with the MSRN) to MSC/VLR; MSC/VLR may be in another PLMN.

21
Call is offered to B-subscriber.

The ISUP link now consists of: A-party ( GMSC ( CTM Server ( GMSC ( MSC/VLR.

Additional comments:

· The above should be feasible with CAMEL Phase 1.

· Both Service invocations (before routeing to CTM Server and after routeing to CTM Server) may be terminated immediately after the CAP Connect / Continue.

· The B-subscriber may be in the HPLMN or may be roaming in a VPLMN

· Requirements: CAMEL Support in GMSC (in HPLMN), HLR (in HPLMN); the MSC/VLR (in HPLMN/VPLMN) does not have to support CAMEL for the MT call case.

· CLIP can be ensured by means of the ‘Additional Calling Party Number’ (to be set by CTM Server) .

· This solution may be combined with any other MT service. At the end of the regular MT service, the SCP needs to send down CAP Connect, with the address of the CTM Server and the original MSISDN of the B-party, or with a modified destination number, depending on the Service.
· This solution only impacts GTT subscribers. 
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