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Conclusion:

This document is the revised version of the contribution S2-010656 by Siemens. This revised document was just approved in the SA2 plenary meeting. The approved proposal text can be found in the following subsection: 

Proposal

To reflect the current status of S3 work and to avoid duplication, it is proposed that the Registration part of the flow will be depicted in one box, the references to the S-CSCF performing user authentication will be removed. Chapter 5.12.4.1 with these changes applied looks as follows:

5.12.4.1
Procedures for Providing Authenticated Caller-ID

Authentication of the subscriber is performed during the registration procedures, as described in section 5.3.2.4.  As a result of the registration procedures, the URL of UE#1 is stored in P-CSCF#1, and the list of possible user names associated with UE#1 is stored in S-CSCF#1.  .

When UE#1 attempts to initiate a new session, it includes this URL in the INVITE request.  P-CSCF#1 verifies that it is present and correct before passing the request to S-CSCF#1.  S-CSCF#1 then verifies the user-name supplied by UE#1 against the list of possible user-names configured for the subscriber.  Thus the INVITE request sent between S-CSCFs will always have authenticated caller-identification information.

If the URL supplied by UE#1 in the INVITE request is incorrect, P-CSCF may reject the request, or may overwrite with the correct URL.  

If the user-name supplied by UE#1 in the INVITE request is incorrect, S-CSCF may reject the request, or may overwrite with a default user-name for the subscriber.
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The detailed procedure is as follows:

1. 
2. 
3. 
4. 
5. 
6. 
7. Registration and Authentication of UE#1 is performed 

8. UE#1 initiates a new multi-media session, by sending an INVITE request to P-CSCF#1.  This INVITE request includes the subscriber-identity URL used in the registration, and a caller-name string that may identify the specific person using the UE.

9. P-CSCF#1 checks the subscriber’s identifying URL, and replaces it (or rejects the request) if it is incorrect.

10. P-CSCF#1 forwards the INVITE request, with the verified subscriber identity URL, to S-CSCF#1.

11. S-CSCF#1 verifies the caller-name string provided by UE#1 is included in the set of valid caller-names for this subscriber.  It replaces it (or rejects the request) if it is incorrect.

12. S-CSCF#1 forwards the INVITE request, with verified subscriber identity URL and caller-name, to S-CSCF#2.

13. S-CSCF#2 stores the originating subscriber identity, for possible use later in call-trace or return-call services.

14. S-CSCF#2 forwards the INVITE request to P-CSCF#2.

15. P-CSCF#2 forwards the INVITE request to UE#2.

16. UE#2 displays the caller-id and calling-name information to the called party.
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