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1 Introduction

At the last SA2 meeting in LA a number of changes were introduced to 23.228 to reflect removal of visited control. The document proposes some changes to section 4.2 to more accurately reflect what is required.

This contribution also proposes changes based on the LS received from TSG-SA on IP Multimedia Sessions (S2-010321) that was presented at the LA meeting. These changes relate to the recommendation from TSG-SA that  'Communication between the service control logic, the SIP session control and the user plane must be over open interfaces to allow multivendor sourcing.' To meet this recommendation one option may be to change some of the existing text to state, for example 'When the CSCF to service platform interface is within a single network, a proprietary interface or standard interface may be used.' However, simply removing the existing statements seems to allow either a proprietary or a standard interface to be used. This is the approach adopted in the proposed changes.

2 Proposed Changes

4.2
IM services concepts

Editor's Note: This section should provide a discussion on the concepts involved in IM Services (e.g.3rd party services, multimedia vs. voice, etc.).

4.2.1
VHE

4.2.1.1 
Support of CAMEL

It shall be possible for an operator to offer access to services based on the CSE for its IM subsystem subscribers.  This shall be supported by a CAP interface to the serving CSCF. It should be noted that there is no requirement for any operator to support CAMEL services for their IM subsystem subscribers or for inbound roamers.

It shall be possible for a home network to provide support for CAMEL based services to a subscriber roaming in a network that does not support CAMEL on the IM Subsystem or does not support the required CAMEL Version.  To achieve this, the home operator may support the CAP capable serving CSCF in the home network. 

4.2.1.2
Support of OSA

It shall be possible for an operator to offer access to services based on OSA for its IM subsystem subscribers.  This shall be supported by an OSA API between the Application Server (AS) and the network.

4.2.2
Service platforms for IM services

A service platform offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone service platform.

4.2.3
Support of Roaming Subscribers 

The Release 2000 architecture shall be based on the principle that the service control for Home subscribed services for a roaming subscriber is in the Home network, e.g., the serving CSCF is located  in the Home network (see Figure 4-1). 
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Figure 4-1: Service Platform in Home Network
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Figure 4-2: External Service Platform
There are two possible scenarios to provide services:

-    via the service platform in the Home Network

-    via an external service platform (e.g. third party or visited network)

The box representing the external service platform could be located in either the visited network or in the 3rd party platform.


Editor's Note: the types of protocols to be used on the interfaces between the Serving CSCF and the different service platforms in these different scenarios are FFS.

 The roles that the CSCF plays are described below. 

-    When subscribers roam to visited networks, the  serving CSCF is located  in the home network , the roamed to (visited) network shall support a proxy CSCF.  The proxy CSCF shall enable the call control to be passed to the home network based serving CSCF that shall provide service control.

A Proxy CSCF shall be supported in both roaming and non-roaming case, even when the serving CSCF is located in the same IM CN SS.

Reassigning the proxy CSCF assigned during CSCF discovery is not a requirement in Release 2000.  Procedures to allow registration time proxy CSCF reassignment may be considered in future releases.

Network initiated proxy CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating CSCFs, to be included in the SIP signaling path is optional. Such additional CSCFs may be used to shield the internal structure of a network from other networks.

The home network shall designate the serving CSCF in the home network. 

4.2.4
CSCF to service platform Interface

This interface is used to provide services residing in a service platform. Two cases were identified:

-    Serving CSCF   to Service Platformin Home Network.

-    Serving CSCF  to Service Platform in External Network (e.g., Third Party or Visited)


Three potential interfaces to provide services were identified:

-    CAP: This interface provides CAMEL-based services offered on the CAMEL CSE platforms. They are invoked by a Service Switching Function (SSF) and supported by the CAP protocol. A “softSSF” in (or on top of) the CSCF is required for mapping of the SIP state machine in CSCF to the CAMEL BCSM.  This interface allows support of legacy CAMEL services.

-    SIP: This  interface provides all services offered by SIP application servers and SIP-based Multimedia service platforms. These services are directly invoked by the CSCF as a SIP server itself. This interface shall not prevent the serving CSCF from retaining control of the call.

-    OSA: This interface provides all applications that are independent from the underlying network technology, and are delivered via the use of an open standardised API. When the CSCF to Service Platform interface is between a network and a third party platform, the OSA API can be used as is. Conceptual changes may be needed if OSA has to be used as an interface between two networks, as it was not originally intended for this purpose. For example, the location of the OSA Framework may be impacted or the security mechanisms may be altered.  The mapping of the OSA API to the underlying network capabilities is not subject to standardisation.

Editor's Note: The choice for standardisation of interfaces is FFS.
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