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Introduction

The S2 Plenary meeting in Los Angeles decided to remove the visited control option from Release 5. This contribution proposes some modifications to Section 4.2.4 of TS 23.288 to accord with the S2 decision. It also suggests some editorial changes for providing consistency with the terms used elsewhere in the TS 23.228 (e.g., AS). 

Proposal
It is proposed that Section 4.2.4 of TS 23.228 to be modified as follows:

4.2.4
CSCF to service platform Interface

This interface is used to provide services residing in an Application Server (AS). Two cases were identified:

-    Serving CSCF   to an AS in Home Network.

-    Serving CSCF  to an AS in External Network (e.g., Third Party or Visited)

When the CSCF to  the AS interface is within a single network, the interface is not standardised. 

Three potential interface protocols may be implemented for provisioning services as follows:

-    CAP: This interface provides CAMEL-based services offered on the CAMEL CSE platforms. They are invoked by a Service Switching Function (SSF) and supported by the CAP protocol. A “softSSF” in (or on top of) the CSCF is required for mapping of the SIP state machine in CSCF to the CAMEL BCSM.  This interface allows support of legacy CAMEL services.

-    SIP: This  interface provides all services offered by SIP application servers and SIP-based Multimedia service platforms. These services are directly invoked by the CSCF as a SIP server itself. This interface shall not prevent the serving CSCF from retaining control of the call.

-    OSA: This interface provides all applications that are independent from the underlying network technology, and are delivered via the use of an open standardised API. When the CSCF to the AS interface is between a network and a third party platform, the OSA API can be used as is. The mapping of the OSA API to the underlying network capabilities is not subject to standardisation.











































































































































































































































































































































