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Rough Sketch of an IM Service Control Architecture and Protocols

The attached figures attempt to show a plausible architecture for the IM Service Control and are intended to prompt debate within S2. They are based on the fact that none of the current forms of CAMEL, OSA or SIP are complete architectural proposals for multimedia service control in a multi-vendor environment. 

This architecture is a development of (or deviation from!) the Siemens’ proposal in their unnumbered email document distributed on 9/2/01.

Concepts in this proposal

1) The S-CSCF uses a transport protocol to encapsulate the complete INVITE and other parameters and send them towards the service control environment.

2) The service control environment can modify the fields in the INVITE or generate a BYE message etc.

3) The service control environment uses the transport protocol to encapsulate the modified INVITE/BYE/etc and send it back to the S-CSCF. 

4) The service control environment chooses whether (a) it wants no further part in the session, or (b) whether it wants to be sent copies of all other SIP messages, or (c) whether it wishes to process all further SIP messages. This is a basic set of ‘triggers’: more complex triggering arrangements could be considered for R6 etc.

5) There is an interface between the HSS and the service control environment. The NAI is sent to the HSS and the HSS returns the addresses of the Application Servers and the Rules for combining the responses from multiple Application Servers.

6) The rules for combining responses probably have to be simple. For example, the HSS provides simple instructions as to whether (a) all applications are to be contacted in parallel or (b) whether they shall be contacted in series (with the result from the previous server being used as input to the next). The Feature Interaction Manager uses common sense logic to combine results from the servers (eg if one server requires the session to be released, then the session is released; etc). 

7) The FIM logic does not need to be standardised (except that it needs to be stated that this logic is NOT in the S-CSCF). It is the role of the operator –not the standards- to design handle how well (or how badly) the subscriber’s multiple applications interact.

8) The functionality for handling multiple Application Servers for a given session is NOT in the S-CSCF.

9) The HSS provides the S-CSCF with the address(es) of the service control environment for that subscriber. (Note that first and second choice addresses might be needed for resilience reasons.)

10) Ideally the HSS should indicate to the S-CSCF which INVITEs (for a particular subscriber) should be handled by the S-CSCF itself, and, which should be encapsulated and sent to the service control environment. However, the standardisation of this does not seem to be simple and may have to be left to R6 or later.

11) Figure 1 shows what the author terms an “OSA architecture”, and, Figure 2 shows what he calls a ”CAMEL architecture”. The important point to note is that the interfaces to the S-CSCF (to service control environment and from HSS) are identical in both Figure 1 and 2.

12) When considering OSA, it is important that the interface between Application Server and OSA Gateway is simple. (The existing Parlay descriptions in 29.198 do not seem to meet this criteria.)

13) The interface between OSA Gateway and S-CSCF has to be an open, multi-vendor interface. This is different to the status of similar interfaces in R’99 OSA.

14) The OSA Gateway can hide network addresses and maintain privacy (eg it probably would not send the NAI to external application servers).

15) The author believes that the attached architectures are relatively simple in concept and thus it is feasible to standardise this architecture and the interfaces to the S-CSCF in the current IM timescales (ie completion in March 2002).

16) Options are to be minimised. Alternative proposals to work on all of CAMEL and OSA and SIP are unrealistic and a waste of scarce design resources.

Proposals

1) CN 2, CN 5 and CN 1 are informed that the Service Control Architecture work is not yet stable in SA 2 and that any further detailed work they do on this topic is “at their own risk”;

2) SA 2 recognise the longstanding GSM principle that “options should be minimised”. Hence work on selecting/designing one architecture should start/continue.

3) SA 2 establish a detailed work plan showing how we intend to produce a stable Service Control Architecture. This is likely to require additional drafting group meetings before the next SA 2 plenary meeting. 

4) SA 2 should aim to complete the Service Control Architecture by [end April 2001]. (Note this date should compatible with future CN working group meeting dates).
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Figure 1: OSA/SIP Example service:

Application Server 2 modifies the destination address and wants no further part in the session.

Application Server 1 (eg prepay) does not change anything but wants to be told when the session ends.
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Figure 2: CAMEL/SIP Example service:

Application 2 modifies the destination address and wants no further part in the session.

Application 1 (eg prepay) does not change anything but wants to be told when the session ends.
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Figure 1: OSA/SIP Example service: �Application Server 2 modifies the destination address and wants no further part in the session.



Application Server 1 (eg prepay) does not change anything but wants to be told when the session ends.
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Figure 2: CAMEL/SIP Example service: �Application 2 modifies the destination address and wants no further part in the session.



Application 1 (eg prepay) does not change anything but wants to be told when the session ends.
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