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Service Control Architecture for Ip Multimedia Subsystem

General Comments on the Email discussion

1) Options are bad and should be avoided unless there are exceptional circumstances

Several companies seem to wish to keep all three options, namely CAMEL, SIP and OSA. However, a multitude of options is no substitute for a good design. Multiple methods of service control will lead to duplicated (or triplicated) standardisation effort. In addition it will leave vendors guessing at the service control method which will be popular with their customers (eg the operators) and lead to wasted development resources. 

It is the role of S2 to specify properly the architecture for service control, and, to minimise (eg to zero) the number of options that are standardised.

2) Does the current text in 23.228 specify enough to allow any of CAMEL, SIP or OSA to work?

No!

S2 needs to show the architecture and describe how it works. 

Some examples:

a)
How does the CSCF know the address of the service platform to be used for this subscriber? Does SIP describe how this works? 

b)
For CAMEL, it seems unrealistic to require the S-CSCFs to convert parameters in the SIP INVITEs into parameters in existing CAP messages. S2 and/or S1 should state a clear requirement that the S-CSCF should not normally prevent information getting to the service control environment.

c)
CAMEL has 3 BCSMs: one in the VMSC for outgoing calls, and two for terminating calls - one in the GMSC and one in the VMSC. Conversely an S-CSCF should have only one BCSM (because the same S-CSCF should be used for incoming and outgoing calls). This is an architectural issue that needs to be clarified.

d)
OSA is an “architecture” which has proprietary interfaces. However SA plenary has clearly stated the need for an open, multi-vendor, service control interface to the S-CSCF.

3)
Requirement to avoid third parties connecting directly to traffic handling nodes

Most established operators will need to ensure that they can properly control access to the CSCFs. As stated in an email from BT, this is for reasons of security, network resilience, network element loading/dimensioning, etc. This is where the OSA architecture (the option 1 architecture in 23.127 v3.2.0) with an “OSA gateway” has some advantages.

4)
OSA interface/API

In order to provide an environment for rapid service development, the interface between the “OSA gateway” and the applications needs to be relatively simple and familiar to the “service development community” (cf. Internet ASPs). Given that we are discussing the IM domain, this interface would seem to have to be popular with internet service developers. The current Parlay based API in 29.198 does not appear to be either ‘simple’ or IETF based. 

Should we specify an OSA interface for the CSCF based on Parlay? It may be better to use some lightweight protocol which could encapsulate SIP messages! (One candidate might be SOAP, see http://www.w3.org/TR/2000/NOTE-SOAP-20000508/)

5)
“message” translation in OSA Gateway

29.998 provides Informative text about how to map “messages” on the OSA API to the interfaces between OSA gateway and MSC, HLR, (etc). Again this does not seem to be a simple function. It might well be preferable to avoid mapping functions and present “native” messages to the application developer. Note that this should not prevent the OSA gateway hiding network element addresses and/or providing privacy and other related functions.

Proposal: the interface between application developer ASPs and OSA gateway should be almost identical to interface between OSA gateway and S-CSCF.

6)
OSA gateway functionality

With the above proposal, it might not be clear what functions are left for the OSA gateway. However at least the following remain:

a)
authorisation and security of the application provider;

b)
handling of multiple application providers (eg a query to a number translation service is made in parallel with a query to a barring/prepay application and the results are combined before being returned to the S-CSCF);

c) interface to HSS, eg to establish addresses of application providers; and

d) privacy functions (eg to ensure that the user’s location or address is not supplied to unauthorised applications).

7)
SIP Servlets, CPL, CGI

Information on these seems to be lacking. If one of these is to form the basis of the service control architecture then they need to be adequately described in 23.228 and specified in 23.002.

8)
Timescales

An open multi-vendor service control interface is required in the same timescales as the rest of the IM subsystem (ie currently 03/2002).

9)
Siemens’ “Routing messages to and from IMS service platforms”

The unnumbered Siemens email document distributed on 9/2/01 has some similarities with concepts that Vodafone has verbally described in earlier S2 meetings. Some detailed issues are the following:

a)
How does the S-CSCF know which “SIP request messages are the subject of service control”? It seems likely to be a ‘per subscriber’ tag that is received over the Cx interface.

b)
All messages go through the service platform. This is unnecessary for simple services such as barring and number translation which only require Analysis and/or Modification of the “B party’s address”. Hence it seems (very) useful for the Service Platform to be able to drop out of the call after analysing the Invite message. 

c)
Time critical functions (eg answer) will benefit if the Service platform is merely notified of the SIP message going through the S-CSCF rather than being required to process every message before the action can occur. 

d)
(Provided that the Service Platform has not dropped out of the session), the Service Platform must be able to release the session at any time.

Hence it is suggested that the Service Platform should be able to return the (potentially) modified Invite message with an additional tag to indicate the following:

i)
forward all SIP messages (relating to this session) through the Service Platform;

ii)
process subsequent SIP messages in the S-CSCF, but send an exact copy to the Service Platform; or

iii)
do not inform the Service Platform about subsequent SIP messages.

