S2#17 








S2-010641
February 26th to March 3rd, 2001

Gothenburg

Title:
Additions to the SLF Approach. 
Date:

22.02.2001. 
Source:
Siemens AG. 
Agenda Item:
7 - Release 5 Issues. 
Related to:
23.228. 

Document for:
Approval. 

1 Introduction

This contribution relates to the SLF approach described in Section “User Identity to HSS resolution” in ANNEX E of TS 23.228 V1.7.0. During the Los Angeles meeting, Nortel raised concerns about this approach. For these see S2-010362 and S2-010363. This contribution is dedicated to these questions. 

2 Discussion

The concerns raised by Nortel in S2-010362 and S2-010363 are reflected in the Editors note in ANNEX E of TS 23.228. These are:

Editor's note:  the following issues have been identified as needing to be addressed:

1. Synchronisation of the SLF database with the location of subscription data in the HSS.

2. Recovery from error cases i.e. where synchronisation attempts fail or when the SLF itself fails.
In the following, these issues are discussed. 

23.002 Section 4.1.1.1 and 23.228 Section 5.3.2.4 describe that there may be more than a single HSS in an operators network. Siemens contribution S2-001946 submitted in Makuhari discussed three different approaches of how multiple HSS´s can be supported in the network. These were: 

- encode the HSS Id into the subscriber Id.

- use a single HSS entry point within each operator network. 

- use an SLF function.

During the meeting, wide support was given to the introduction of the SLF function. Each operator should have the option to use a multiple HSS solution or to use a single HSS solution. To mandate a single HSS for all operators does not seem to be acceptable. 

When multiple HSSs are deployed, the I-CSCF must be able to find the particular HSS that holds the subscriber data of the called user. The role of the SLF is to resolve the name of that particular HSS. Furthermore, the SLF was envisioned to be the network location where Number Portability was implemented.  

Every time subscriber data is entered, modified or deleted, the HSS database needs to be updated. This is typically performed based on Operations & Maintenance (O&M) mechanisms.  This holds for the single HSS solution and for the multiple HSS solution. For the multiple HSS solution, the O&M mechanisms also take care of the synchronization issues between the different HSSs. 

Siemens sees the SLF as part of the HSS – the SLF should therefore also be managed based on O&M mechanisms. This also includes the synchronization between the SLF and the different HSSs – potentially using the same synchronization mechanisms as used between HSSs. Siemens does not oppose to the idea of standardizing the synchronization mechanism between multiple HSSs and the SLF – but sees this as part of an overall O&M framework. 

Siemens envisions that the SLF consists of multiple SLF Servers. This is to prevent an SLF service failure e.g. in the event of a server outage. For the SLF discovery, several approaches could be employed. An example is the use of the DNS mechanism in combination with a new DNS SRV record. The specific algorithm however does not affect the basic SLF concept and will thus be provided in a future contribution. 

3 Proposal

Following the arguments given in the previous section, it is proposed to move the content of Annex E with the modifications highlighted below from ANNEX E of 23.228 to the main body of 23.228 as a new section 5.9.1.   

5.9.1 User identity to HSS resolution

This section describes the resolution mechanism, which enables the I-CSCF to find the address of the HSS, that holds the subscriber data for a given user identity when multiple and separately addressable HSSs have been deployed by the network operator. This resolution mechanism is not required in networks that utilise a single HSS. 
On REGISTER and on INVITE the I-CSCF queries the HSS for subscriber specific data, e. g. the actual location or authentication parameters. In the case when more than one independently addressable HSS is utilized by  a network operator, the HSS where user information for a given subscriber is available has to be found. To get the HSS address the I-CSCF queries the  Subscription Locator Functional entity (SLF). The relationship with number portability is for further study.

The Subscription Locator is either hosted at the HSS or located separatly and accessed via the Cx interface.

A way to use the Subscription Locator is described in the following.

The Cx interface  provides:

· an operation to query the Subscription Locator from the I-CSCF 

· a response to provide the HSS address towards the I-CSCF.

By sending the  Cx-operation CX_SLF_QUERY the I-CSCF indicates a subscriber identity of which it is looking for an HSS. By the Cx-operation CX_SLF_RESP the SLF responds with the HSS name. I-CSCF  continues by querying the selected HSS. As an option at the registration flow, the I-CSCF may forward the HSS address towards the serving CSCF to simplify the procedure by which the serving CSCF finds the subscriber’s HSS.

The following two sections present the call flows on REGISTER and on INVITE messages.

5.9.1.1 .SLF on REGISTER
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1. I-CSCF receives a REGISTER request and now has to query for the location of the subscriber’s data.

2. The I-CSCF sends a CX_SLF_QUERY to the SLF and includes as parameter the subscriber identity which is stated in the REGISTER request.

3. The SLF looks up its database for the queried subscriber identity.

4. The SLF answers with  the HSS name in which the subscriber’s data can be found. 

5. The I-CSCF can proceed by querying the appropriate HSS.

5.9.1.2 SLF on INVITE
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1. I-CSCF receives an INVITE request and now has to query for the location of the subscriber’s data.

2. The I-CSCF sends a CX_SLF_QUERY to the HSS and includes as parameter the subscriber identity which is stated in the INVITE request.

3. The SLF looks up its  database for the queried subscriber identity.

4. The SLF answers with the HSS name in which the subscriber’s data can be found. 

5. The I-CSCF can proceed by querying the appropriate HSS.




Every time subscriber data is entered, modified or deleted in an HSS, the HSS database needs to be updated. This is typically performed based on Operations & Maintenance (O&M) mechanisms. For the multiple HSS solution, the O&M mechanisms also take care of the synchronization issues between the different HSSs. The SLF is seen as part of the HSS – the SLF should therefore also be managed based on O&M mechanisms. This also includes the synchronization between the SLF and the different HSSs – potentially using the same synchronization mechanisms as used between HSSs. This does not contradict the idea of standardizing the synchronization mechanism between multiple HSSs and the SLF – but this is envisioned to be carried out as part of an overall O&M framework.

To prevent an SLF service failure e.g. in the event of a server outage, the SLF could be distributed over multiple servers. Several approaches could be employed to discover these servers. An example is the use of the DNS mechanism in combination with a new DNS SRV record. The specific algorithm for this however does not affect the basic SLF concept and will thus be provided in a future contribution.
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