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1 Introduction

Currently the I-CSCF for session initiation requests is an optional element that may be used to hide the network configuration of an operator’s network, however it is considered mandatory in the registration sequence. This functionality of the I-CSCF is defined in the TS 23.228. There are other reasons, however, for desiring the I-CSCF to be in the signalling path for originating requests. This contribution proposes that the I-CSCF become a mandatory element in the signalling path for all requests, originating and terminating.

2 Discussion

There are a number of advantages to having an I-CSCF in the signalling path for originating requests. These advantages are mostly linked to the fact that signalling is not sent directly to the S-CSCF. The following is a list of benefits of having the I-CSCF in the signalling path:

1. Solves architectural need for inter-operator gateway CSCFs. Signaling across operator boundaries has unique requirements for, charging, administrative isolation, etc. that motivate the need for gateway I-CSCFs.

2. Minimizes the number of security associations between CSCFs

3. Eliminates options in the architecture and eliminates any additional  changes to the standard SIP mechanisms for 3GPP

4. Helps prevent denial of service attacks on the S-CSCF.

5. Hides S-CSCF information from other operators.

6. Simplifies routing procedures. A static route does not need to be established or maintained between the S-CSCF and the P-CSCF. In particular, the P-CSCF does not need to know the name/address of the S-CSCF. The P-CSCF can simply use the home network domain name to determine how to route to the I-CSCF of the home domain. Routing from the I-CSCF to the S-CSCF uses a Cx-Query to the HSS (as for terminating information flows), possibly caching this information for performance optimizations.

7. Provides symmetry between originating and terminating signalling. The role of the I-CSCF is then to process all incoming signalling, whether for the originating or terminating subscriber.

8. Visited network (P-CSCF) does not have to be notified of changes in the S-CSCF. This allows the S-CSCF to be changed at the discretion of the home network without complex signalling towards the visited network. The S-CSCF might be changed for maintenance, to recover from a failure of the S-CSCF, to allow for load balancing, to change the topology of the operator’s IP network, to introduce new S-CSCF capabilities in new S-CSCF nodes, etc.

9. Tokenisation or encryption/decryption in the I-CSCF for hiding S-CSCF is not needed. 

3 Sample Mobile origination, roaming

Below is the modification of the mobile origination procedure of TS 23.228 to reflect the role of the I-CSCF in the session origination information flows. The primary difference is the additional Location Query and Location Query Response interaction with the HSS so that the I-CSCF can route the INVITE towards the proper S-CSCF. 

There is an optimization that can be applied to reduce the impact of this additional query.  The I-CSCF and S-CSCF could use the Record-Route: mechanism in SIP to ensure that only the first INVITE requires a Location Query. Subsequent information flows for this session (ACK, BYE, re-INVITE) would use information in the Route: headers to route the message to the appropriate S-CSCF. 
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Note: The I-CSCF may cache the information received in step (4) “location query response”.

4 Proposal

This contribution proposes that S2 reconsider the decision to have the I-CSCF as option in the Originating & terminating SIP signalling path between P-CSCF & S-CSCF and accept the proposed change to section 4.6.2 proposal.
4.6.2 
Interrogating CSCF

Interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for all connections destined to a subscriber of that network operator, or a roaming subscriber currently located within that network operator’s service area. There may be multiple I-CSCFs within an operator’s network. The functions performed by the I-CSCF are:

Registration

-
Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to Serving CSCF assignment)

Session Flows 

-
Route a SIP request received from another network towards the S-CSCF.

-
Obtain from HSS the Address of the S-CSCF.

-
Forward the SIP  request or response to the S-CSCF  determined by the step above  

-
 Forward the SIP request or response to a MGCF for Optimal MGW assignment (Home Control of roamers).

-
Forward the SIP request or response to an I-CSCF in another operator’s network for Optimal MGW assignment (for third party PSTN termination)

Charging and resource utilisation:

-
Generation of CDRs.

In performing the above functions the operator may use I-CSCF or other techniques to hide the configuration, capacity, and topology of the its network from the outside. When the I-CSCF is chosen to meet the hiding requirement then for sessions traversing across different operators domains, I-CSCF may forward the SIP request or response to another I-CSCF allowing the operators to maintain configuration independence.

Editor’s Note: Additional functions related to inter-operator security are for further study.

· I-CSCF is always present when establishing initial communication (i.e. first INVITE & response, REGISTER) between a Proxy-CSCF & S-CSCF, for registration, originating & terminating sessions.  
Note that, optimisation could be achieved by caching I-CSCF & S-CSCF names/addresses in P-CSCF and I-CSCF respectively. By using Record Route header during the initial message sequence of a session would establish the route for the remainder of the session duration.
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