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4.1.1.1a
The Home Subscriber Server (HSS)

[editor’s note: most of the text bellow on the HSS applies also to the HLR. It will widely increase the readability to provide in this section only the functions that the HSS provides on top of the HLR. Also, the implementation-specific text provided bellow should be deleted or moved e.g. to 23.008.]

The HSS substitutes the HLR when the IM subsystem is implemented.

The Home Subscriber Server (HSS) is the master database for a given user. It is the entity containing the subscription related information to support the network entities actually handling calls/sessions.

As an example, HSS could provide support to the call control servers in order to complete the routing/roaming procedures by solving authentication, authorisation, naming/addressing resolution, location dependencies, etc…  

The HSS is responsible for holding the following user related information: 

· User Identification, Numbering and addressing information. 

· User Security information: Network access control information for authentication and authorization 

· User Location information at inter-system level: the HSS handles the user registration, and stores inter-system location information, etc. 

· The User profile (services, service specific information…) 

Based on this information, the HSS is also responsible of supporting the CC/SM entities of the different control systems (CS Domain control, PS Domain control, IP Multimedia control…) offered by the operator.
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Figure 0-a: Example of a Generic HSS structure and basic interfaces

HSS may integrate heterogeneous information, and enable enhanced features in the core network to be offered to the application & services domain, at the same time hiding the heterogeneity.

The HSS consists of the following functionalities:

· .User control functions required by the IM subsystem.

· The subset of the HLR functionality required by the PS Domain. 

· The CS part of the HLR, if it is desired to enable subscriber access to the CS Domain or to support roaming to legacy GSM/UMTS CS Domain networks.

The HSS structure is as follow (see also Figure 0-b):
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Figure 0-b: Example of a generic HSS structure with further breakdown into protocols over the basic interfaces
1. MAP termination
HSS terminates the MAP protocol as described in MAP specifications: 

· User Location Management procedures

· User Authentication Management procedures

· Subscriber profile Management procedures, 

· Call handling support procedures (Routing information handling)  

· SS related procedures, etc…
2. Addressing protocol termination

HSS terminates a protocol to solve addressing according to appropriate standards: 

Procedures for user names/numbers/addresses resolution


3. Authentication, Authorization protocol termination
HSS terminates authentication and authorization protocols according to appropriate standards:
Procedures for user authentication and authorisation for IP based Multimedia services. 


4. Location management protolcol termination
HSS terminates a protocol for location management, according to appropriate standards: 

They include:

· Procedures related to user registration /de-registration for Multimedia.
· Procedures for Location retrieval for Multimedia.
· 
· 


5. Subscriber data handling protocol termination.
HSS terminates a protocol for handling Subscriber data, according to appropriate standards:

Procedures for downloading of subscriber information during registration, or at any other time if necessary, e.g. as part of recovery mechanisms. 
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